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Abstract of the contribution: This is an add-on to solution 8, specifying how a PLMN assigned capability ID can be manged.
1. Introduction
It has been agreed that the capability ID may be PLMN assigned. In Solution #5 and #8 it is specified that the UE can be assigned a UE Capability ID by the AMF, but it is not described how the different AMF’s in the network can coordinate assignments of UE Capability ID’s. This solution proposes a method to ensure that every AMF can assign capability ID’s independently, while the assigned Capability ID’s can be used in the whole network.
2. Discussion
It is preferred that the assignment of UE Capability ID’s can be done by each AMF in a distributed manner. If the AMF is required to consult a central entity before defining a new capability ID’s, extra complexity would be added since the signalling protocol need to be defined, and the central entity need to be implemented and managed.

We propose that instead, one field in the PLMN assigned capability ID is the AMF Identity (AMFI) of the AMF that allocated the Capability ID. This will ensure that the ID’s are unique.

We also propose that another field is a Hash of the UE Capabilities. This will simplify database look-up when comparing reported UE Capabilities to already stored Capability ID’s, and add extra security. It is not required that the Hash is large enough to provide a unique value for each set of capabilities.
A third field may also be included in order to enumerate Capability ID’s allocated by the same AMF for different Capability sets with the same Hash.
Proposal 1: It is agreed that the PLMN assigned capability ID includes the fields AMFI and Hash.

Proposal 2: It is left for further study how large the Hash field should be, and if an enumerator field should be included.
Proposal 3: Add the submitted text proposal to TR 23.743.
2. Proposal 
It is proposed to add the following solution to TR 23.743. 
FIRST CHANGE
6.X
Solution #X: Network assigned capability ID with AMFI and Hash fields. 
6.X.1
Introduction
Editor's note:
This clause lists the key issue(s) addressed by this solution.

The solution addresses key issue #1, #2 and #3. It is an add-on to solution #5 and #8: Solution for identifying UE radio capabilities using PLMN-specific UE Capability ID. It describes how the capability ID’s can be allocated, assigned to UE’s and managed by the AMF’s in a distributed manner. 

6.X.2
Functional Description
Editor's note:
This clause outlines solution principles and documents any assumptions made.

The PLMN assigned UE capability ID is made up of three fields:
* AMFI (AMF Identifier) - 3 Byte: The AMFI of the AMF that allocated the capability ID

* Hash – e.g. 3 bytes long: A hash of the UE capabilities.
* Enumerator – i.e. 2 bits – If the AMF have allocated several capability ID’s for different capability sets with the same Hash, the enumerator is used to separate them.

When an UE makes the first initial registration to the PLMN with a specific set of capabilities, the serving AMF may assign an UE Capability ID to the UE. If the capability set is in the mapping database of the AMF, the same capability ID will be used, and if not, the AMF will allocate a new capability ID with its own AMFI, and assign it to the UE.

The mapping databases in the AMF’s and gNB’s will be updated dynamically as UE’s move in the network.
Duplicate capability ID’s will occur when different AMF’s have assigned capability ID’s defining the same set of capabilities. Duplicates will be removed continuously to limit database size.
6.X.3
Procedures

Editor's note:
This clause describes high-level procedures and information flows for the solution.
When an UE makes the first initial registration to the PLMN with a specific set of capabilities, the network will request the capabilities from the UE. The AMF will then calculate the Hash, and compare it to the Hash of capability ID’s stored in its database. If there is no entry with the Hash, the AMF will allocate a new capability ID consisting of the AMFI, Hash and an enumerator. The AMF will assign the capability ID to the UE and add an entry to the mapping database.
If there is already one or more entries with the same Hash, the AMF will compare the stored capabilities with the capabilities from the UE in a bit-wise manner. If it corresponds to an already stored capability, the corresponding cap ID will be assigned to the UE. If there is no corresponding capability stored, the AMF will assign the UE a new capability ID consisting of the AMFI, Hash and an enumerator. 

When setting the enumerator, the AMF will use the value 0 if the AMF have not previously allocated ID’s with the same hash, and for later allocated capability ID’s for different capability sets with the same hash, the enumerator is increased.

It is not required that the rest of the network is updated when a new Capability ID is allocated. If the UE, moves to another AMF through handover or idle mode mobility, and the target AMF does not have the mapping, the capabilities will be transferred from the old AMF, and the new AMF will store the mapping. If the UE makes an initial registration including Capability ID to a new AMF that does not have the mapping, the network will receive the capabilities from the UE, using legacy functionality, or the AMF may request it from the AMF that allocated the Capability ID.

If several UE’s with the same capability, i.e UE’s of the same model and settings, registers to the PLMN for the first time, at about the same time, but to different AMF’s, there may be several capability ID’s allocated for the same capability set. This is acceptable, and the cap ID’s are valid. However, in order to minimize the size of mapping tables, duplicates should be removed when possible. The AMF will be able to detect duplicates, and remove them by this method: 

When a new mapping is stored in the database, the AMF will control if there are other mappings with the same hash. If there is, the old and the new capabilities are compared in a bit-wise manner, and if there are identical capabilities with different cap ID’s, duplicates are detected. The node will select which capability ID to use based on the enumerator and the AMFI. The cap ID with lowest enumerator will be selected. If the enumerator is the same, the cap ID is selected based on the AMFI, using a pre-defined priority order. The capability ID not selected will be marked as obsolete in the database, and linked to the selected cap ID. All UE’s using the obsolete capability IE’s will be re-assigned the selected cap ID.
Also the gNB may detect duplicates and re-assign capability ID’s, using the same method.
In order to avoid that the number of allocated capability ID’s grows unlimited, it should be allowed for the network to re-cycle capability ID’s that have not been used for a long time. In order to allow that, an expire time should be defined for the capability ID’s. E.g if an UE have not used a specific network assigned capability ID for X months, the UE should delete the ID.
Legacy UE’s may also be assigned UE Capability ID’s using this solution. In that case, the capability ID will not be signalled to the UE, and the UE will have to transmit the UE Capabilities at every registration, so there is no resource saving over the air, but the ID will be included in the UE Context at HO and idle mode mobility, so transmission time will be saved on the X2 and N2 interfaces, and memory may be saved for storing the capabilities. Also the gNB may save processing time since it will not have to parse the full capabilities.
6.X.4
Impacts on existing entities and interfaces

Editor's note:
This clause describes impacts to existing entities and interfaces.

Impacts of Capability ID signalling is dependent on which solution is used for signalling of the capability ID.

Impacts for defining capability ID’s, assigning it to UE’s and maintaining and updating the database are:
UE: The UE should be prepared to be allocated an UE Capability ID. If several ID’s have been allocated for the same set of capabilities, the latest assigned shall be used.
AMF: The AMF is responsible of defining UE Capability ID’s, assign it to UE’s and manage a database of UE Capability mappings.
When changing AMF at handover or idle mode mobility, the UE Capability set should be transferred to the new AMF if needed. It could either always be included in the UE context, together with the UE capability ID, or only the capability ID is sent. In that case, if the mapping is not known by the AMF, the gNB could request the capabilities from the UE using the legacy methods, or a new functionality could be standardized for the AMF to request the mapping, either from the old AMF, or from the AMF that assigned the capability ID. 
Also, at registration, if the mapping of the UE capability ID is not known by the gNB or AMF, the gNB could use the legacy method to request the capabilities from the UE, or the AMF could request if from the AMF that assigned the capability ID.
Also legacy UE’s may be assigned UE Capability ID’s using the same method. In that case, the UE capability ID will not be signalled to the UE, but it will be included in the UE Context.
6.X.5
Evaluation

Editor's note:
This clause provides an evaluation of the solution.

The solution provides a method to assign PLMN specific capability ID’s in a distributed manner, so that each AMF may allocate capability ID’s independently with no need for a central database. 

The Hash part of the ID ensures an effective data-base lookup with a quick way to find the capability ID of a specific set of capabilities. The solution also provides a method to easily find and remove duplicate entries if different AMF’s have allocated capability ID’s for the same set of capabilities.
NEXT CHANGE
Interim Conclusions

Editor's note:
This clause will capture conclusions from the study.
Editor's note:
These are interim conclusions and will be reviewed after response from RAN WGs.
For key issue #1 (How UE radio capabilities are identified?) the following principles are agreed:

-
The UE capability ID is a short pointer (few octets, the exact size is to be determined by RAN WG2) that is used to uniquely identify a set of UE Radio Capabilities;

-
The UE capability ID is assigned either by the serving PLMN or by the UE manufacturer, as follows:

-
Manufacturer-specific: The UE Capability ID may be assigned by the UE manufacturer in which case it is accompanied with the UE manufacturer information (e.g.TAC field in the PEI). In this case, the UE Capability ID uniquely identifies a set of UE Radio Capabilities for this manufacturer, and together with this UE manufacturer information uniquely identify this set of UE Radio Capabilities in any PLMN;

-
PLMN-specific: If a manufacturer-assigned UE Capability ID is not used by the UE or the serving network, or not recognised by the serving network, the serving core network may allocate a UE Capability ID.. In this case, the UE Capability ID is applicable to the serving PLMN and uniquely identifies this set of UE Radio Capabilities in this PLMN;

NOTE 1:
Which one of Manufacturer-specific or PLMN-specific and associated procedures for assignment are mandatory or optional in the UE, will be decided in normative phase of the work.
-
When the UE Capability ID is allocated by the serving PLMN, one field of the UE capability ID is the AMFI of the AMF that first assigned the UE Capability ID. Another field is a Hash of the UE capabilities.
-
When the UE Capability ID is allocated by the serving PLMN the same PLMN-specific UE Capability ID can be provided to multiple different UEs with the same radio capabilities or different PLMN-specific UE Capability ID can be provided to multiple different UEs with the same radio capabilities. The strategies for allocating PLMN-specific UE Capability ID are based on local policy;

NOTE 2:
When the UE Capability ID is allocated by the serving PLMN, the Hash field of the UE capability ID will help  the core network to detect that the same UE Radio Capabilities are signalled by mutliple different UEs or the same "model" in order to allocate the same PLMN-specific UE Capability ID..
-
The UE stores the PLMN-specific UE Capability ID in non-volatile memory when in RM-DEREGISTERED state and can use it again when it registers in the same PLMN.

NOTE 3:
The number of PLMN-specific UE Capability IDs that UE stores in non-volatile memory is left up to UE implementation.
-
It shall be possible for a UE to change the set of UE Radio Capabilities in time and signal the associated UE capability ID, if available.
-
The network or the Manufacturer shall be able to change the UE Capability ID associated with a device, e.g., due to a SW upgrade enabling new UE Radio Capabilities on the device side (for the manufacturer assigned UE Capability ID) or for remapping or OAM procedures in the network side;-
At any given instant the UE has only one UE capability ID that is indicated to the network.
-
Solution #9 (UE Capability ID with delta set of capabilities) is recommended for normative work, subject to feasibility being confirmed by RAN WG2.
-
The mapping between a specific capability ID and a corresponding set of capabilities does not change once set.

For key issue #2 the following principles are agreed:

-
Owing to the need to support UE Radio Access Capabilities > 65 536 bytes (i.e. > 524 288 bits), and, the need to support fast, reliable, low processing complexity mechanisms for frequently used procedures (at least Service Request, RRC Connection Resume, X2&Xn handover, secondary gNB addition), the full UE Radio Access Capabilities shall not normally be transferred as part of those procedures. This requires that the serving and target RAN stores a local copy of the mapping between the UE Capability IDs and the full UE Radio Access Capabilities for the UEs that frequently use that RAN node.
-
AMF that supports the RACS feature is mandated to have access to full set of UEs radio capabilities and the mapping between UE Capability ID and corresponding UE radio capabilities for at least the UEs registered in this AMF;
-
NG-RAN that supports RACS, is mandatory to be able to maintain local storage of UE radio capabilities and have access to the mapping between the UE Capability ID and the full set of UEs radio capabilities;

-
A specific NG-RAN node that does not have the mapping between a specific UE Capability ID and the corresponding UE radio capabilities, shall be able to retrieve the mapping from CN.
For key issue #3, the following principles are agreed:
-
RACS procedures will apply to 5GS. If there is interest similar procedures may apply to EPS but will be decided based on the objectives of the related work item in normative phase;

-
From SA WG2 point of view, for UEs that support the RACS feature, for UEs that are already assigned with an applicable UE Capability ID, it is mandatory to signal the UE Capability ID in Initial Registration;

NOTE 4:
Whether UE indicates the UE capability ID via NAS or via RRC connection establishement+N2 signalling will be determined in coordination with RAN2 and SA WG3.

-
For backwards compatibility between nodes that support the feature and nodes that do not support the feature, if a peer node is not supporting RACS, the source node attempts to send to the peer node the UE capabilities that map to the UE capability ID.

END OF CHANGES
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