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**** First Change ****
4.X	Procedures for 5G-RG
4.X.1	General
Clause 4.X defines the procedures to support 5G-RG by describing the differences compared to the defined procedures in other clauses.
The 5G-RG procedures are followed for both W-5GBAN and W-5GCAN and protocols used to transport AS and NAS signalling between the 5G-RG and the W-AGF is specified by BBF and CableLabs. In these procedures the term FCP is used to refer to these protocols but there is no assumption that FCP below refers to a single protocol or a specific protocol layer. FCP can also use “EAP-5G” method as specified in clause 4.12.2.1 to transport NAS during authentication phase.
Editor’s note: Details on NAS transport method may need to be updated when details are decided by BBF and CableLabs.
Editor’s note: Roaming scenarios are FFS
4.X.2	Registration for 5G-RG via W-5GAN
4.X.2.1	General
Clause 4.X.2 specifies how a 5G-RG can register to 5GC via aW-5GAN access network. It is based on the Registration procedure specified in clause 4.2.2.2.2 and it uses the EAP method "EAP-5G" as specified in clause 4.12.2.1 but it is used between 5G-RG and W-AGF instead of between UE and N3IWF. If the UE needs to be authenticated, mutual authentication is executed between the UE and AUSF. The details of the authentication procedure are specified in TS 33.501 [15]. In Registration and subsequent Registration procedures via W-5GAN access, the NAS messages are always exchanged between the UE and the AMF. When possible, the UE can be authenticated by reusing the existing UE security context in AMF.
4.X.2.2	Registration procedure for 5G-RG via W-5GAN 
The signalling flow in Figure 4.X.2.2-1 does not show all the details of a registration procedure via W-5GAN access. It shows primarily the steps executed between the UE and W-AGF. All the details of a registration procedure, including interactions with PCF, UDM, etc. are specified in clause 4.2.2.2.2.

 
Figure 4.X.2.2-1: Registration for 5G-RG via W-5GAN
1.	The 5G-RG connects to a W-5GAN with procedures outside the scope of 3GPP and creates an initial not authenticated FCP signaling connection
2.	The W-AGF sends an EAP-Request/5G-Start packet over the FCP connection. The EAP-Request/5G-Start packet informs the 5G-RGto initiate an EAP-5G session, i.e. to start sending NAS messages encapsulated within EAP-5G packets. 
Editor’s note: This step depends on BBF/CableLabs decision for what protocols to use for NAS transport.
3.	The 5G-RG sends an EAP-Response/5G-NAS packet that contains the Access Network parameters (AN parameters) and a Registration Request message. The AN parameters contain information that is used by the W-AGF for selecting an AMF in the 5G core network. This information includes e.g. the GUAMI, the Selected PLMN ID, the Requested NSSAI and the Establishment cause. The Establishment cause provides the reason for requesting a signalling connection with 5GC.
Editor’s note:	TBD if EAP-Identity request is needed. Not needed in untrusted N3GPP scenario since IKE carries the identity
4.	The W-AGF shall select an AMF based on the received AN parameters and local policy, as specified in TS 23.501 [2], clause 6.5.3. The W-AGF shall then forward the Registration Request received from the UE to the selected AMF within an N2 message. This message contains N2 parameters that include the Selected PLMN ID and the Establishment cause.
5.	The selected AMF may decide to request the SUCI by sending a NAS Identity Request message to UE. This NAS message and all subsequent NAS messages are sent to 5G-RG encapsulated within EAP/5G-NAS packets.
6.	The AMF may decide to authenticate the UE by invoking an AUSF. In this case, the AMF shall select an AUSF as specified in TS 23.501 [2] clause 6.3.4 based on SUPI or SUCI.
	The AUSF executes the authentication of the UE as specified in TS 33.501 [15]. The AUSF selects a UDM as described in TS 23.501 [2], clause 6.3.8 and gets the authentication data from UDM. The authentication packets are encapsulated within NAS authentication messages and the NAS authentication messages are encapsulated within EAP/5G-NAS packets. After the successful authentication:
-	In step 6c, the AUSF shall send the anchor key (SEAF key) to AMF which is used by AMF to derive NAS security keys and a security key for W-AGF (W-AGF key). The UE also derives the anchor key (SEAF key) and from that key it derives the NAS security keys and the security key for W-AGF (W-AGF key). The W-AGF key can be used by the 5G-RG and W-AGF for establishing an authenticated FCP connection (in step 10b).
-	In step 6c, the AUSF shall also include the SUPI, if in step 6a the AMF provided to AUSF a SUCI .
NOTE 2:	EAP-AKA' or 5G-AKA are allowed for the authentication of 5G-RG via W-5GAN access, as specified in TS 33.501 [15]. Figure 4.X.2.2-1 only shows authentication flow using EAP-AKA'.
7a.	The AMF shall send a NAS Security Mode Command to UE in order to activate NAS security. If an EAP-AKA' authentication was successfully executed in step 6, the AMF shall encapsulate the EAP-Success received from AUSF within the NAS Security Mode Command message.
7b.	The W-AGF shall forward the NAS Security Mode Command message to UE within an EAP/5G-NAS packet.
7c.	The 5G-RG completes the EAP-AKA' authentication (if initiated in step 6), creates a NAS security context and an W-AGF key and sends the NAS Security Mode Complete message within an EAP/5G-NAS packet.
7d.	The W-AGF relays the NAS Security Mode Complete message to the AMF.
8a.	Upon receiving NAS Security Mode Complete, the AMF shall send an NGAP Initial Context Setup Request message that includes the W-AGF key.
8b.	This triggers the W-AGF to send an EAP-Success to UE, which completes the EAP-5G session. No further EAP-5G packets are exchanged.
9.	Optional: An authenticated FCP signaling connection is established between the 5G-RG and W-AGF by using the common W-AGF key that was created in the 5G-RG in step 7c and received by the W-AGF in step 8a. 
Editor’s note: Wether this step is performed or not requires input from BBF and CableLabs
10.		FAG notifies the AMF that the 5G-RG context (including AN security) was created by sending a NGAP Initial Context Setup Response. 
11.	The AMF sends the NAS Registration Accept message to the W-AGF. The N2 Message includes the Allowed NSSAI for the access type for the 5G-RG.
12.	The W-AGF forwards the NAS Registration Accept to 5G-RG. 
4.X.2.3	Emergency Registration for 5G-RG via W-5GAN
Editor’s note: To be done
4.X.3	Deregistration procedure for untrusted non-3gpp access

 
Figure 6.3.6-1: Deregistration procedure for wireline access
1.	The Deregistration procedure is triggered by one of the events:
1a.	For 5G-RG-initiated Deregistration as in steps from 1 to 7 of Figure 4.2.2.3.2-1.
1b.	For network initiated deregistration as in steps from 1 to 6 of TS 23.502 [3], Figure 4.2.2.3.3-1.
If the 5G-RG is in CM-CONNECTED state either in 3GPP access, non-3GPP access or both,
-	the AMF may explicitly deregister the 5G-RG by sending a Deregistration request message (Deregistration type, access type set to non-3GPP) to the 5G-RG as in step 2 of Figure 4.2.2.3.3-1. The 5G-RG will interpret access type set to non-3GPP as referring to wireline access.
-	the UDM may want to request the deletion of the subscribers RM contexts and PDU Sessions with the reason for removal set to subscription withdrawn to the registered AMF as in step 1 of Figure 4.2.2.3.3-1.
2.	AMF to W-AGF: The AMF sends a N2 Context UE Release Command message to the W-AGF with the cause set to Deregistration to release N2 signalling as defined in step 4 of TS 23.502 [3], clause 4.12.4.2.
3.	The W-AGF may initiate the release of the signalling connection between 5G-RG and W-AGF.
NOTE:	Whether this step is needed, and if so, the details of this step is defined by BBF.
4.	W-AGF to AMF: The W-AGF acknowledges the N2 UE Context Release Command message by sending N2 UE Context Release Complete message to the AMF as defined in step 7 of clause 4.12.4.2.
4.X.4	N2 procedures for 5G-RG via W-5GAN
4.X.4.1	Service Request procedures for 5G-RG via W-5GAN Access
The Service Request procedure via W-5GAN shall be used by a 5G-RG in CM-IDLE state over W-5GAN to request the re-establishment of the NAS signalling connection and the re-establishment of the user plane for all or some of the PDU Sessions which are associated to non-3GPP access.
The Service Request procedure via W-5GAN shall be used by a 5G-RG in CM-CONNECTED state over wireline access to request the re-establishment of the user plane for one or more PDU Sessions which are associated to non-3GPP access.
When the 5G-RG is in CM-IDLE state over W-5GAN access, the Service Request procedure via W-5GAN is as described in clause 4.2.3.2 (UE Triggered Service Request) with the following exceptions:
-	The Service Request procedure is never a response to a Paging, i.e. there is no Network Triggered Service Request procedure via W-5GAN.
-	The (R)AN corresponds to an W-AGF.
-	The UE corresponds to the 5G-RG.
-	The means for carrying NAS messages between 5G-RG and W-AGF is to be defined by BBF.
-	The 5G-RG includes AN parameters together with the Service Request. The AN parameters include the Selected PLMN ID and Establishment cause. The Establishment cause provides the reason for requesting a signalling connection with the 5GC. The 5G-RG includes GUAMI information in the AN parameters. The W-AGF selects the AMF according to GUAMI information.
-	The N2 parameters sent from W-AGF to AMF include the Establishment cause and the RAT type.
Editor’s note: The means for establishing the user plane for the PDU Session between 5G-RG and W-AGF is to be determined by BBF.
When the 5G-RG is in CM-CONNECTED state over W-5GAN access, the Service Request procedure via W-5GAN is as described in clause 4.2.3.2 (UE Triggered Service Request) with the following exceptions:
-	The means for carrying NAS messages between 5G-RG and W-AGF is to be defined by BBF.
-	The (R)AN corresponds to an W-AGF.
-	The UE corresponds to the 5G-RG.
When the 5G-RG is in CM-CONNECTED state over W-5GAN access and the network receives downlink data for a PDU Session over wireline access that has no user plane connection, the steps 1-4a in TS 23.502 [3], clause 4.2.3.3 (Network Triggered Service Request) shall be performed with the following exceptions:
-	The (R)AN corresponds to an W-AGF.
-	The UE corresponds to the 5G-RG.
4.X.4.2	Procedure for the 5G-RG context release in the W-AGF
This procedure is used to release the N2 signalling connection and the N3 User Plane connection. If the procedure is initiated by the AMF the FCP signalling conneciton for a 5G-RG is being released. The procedure will move the 5G-RG from CM-CONNECTED to CM-IDLE in AMF, and all 5G-RG related context information is deleted in the W-AGF.
Both W-AGF initiated and AMF-initiated UE context release in the W-AGF procedures are shown in Figure 4.X.4.2-1.

 
Figure 4.X.4.2-1: Procedure for the UE context release in the W-AGF
1.	The 5G-RG has already registered in the 5GC and may have established one or multiple PDU Sessions.
2.	The W-AGF detects that the 5G-RG is not reachable.
3.	The W-AGF sends a N2 UE Context Release Request message to the AMF This step is equivalent to step 1b of Figure 4.2.6-1.
NOTE:	AN Release procedure can also be triggered by an AMF internal event and in that case step 2 and step 3 do not take place.
4.	AMF to W-AGF: If the AMF receives the N2 UE Context Release Request from W-AGF or if due to an internal AMF event the AMF wants to release N2 signalling, the AMF sends an N2 UE Context Release Command (Cause) to the W-AGF. The cause indicated is cause from step 3 or a cause due to internal AMF event. This step is equivalent to step 2 of Figure 4.2.6-1.
5.	If the FCP signalling connection and FCP user plane resources has not been released yet, the W-AGF releases the FCP signalling connection and FCP user plane resources with a procedure out of scope of 3GPP. The W-AGF sends to the 5G-RG the indication of the release reason if received in step 4.
7.	W-AGF to AMF: The W-AGF confirms the release of the 5G-RG-associated N2-logical connection by returning N2 UE Release Complete (list of PDU Session ID(s) with active N3 user plane) to the AMF as in step 4 defined in clause 4.2.6. The AMF marks the 5G-RG as CM-IDLE state in non-3GPP access.
8.	For each of the PDU Sessions in the N2 UE Context Release Complete, the steps 5 to 7 in clause 4.2.6 are performed (PDU Session Update SM Context). After the AMF receives the Nsmf_PDUSession_UpdateSMContext Response as in step 7 of clause 4.2.6, the AMF considers the N3 connection as released. If list of PDU Session ID(s) with active N3 user plane is included in step 3, then this step is performed before step 4.
4.X.4.3	CN-initiated selective deactivation of UP connection of an existing PDU Session associated with W-5GAN Access
The procedure described in clause 4.3.7 (CN-initiated selective deactivation of UP connection of an existing PDU Session) is used for CN-initiated selective deactivation of UP connection for an established PDU Session associated with W-5GAN Access of a 5G-RG in CM-CONNECTED state, with the following exceptions:
-	The NG-RAN corresponds to an W-AGF.
-	The user plane resource between the UE and W-AGF, is released not with RRC signalling but with procedure outside scope of 3GPP.
4.X.5	UE Requested PDU Session Establishment for 5G-RG via W-5GAN
Clause 4.X.5 specifies how a 5G-RG can establish a PDU Session via an W-5GAN as well as to hand over an existing PDU Session between 3GPP access and W-5GAN. The procedure applies in non-roaming scenarios.
The procedure below is based on the PDU Session Establishment procedure specified in clause 4.3.2.2.1.


 
Figure 4.X.5-1: PDU Session establishment for 5G-RG via W-5GAN
1.	The 5G-RG shall send a PDU Session Establishment Request message to AMF as specified in step 1 of clause 4.3.2.2.1. This message shall be sent to W-AGF via the FCP signalling connection (established as specified in clause 4.X.2) and the W-AGF shall transparently forward it to AMF in the 5GC.
2a.	Steps 2-11 specified in clause 4.3.2.2.1 are executed according to the PDU Session Establishment procedure over 3GPP access.
2b.	As described in step 12 of clause 4.3.2.2.1, the AMF shall send a N2 PDU Session Request message to W-AGF to establish the access resources for this PDU Session.
3.	Based on its own policies and configuration and based on the QoS profiles received in the previous step, the W-AGF shall determine what FCP userplane resources are needed for the PDU session. For example, the W-AGF may decide to establish one FCP UP resource and associate all QoS profiles with this FCP UP resource. In this case, all QoS Flows of the PDU Session would be transferred over one FCP userplane resource.
4a.	The W-AGF sets up the FCP UP resources for the PDU session. This step is specified by BBF for W-5BGAN and by CableLabs for W-5GCAN. The access dependant FCP UP resource setup procedure shall provide the identity of the PDU Session associated with the FCP UP resource. The FCP UP resource setup procedure should support to bind FCP UP resources to individual QFI(s) and to provide DSCP value for these QFI(s). One FCP UP resource can be indicated as the default FCP UP resource. If a DSCP value is included, then the 5G-RG and the W-AGF shall mark all IP packets sent over this UP resource with this DSCP value. There shall be one and only one Default FCP UP resource per PDU session. The UE shall send all QoS Flows to this FCP UP resource for which there is no mapping information to a specific FCP UP resource. The FCP UP resource request may also contain other access layer information (e.g., VLAN id) specific for the W5GAN.
5.	After all FCP UP resources are established, the W-AGF shall forward to UE via the FCP signalling connection (see clause 4.X.2.2) the PDU Session Establishment Accept message received in step 2b.
6.	The W-AGF shall send to AMF an N2 PDU Session Request Ack.
7.	All steps specified in clause 4.3.2.2.1 after step 14 are executed according to the PDU Session Establishment procedure over 3GPP access.
8.	On the user-plane:
-	When the 5G-RG has to transmit an UL PDU, the 5G-RG should determine the QFI associated with the UL PDU (by using the QoS rules of the PDU Session), it shall encapsulate the UL PDU inside an access layer dependet FCP UP packet and shall forward the FCP UP packet to W-AGF via the FCP UP resource associated with this QFI. The header of the FCP UP packet carries the QFI associated with the UL PDU. 
-	When the W-AGF receives a DL PDU via N3, the W-AGF the identity of the PDU Session and optionally uses QFI in order to determine the FCP UP resource to use for sending the DL PDU over NWf. The W-AGF encapsulates the DL PDU inside an access layer dependet FCP UP packet. The W-AGF may include also in the FCP UP header a Reflective QoS Indicator (RQI), which shall be used by the 5G-RG to enable reflective QoS. 
4.X.6	5G-RG or Network Requested PDU Session Modification via W-5GAN access
The UE or network requested PDU Session Modification procedure via untrusted non-3GPP access is depicted in figure 4.X.6-1. The procedure applies in non-roaming scenarios.
[bookmark: _GoBack]The procedure below is based on the PDU Session Modification procedure specified in clause 4.3.3.2.

 
Figure 4.12.6-1: UE or Network Requested PDU Session Modification via W-5GAN
1.	If the PDU Session Modification procedure is initiated by the UE, the UE shall send a PDU Session Modification Request message to AMF as specified in step 1 of clause 4.3.2.2. The message shall be sent to W-AGF via FCP signalling connection. The W-AGF shall transparently forward the PDU Session Modification Request to AMF/SMF.
2.	The steps 1a (from AMF) to 1d and steps 2-3 as per the PDU Session Modification procedure in clause 4.3.3.2 are executed.
Editor’s note: FFS if step 1e in clause 4.3.3.2 is also applicable for W-5GAN case? I.e., is there any case where the W-AGF need to do AN initiated modification?
3.	The AMF sends N2 PDU Session Request (N2 SM information received from SMF, NAS message) message to the W-AGF. This step is the same as step 4 in clause 4.3.3.2.
4.	The W-AGF may issue FCP resource modification procedure (out of scope of 3GPP) with the 5G-RG that is related with the information received from SMF. Based on the N2 SM information received from the SMF, the W-AGF may perform following:
4a.	[Conditional] The W-AGF may decide to create a new FCP UP resource for the new QoS Flow(s).
4b.	[Conditional] The W-AGF may decide to add or remove QoS Flow(s) to/from an existing FCP UP resource.
4c.	[Conditional] The W-AGF may decide to delete an existing FCP U resource, e.g. when there is no QoS Flow mapped to this FCP UP resource.
NOTE:	If the W-AGF has included the Default FCP UP resource indication during the establishment of one of the FCP UP resources of the PDU Session, the W-AGF may not update the mapping between QoS Flows and FCP UP resources.
5.	The W-AGF acknowledges N2 PDU Session Request by sending a N2 PDU Session Response Message to the AMF to acknowledge the success or failure of the request.
6.	Step 7 as per the PDU Session Modification procedure in clause 4.3.3.2 is executed.
7.	The W-AGF sends the PDU Session Modification Command to 5G-RG (if received in step 3) and receives the response message from 5G-RG.
	Steps 4a/4c and step 7 may happen consecutively. Steps 7b map happen before step 4b/4d.
8.	The W-AGF forwards the NAS message to the AMF.
9.	All the steps after step 10 in clause 4.3.3.2 are executed according to the general PDU Session Modification procedure.
4.X.7	5G-RG or network Requested PDU Session Release via W-5GAN access
Clause 4.X.7 specifies how a 5G-RG or network can release a PDU Session via a W-5GAN. The 5G-RG requested PDU Session Release procedure via W-5GAN access applies in non-roaming scenarios.
If the 5G-RG is simultaneously registered to a 3GPP access in a PLMN different from the PLMN of the W-AGF, the functional entities in the following procedures are located in the PLMN of the W-AGF.
NOTE:	If the 5G-RG is simultaneously registered to 3GPP access in the same PLMN as W-5GAN access, when W-5GAN is not available to the UE (e.g. 5G-RG is disconnected from W-5GAN) or 5G-RG is in CM-IDLE for W-5GAN access, the 5G-RG may perform the PDU Session Release procedure via 3GPP access as described in clause 4.3.4.

 
Figure 4.X.7-1: 5G-RG Requested PDU Session Release via W-5GAN access
1.	One or more PDU Sessions are already established for the 5G-RG using the procedure described in clause 4.X.2.
2.	The 5G-RG sends a NAS message (N1 SM container (PDU Session Release Request), PDU Session ID) to the AMF via the W-AGF as defined in clause 4.3.4.
3.	The steps 1a (from AMF) to 4 according to the PDU Session Release procedure defined in clause 4.3.4.2 are executed. 
4.	This step is the same as step 4 in clause 4.3.4.2.
5.	Upon receiving AN session release request message from the AMF, the W-AGF can trigger the release of the corresponding FCP UP resource with procedure out of scope of 3GPP.
6.	This step is the same as step 6 in 4.3.4.2.
7.	Steps 7 according to the PDU Session Release procedure defined in clause 4.3.4.2 are executed.
8.	The W-AGF delivers the NAS message (N1 SM container (PDU Session Release Command), PDU Session ID, Cause) to the 5G-RG.
9.	The 5G-RG sends a NAS message (N1 SM container (PDU Session Release Ack), PDU Session ID) to the W-AGF.
10.	This step is the same as step 9 in 4.3.4.2.
	Steps 5 and 8 may happen consecutively. Step 9 may happen before step 5.
11.	All steps after step 10 in the PDU Session Release procedure defined in clause 4.3.4.2 are executed.
The network requested PDU Session Release procedure via W-5GAN access is the same as the network requested PDU Session Release Procedure specified in clause 4.3.4.2 (for Non-Roaming and Roaming with Local Breakout) with the following differences:
-	The (R)AN corresponds to an W-AGF.
-	In step 5 the W-AGF upon receiving N2 SM request to release the AN resources associated with the PDU Session from the AMF, the W-AGF can trigger the release of the corresponding FCP UP resource to the 5G-RG as specified in step 5, in Figure 4.X.7-1.
[bookmark: _Hlk534717503]4.X.8	Mobility from a non-geographically selected AMF to a geographically selected AMF
Editor’s note: To be added.

**** End of Changes ****
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