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1. Introduction

Key requirements of the R00 Architecture are access independence and service compatibility across all types of access network e.g. fixed lines.  This will ensure that users will receive a consistent set of services independent of the access network where the user is currently located. This implies that the entities on which services are provided should have no dependency on the access network used.

This contribution elaborates on the requirement for access independence, analyses the functional requirements and finally proposes additional text to be included in TR 23.821, building on contribution S2-000704, which was presented in Helsinki (25-27 April 2000).

2. Functional Requirements

The list of functions for which the HSS is responsible are captured in S2-000704.  These are:

· User Identification, Numbering and Addressing Information

· User Security Information: Network access control information for authentication and authorization

· User Location information at inter-system level: HSS handles the user registration and stores inter-system location information etc.

· User Profile; Service & Service specific information

These functions may be broken down further;

User Identification, Numbering and Addressing consists of;

· UMTS address mapping between MSISDN and IMSI and IMSI management, which are examples of access dependent services,

· Logical name resolution to determine the IP address (e.g. DNS), which can be made access independent,

· IP address allocation (e.g. DHCP), which can be made access independent. 

User Security Information consists of;

· Security information and mechanisms to authenticate the user in the network e.g. authentication within the wireless network,

· Security information and mechanisms to authenticate the user a eligible to access the IP network, 

· Security mechanisms to access specific IP application servers e.g. registration with a ICQ or SIP server. 

User Location Information consists of;

· User location information that specific to the access network to facilitate intra-system roaming (e.g. Routeing Area), or simply the point of connection in the PSTN,

· User location information to determine the gateway or CSCF that is serving the user within the access network where the user is currently located.

User Profile consists of;

· UMTS/GPRS user subscription data including information such as PDP Context information, barring information, access specific services,

· Supplementary Service information in the fixed or wireless access,

· IP service information e.g. SIP profile.

The functions highlighted above suggest that it may be beneficial to separate the HSS into access dependent and independent parts, the access independent elements providing services across a broad range of access types e.g. fixed line, wireless, alternate IP based networks, while the access dependent parts provide specific service to specific access technologies.

The following diagram proposes a functional model demonstrating the separation. 


[image: image1.wmf] 

DHCP

 

DNS

 

Policy

 

Mobility 

Manager

 

AAA

 

Server

 

Auth

 

Location 

Manager

 

MAP

 

Termination

 

Subscript. 

Data

 

Access

 

Authent.

 

MAP

 

 

Access 

Independent 

Elements

 

Access Dependent Elements

 

Service

 

Profile

 

IP

 


Secure access between the assess dependent and independent elements is assumed but not show for clarity. 

2.1 Advantages 
The following advantages have been identified for the above model;

· Meets key requirement of R'00 Architecture for access independence,

· Minimal impact on the existing 3G-HLR,

· Dedicated off-the-shelf service ensure shorter development cycle,

· Dedicated services promote open IP interfaces and therefore increase vendor competition and consequently operator choice,

· IP based functions/services act as common resource to all access types,

· Allows phased or individual upgrade of separate service entities.

2.2 Disadvantages

The following disadvantages have been identified for the above model;
· No existing requirement for an interface between the access dependent and access independent functions/services.

The proposed architecture is shown in the following figure. 
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It is proposed that if a requirement to have an interface between the 3G-HLR and access independent services is identified then this interface should use the IETF family of protocols to maintain the access independence.

3. Proposal 

It is proposed that the following text is added to TR23.821 v0.2.0.  The following builds on the text of S2-000704.

3.1 Home Subscriber Server (HSS)
For any given user, the Home Subscriber Server (HSS) is the master database. It is the entity containing the subscription related information to support the network entities actually handling calls/sessions.

As an example, HSS could provide support to the call control servers in order to complete the routing/roaming procedures by solving authentication, authorization, naming/addressing resolution, location dependencies, etc… 





 
HSS is responsible for holding the following user related information, which may be subdivided into access dependent and access independent services 

· User Identification, Numbering and addressing information, comprising of;
· Addressing within the access network e.g. IMSI, P-TMSI management,

· IP address allocation and resolution e.g. determination of the IP address from a logical address.
· User Security information, comprising of;
· Security information and mechanisms to authenticate the user in the access network e.g. authentication within the wireless network,
· Security information and mechanisms to authenticate the user in the IM sub-system and to access specific application servers e.g. registration with an ICQ or SIP server.
· User Location information comprising of; 
· User location information that is specific to the access network e.g. Routeing Area Information,

· User location information that is access independent e.g. gateway address, the address of the CSCF that is serving the user within the access network where the user is currently located.
· User profile, comprising of; 
· Access dependent user information e.g. PDP Context information, barring information, access specific service information,

· Access independent user information e.g. IP service information.

The following diagram provides an example of a generic HSS structure and interfaces.
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Figure 5-2: Example of a Generic HSS structure and basic interface




1) 
2) 
Two implementations are foreseen where either all services are grouped on one hybrid entity or where the services are grouped to meet the requirements of complete access independence.
Distributed Networks
In a distributed network, the HSS breaks down into access dependent and access independent services. This is to ensure that users will receive a consistent set of services independent of the access network where the user is currently located. The entities on which access independent services are provided shall have no dependency on the access network used.
Within this model, the 3G-HLR shall be considered as providing access dependent services that allow the user to access the PS-Domain, CS-Domain infrastructure.
In distributed networks, the HSS structure may be as follows:
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Hybrid Networks

In hybrid networks, the HSS may integrate that heterogeneous information, and provide enhanced features in the core network to be offered to the application & services domain, at the same time hiding the heterogeneity.
For networks that contain a CS domain, HSS is an evolution of the 3G-HLR, and as such, contains the HLR functionality. In hybrid networks, the HSS functionality is extended with the user control functions required by the IM control system (SIP, for instance). 

In hybrid networks, the HSS structure may be as follows:
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Figure 5-3: Example of a generic HSS structure with further breakdown into protocols over the basic interfaces
HSS Functional Elements

MAP termination:
This functional element terminates the MAP protocol as described in MAP specifications (TS29.002), to service the wireless specific functions. Equivalent functional elements may be required to terminate IS-41 and/or other access specific protocols 

· User Location Management procedures within the access network
· User Authentication Management procedures within the access network
· Subscriber profile Management procedures within the access network, 

· Call handling support procedures (Routing information handling)  

· SS related procedures, etc…

Addressing protocol termination:

This functional element terminatesthe IP protocols necessary to resolve and allocate addresses according to appropriate standards, e.g. DNS, DHCP. 


Authentication, Authorization protocol termination: 

This functional element terminates authentication and authorization IP protocols according to appropriate standards for the purpose of user authentication and authorisation  in the IM sub-system.  Example protocols may be Diameter, Radius.

IP Location Server:
This functional element terminates the IP protocols, according to appropriate standards to provide User Location Management for IP based Multimedia services and to support IP based Multimedia call handling procedures (e.g. Routing information handling). Example protocols are SIP, MobileIP.
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