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Abstract of the contribution: This contribution proposes new solutions for PCC and N4 aspects of ATSSS and corresponding updates to Solution #11 and to the conclusions. 
Discussion – PCC handling
How ATSSS is integrated with PCC is an open issue in the conclusions:
Editor's note:
The PCC rules created by PCF for QoS control in a MA-PDU session are FFS.

Editor's note:
The PCC rules created by PCF for ATSSS control in a MA-PDU session are FFS.
It has been discussed to create a new type of rule from PCF for ATSSS control separate from the existing PCC rules for QoS and charging control. It has also been discussed to alternatively extend the existing PCC rule for QoS/charging control with ATSSS functionality. In our view the latter approach (i.e. to integrate ATSSS with existing PCC rule) is preferable for several reasons:

-
Having a single SDF template that leads to all enforcement actions (QoS, charging, ATSSS) allows a more efficient UP implementation since a single classification is enough to determine the actions that need to be done on a packet in UPF. Separate rules for QoS/charging and ATSSS, with independent SDF templates in each rule, will require double packet inspection/classification. 

-
The QoS parameters in a PCC rule refers to requirements for the service and is not access dependent. The QoS parameters thus apply to the service as such and should not be split up between accesses.

-
Having a single rule to describe the handling of a application/service/SDF is simpler and leads to less risk for inconsistencies than if two separate rules describe the actions. SDF templates in separate rules for QoS/charging and ATSSS are by definition overlapping and care would need to be taken when constructing the rules with SDF templates, precedence and enforcement info.

When it comes to charging it can be discussed whether it applies to the application/service/SDF as such (independent of access) or there should be possibilities to apply e.g. separate Charging Keys per access. In our view the standard should probably allow an operator to differentiate charging per access even when ATSSS is used. This should thus be considered when defining the PCC rule extensions for ATSSS to allow separate charging parameters per access type. 
Below a new solution is described, proposing updates to the PCC rule structure to support ATSSS. Also updates to solution #10 and to the conclusions are proposed, inline with the above reasoning. 

Discussion – N4 handling

The SMF uses rules on N4 (PDR, QER, URR, FAR etc) to control the packet classification, enforcement and forwarding behaviour of the UPF. The N4 rules can be extended to also accommodate ATSSS.

Below a solution is presented where a new N4 rule is introduced: Multi-Access Rule (MAR). The MAR contains information that allows the SMF to control the usage of MA PDU Sessions and MPTCP, including the steering mode, of a SDF. A reason for introducing a new rule is to reduce the impact on the existing rules (PDR, FAR, QER etc). It also enables the MA PDU Session handling over N4 to be more easily extendible in the future by evolving the MAR without impacting the PDR, FAR etc. 

The solution proposes that the PDR can point to a MAR instead of a FAR for a MA PDU Session in case the SDF is to be using multiple accesses, and that the MAR in turn points to the two FARs that are applicable for 3GPP access and N3GPP access respectively.
Proposal

It is proposed to update TR 23.793 as follows

***** First Change *****
6.X
Solution X: PCC support for ATSSS

6.X.1 
General

This solution addresses PCC aspects related to key issues 1-5.

This solution proposes to enable PCF control of ATSSS by extending the rel-15 PCC rule with ATSSS information. The information should allow the PCF to control:

-
What access types can be used for the packets matching the SDF template?

- 
What aggregation methods is used for the SDF, e.g. MA PDU Session with MPTCP or MA PDU Session without MPTCP.

-
What steering mode is used to steer/split/switch traffic, e.g. Active-Standby, Smallest-Delay, Load-Balancing

- 
Charging information depending on what access type is used for a packet

Editor’s note: The above information e.g. on aggregation methods and steering modes need to be updated depending on the conclusions in those areas

The QoS parameters in the PCC rule apply to the service (SDF template) as such and are not dependent on what access type is used for a packet.

6.X.2 
PCC rule

The table below describes simplified content of a PCC rule extended to include ATSSS control information. The new information is shown in yellow highlights. 
Table 6.3.1: The PCC rule information in 5GC

	Information name
	Description
	PCF permitted to modify for a dynamic PCC rule in the SMF

	Rule identifier
	Uniquely identifies the PCC rule, within a PDU Session.

It is used between PCF and SMF for referencing PCC rules.
	No

	Service data flow detection
	This part defines the method for detecting packets belonging to a service data flow.
	

	Precedence
	Determines the order, in which the service data flow templates are applied at service data flow detection, enforcement and charging. (NOTE 1).
	Yes

	Service data flow template
	For IP PDU traffic: Either a list of service data flow filters or an application identifier that references the corresponding application detection filter for the detection of the service data flow.

For Ethernet PDU traffic: Combination of traffic patterns of the Ethernet PDU traffic.

It is defined in 3GPP TS 23.501 [2], clause 5.7.6.3
	Conditional

(NOTE 4)

	Mute for notification
	Defines whether application's start or stop notification is to be muted.
	No

	Charging
	This part defines identities and instructions for charging and accounting that is required for an access point where flow based charging is configured 
	

	Charging key
	The charging system (CHF) uses the charging key to determine the tariff to apply to the service data flow.
	Yes

	Service identifier
	The identity of the service or service component the service data flow in a rule relates to.
	Yes

	Sponsor Identifier
	An identifier, provided from the AF which identifies the Sponsor, used for sponsored flows to correlate measurements from different users for accounting purposes.
	Yes

	Application Service Provider Identifier
	An identifier, provided from the AF which identifies the Application Service Provider, used for sponsored flows to correlate measurements from different users for accounting purposes.
	Yes

	Charging method
	Indicates the required charging method for the PCC rule.

Values: online, offline or neither.
	No

	Measurement method
	Indicates whether the service data flow data volume, duration, combined volume/duration or event shall be measured.

This is applicable to reporting, if the charging method is online or offline.

Note: Event based charging is only applicable to predefined PCC rules and PCC rules used for application detection filter (i.e. with an application identifier).
	Yes

	Application Function Record Information
	An identifier, provided from the AF, correlating the measurement for the Charging key/Service identifier values in this PCC rule with application level reports.
	No

	Service identifier level reporting
	Indicates that separate usage reports shall be generated for this Service identifier.

Values: mandated or not required
	Yes

	Policy control
	This part defines how to apply policy control for the service data flow.
	

	Gate status
	The gate status indicates whether the service data flow, detected by the service data flow template, may pass (Gate is open) or shall be discarded (Gate is closed).
	Yes

	5G QoS Identifier (5QI)
	Identifier for the authorized QoS parameters for the service data flow.
	Yes

	QoS Notification Control (QNC)
	Indicates whether notifications are requested from 3GPP RAN when the GFBR can no longer (or again) be fulfilled for a QoS Flow during the lifetime of the QoS Flow. 
	Yes

	Reflective QoS Control 
	Indicates to apply reflective QoS for the SDF.
	Yes

	UL-maximum bitrate
	The uplink maximum bitrate authorized for the service data flow
	Yes

	DL-maximum bitrate
	The downlink maximum bitrate authorized for the service data flow
	Yes

	UL-guaranteed bitrate
	The uplink guaranteed bitrate authorized for the service data flow
	Yes

	DL-guaranteed bitrate
	The downlink guaranteed bitrate authorized for the service data flow
	Yes

	UL sharing indication
	Indicates resource sharing in uplink direction with service data flows having the same value in their PCC rule
	No

	DL sharing indication
	Indicates resource sharing in downlink direction with service data flows having the same value in their PCC rule
	No

	Redirect
	Redirect state of the service data flow (enabled/disabled)
	Yes

	Redirect Destination
	Controlled Address to which the service data flow is redirected when redirect is enabled
	Yes

	ARP
	The Allocation and Retention Priority for the service data flow consisting of the priority level, the pre-emption capability and the pre-emption vulnerability
	Yes

	Bind to QoS Flow associated with the default QoS rule
	Indicates that the dynamic PCC rule shall always have its binding with the QoS Flow associated with the default QoS rule.
	Yes

	Priority Level
	Indicates a priority in scheduling resources among QoS Flows (NOTE 14).
	Yes

	Averaging Window 
	Represents the duration over which the guaranteed and maximum bitrate shall be calculated (NOTE 14). 
	Yes

	Maximum Data Burst Volume
	Denotes the largest amount of data that is required to be transferred within a period of 5G-AN PDB (NOTE 14). 
	Yes

	Access Network Information Reporting
	This part describes access network information to be reported for the PCC rule when the corresponding bearer is established, modified or terminated.
	

	User Location Report
	The serving cell of the UE is to be reported. When the corresponding bearer is deactivated, and if available, information on when the UE was last known to be in that location is also to be reported.
	Yes

	UE Timezone Report
	The time zone of the UE is to be reported.
	Yes

	Usage Monitoring Control
	This part describes identities required for Usage Monitoring Control.
	

	Monitoring key
	The PCF uses the monitoring key to group services that share a common allowed usage.
	Yes

	Indication of exclusion from session level monitoring
	Indicates that the service data flow shall be excluded from PDU Session usage monitoring
	Yes

	Traffic Steering Enforcement Control
	This part describes identities required for Traffic Steering Enforcement Control.
	

	Traffic steering policy identifier(s)
	Reference to a pre-configured traffic steering policy at the SMF

(NOTE 12).
	Yes

	Data Network Access Identifier(s)
	Identifier(s) of the target Data Network Access. It is defined in 3GPP TS 23.501 [2], clause 5.6.7.
	Yes

	Information on AF subscription to UP changes events
	Indicates whether notifications in case of change of UP path are requested (as defined in TS 23.501 [2] clause 5.6.7).
	Yes

	RAN support information
	This part defines information supporting the RAN for e.g. handover threshold decision.
	

	UL Maximum Packet Loss Rate
	The maximum rate for lost packets that can be tolerated in the uplink direction for the service data flow. It is defined in TS 23.501 [2], clause 5.7.2.8.
	Yes

	DL Maximum Packet Loss Rate
	The maximum rate for lost packets that can be tolerated in the downlink direction for the service data flow. It is defined in TS 23.501 [2], clause 5.7.2.8.
	Yes

	MA PDU Session Control
	This part defines information supporting control of MA PDU Sessions
	

	Allowed access types
	Indicates the allowed access type:

Values: 3GPP, N3GPP, both
	Yes

	Aggregation methods
	Indicates the applicable traffic aggregation method:
Values: MA PDU Session with MPTCP, MA PDU Session only
	Yes

	Steering mode: 
	Indicates the rule for distributing traffic between accesses, together with the associated parameters such as weights etc. The PCF may indicate separate values for up-link and down-link directions. The actual content depends on the detailed steering modes concluded. 
	Yes

	Charging for 3GPP access:
	Indicates parameters used for charging packets carried via 3GPP access for a MA PDU Session. The same set of parameters as for the Charging information above applies. If a parameter is not included here, the value provided in the Charging information above applies. 
	Yes

	Charging for N3GPP access
	Indicates parameters used for charging packets carried via N3GPP access for a MA PDU Session. The same set of parameters as for the Charging information above applies. If a parameter is not included here, the value provided in the Charging information above applies.
	Yes


6.X.3 
Impacts on existing entities and interfaces

6.X.4
Solution evaluation
***** Next Change *****
6.Y
Solution X: N4 support for ATSSS

6.Y.1 
General

In order to control ATSSS usage in the UPF, the SMF needs to provide information over N4 that instructs the UPF how to process the traffic in relation to ATSSS. This solution describes how N4 rules can be extended to support ATSSS.

6.Y.2 
Solution description

In current UP processing model, the incoming packets are matched against PDRs (containing Packet Detection Information, PDI, with traffic descriptors) in precedence order. The PDR contains pointers (rule IDs) for other rules handling QoS (QER), usage reporting (URR) and forwarding (FAR). Each PDR can be associated with multiple QERs and URRs but only one FAR since the forwarding of each packet is uniquely determined by the FAR associated to the PDR matching the packet. 

With ATSSS we have two alternative forwarding paths (one for 3GPP access and one for N3GPP access). There is thus a need for two FARs. In this solution it is proposed that the MAR is introduced to describe the multi-access handling and include the association to the two FARs, as described below.

This solution proposes that the ATSSS-specific handling is encoded in a new rule on N4, here called Multi-Access Rule (MAR). Other alternatives would be to extend existing rules, such as PDR and/or FAR, but to not complicate these existing rules further it is preferable to encode the MA handling in a logically separate construct.

The MAR includes pointers to the two FARs, as well as relevant information related to the steering mode. In case of steering mode “Active-Standby”, depending on whether it is the CP (SMF) or the UP (UPF) that detects when an access becomes unavailable/available, this steering mode can be handled in the SMF or in the UPF. For the other steering modes (“Smallest Delay” and “Load Balancing”) the information need to be sent to the UPF.    

To enable separate usage reporting (with separate URR IDs) per access, the MAR can contain pointers to QER per FAR. The QERs associated to the PDR applies to the SDF as such and is not access specific if MA PDU Session is used. 

Packet Detection Rule

The PDR is enhanced to allow it to be associated to a MAR instead of a FAR, as shown below.

	Attribute
	Description
	Comment

	N4 Session ID
	Identifies the N4 session associated to this PDR
	

	Rule ID
	Unique identifier to identify this rule
	

	Precedence
	Determines the order, in which the detection information of all rules is applied
	

	Packet 
	Source interface
	Contains the values "access side", "core side", "SMF", "N6-LAN"
	Combination of UE IP address (together with Network instance,

	detection
	UE IP address 
	One IPv4 address and/or one IPv6 prefix with prefix length
	if necessary), CN tunnel info, packet filter set, application ID,

	information
	Network instance (NOTE 1)
	Identifies the Network instance associated with the incoming packet
	Ethernet PDU Session Information and QFI are used for traffic detection.

	
	CN tunnel info
	CN tunnel info on N3, N9 interfaces, i.e. F-TEID
	

	
	Packet Filter Set
	Details see clause 5.7.6, TS 23.501.
	Details like all the combination possibilities on N3, N9 interfaces

	
	Application ID
	
	are left for stage 3 decision.

	
	QoS Flow ID
	Contains the value of 5QI or non-standardized QFI
	

	
	Ethernet PDU Session Information
	Refers to all the (DL) Ethernet packets matching an Ethernet PDU session, as further described in clause 5.6.10.2 and in TS 29.244 [65].
	

	Outer header removal
	Instructs the UP function to remove one or more outer header(s) (e.g. IP+UDP+GTP, VLAN tag), from the incoming packet.
	Any extension header shall be stored for this packet.

	Forwarding Action Rule ID
(NOTE 2)
	The Forwarding Action Rule ID identifies a forwarding action that has to be applied.
	

	Multi-access Rule ID
(NOTE 2)
	The Multi-access Rule ID identifies a action to be applied for handling forwarding for a MA PDU Session.
	

	List of Usage Reporting Rule ID(s)
	Every Usage Reporting Rule ID identifies a measurement action that has to be applied. 
	

	List of QoS Enforcement Rule ID(s)
	Every QoS Enforcement Rule ID identifies a QoS enforcement action that has to be applied.
	

	NOTE 1:
Needed e.g. in case:


-
UPF supports multiple DNN with overlapping IP addresses;


-
UPF is connected to other UPF or AN node in different IP domains.
NOTE 2:  Either a FAR ID or a MAR ID is included, not both 


Multi-access control Rule

	Attribute
	Description
	Comment

	N4 Session ID
	Identifies the N4 session associated to this PDR
	

	Rule ID
	Unique identifier to identify this rule
	

	Steering mode
	Values “Smallest Delay”, “Load Balancing” or “Active-Standby”
	

	Forwarding Action
information
	Forwarding Action information contains one or more:
	

	
	Forwarding Action Rule ID 
	The Forwarding Action Rule ID identifies a forwarding action that has to be applied.
	

	
	Weight
	Identifies the weight for each FAR in case steering mode is “Load Balancing”
	The weights for all FARs need to sum up to 100

	
	List of Usage Reporting Rule ID(s)


	Every Usage Reporting Rule ID identifies a measurement action that has to be applied.
	This enables the SMF to request separate usage reports for different FARs (i.e. different accesses)


QoS Enforcement Rule
There is no impact to the QER

Usage Reporting Rule
There is no impact to the URR

6.Y.3 
Impacts on existing entities and interfaces

6.Y.4
Solution evaluation
***** Next Change *****

6.10
Solution 10: ATSSS Solution using a MA-PDU Session

6.10.1
General

The solution specified in this clause is an ATSSS solution based on concepts introduced in other solutions in this technical report, and specifically on concepts in solution 2, solution 4, solution 5, solution 6 and solution 7.

To support traffic steering, switching and splitting between 3GPP and non-3GPP accesses, this solution establishes a Multi-Access PDU (MA-PDU) session and:

a)
Applies only the Multipath-TCP (MPTCP) function for steering TCP traffic; or

b)
Applies only an ATSSS function for steering IP traffic; or

c)
Applies both the MPTCP function (for TCP traffic) and the ATSSS function (for the rest of the traffic).

Whether both the MPTCP function and the ATSSS function are applied, or whether one of these functions is applied, is negotiated between the UE and the network during the MA-PDU session establishment.

The ATSSS function is a low-layer function in the UE and in the UPF that is specified in this solution for enabling ATSSS. This ATSSS function is required when the MPTCP alone is not sufficient.

6.10.2
Reference Architecture

The reference architecture is shown in the figure below.

The UPF is functionally enhanced (over Rel-15) to support an internal Performance Measurement Function (PMF) and an internal Multipath-TCP (MPTCP) proxy. Both of these new functional elements are further described below. The PMF is also discussed as part of solution 7 and is functionality similar to the UP-AT3SF in solution 6. The MPTCP proxy is similar to the MPTCP proxy in solution 5 but it operates as a transparent (or "on-path") MPTCP proxy, i.e. it is transparent to UE.
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Figure 6.10.2-1: Reference Architecture

The UE, SMF and PCF are also functionally enhanced to support the functionality specified in the next clause.

The Mx reference point supports a new logical interface between the UE and PMF, which is used for access-agnostic measurements.

6.10.3
Functional Description

The key functional features of this solution are summarized below:

Support of MA-PDU sessions (based on Solution 2)

1.
The solution supports ATSSS with a Multi-Access PDU (MA-PDU) session. In other words, ATSSS procedures are applied after a MA-PDU session is established. How ATSSS can be applies without a MA-PDU session is outside the scope of this solution.

2.
A MA-PDU is established using a single PDU session ID, as specified in clause 6.2.3.

Editor's note:
Using different PDU session IDs for a MA-PDU session, as specified in clause 6.2.2, is FFS.

3.
A MA-PDU session is established either with the Separate Establishment procedure, as specified in clause 6.2.3.1, or, with the Combined Establishment procedure, as specified in clause 6.2.3.2.

-
When the UE sends a NAS message to request a MA-PDU session with the Combined Establishment procedure, the UE includes an "MA-PDU Request" indication in the NAS message.

5.
When the UE sends a NAS message to request a single-access PDU session and the UE supports MA-PDU sessions, the UE includes an "MA-PDU capability" indication in the NAS message. This indication may be used by the network to establish a multi-access PDU session instead of a single-access PDU session, as specified in clause 6.2.4.

-
The network may decide to establish a MA-PDU session, instead of the requested single-access PDU session, in order e.g. to offload some PDU session traffic to non-3GPP access.

5.
The UE may decide to request a MA-PDU session for a DNN based on the provisioned USRP policy. That is, the URSP policy may indicate if a PDU session should preferably be established as a MA-PDU session.





Policy for ATSSS Control (based on Solution 4)
7.
During the establishment of a MA-PDU session, the PCF may provide PCC rules that contain information for controlling the multiple accesses used by a MA PDU Session. In addition to the existing information in the PCC rule such as QoS and charging information, these rules also specify how the packets matching the service data flow template should be routed across the 3GPP and non-3GPP accesses. The SMF maps these PCC rules into (a) ATSSS rules which are sent to UE via the AMF, and (b) Packet Detection Rules and other N4 rules which are sent to UPF. If the SMF does not receive PCC rules for ATSSS control from PCF, then the SMF uses its own, predefined PCC rules for ATSSS control.

8.
Each PCC rule for ATSSS control identifies (a) the traffic matching the rule and (b) the steering mode to apply to this traffic (as well as other applicable information e.g. for QoS and charging). Examples of PCC rules for ATSSS control include the following:

-
"SDF template: UDP, DestAddr 1.2.3.4", "Steering Mode: Active/Standby, Active=3GPP, Standby=non-3GPP".

-
This means "steer UDP traffic with destination IP address 1.2.3.4 to the active access (3GPP), if available. If the active access is not available, use the standby access (non-3GPP)".

-
"SDF template: TCP, DestPort 8080", "Steering Mode: Smallest Delay".

-
This means "steer TCP traffic with destination port 8080 to the access with the smallest Delay".

-
"SDF templateApplication Id ", "Steering Mode: Active/Standby, Active=non-3GPP if Throughput on non-3GPP > 1Mbps".

-
This means "steer traffic that matches the application detection filter referenced by the Application Id (e.g. the traffic of a certain application) to non-3GPP access, if the Throughput on non-3GPP access is greater to 1Mbps.

NOTE 1:
The above rules can be applied because the Throughput and the Delay are measured for each access, as detailed below.

NOTE 2:
As described below, a PCC rule may be used to enable MPTCP-based steering, e.g. " SDF template: Application Id ", "Traffic control policy: MPTCP proxy", "Steering Mode: Smallest Delay".

Support of Access-Agnostic Measurements (based on Solution 6 and Solution 7)
9.
During the establishment of a MA-PDU session, the PCF may provide to UE Measurement Assistance Policy, as specified in clause 6.7. This policy is used by the UE to contact a Performance Measurement Function (PMF) in the network and measure certain parameters over 3GPP and non-3GPP accesses, including the Throughput, Delay and Loss rate. These parameters are referred to as "Access Network Performance" (ANP) parameters. The PMF is collocated with the UPF and it partly similar to the UP-AT3SF in solution 6.

Editor's note:
Further details of the Measurement Assistant Policy are FFS.

10.
The measurement traffic between the UE and PMF is not charged.

Support of MPTCP (based on Solution 5)

11.
The solution supports MPTCP as follows:

-
During the MA-PDU session establishment, if the UE wants to use MPTCP for traffic steering, the UE provides an "MPTCP Request" indication.

-
If the network agrees to enable MPTCP for the MA-PDU session then:

-
The network allocates two IP addresses for the MA-PDU session. This is required, otherwise MPCTP cannot be used. As specified in RFC 6824, "... there must be multiple addresses at least at one endpoint, for MPTCP to be used".

Editor's note:
Whether the two IP addresses are allocated to UE or to the MPTCP proxy is FFS.

-
The UPF is configured (with the appropriate Packet Detection Rules) to detect all or selected MPCTP flows (i.e. TCP flows including an MPTCP option in the TCP header; see RFC 6824) and to redirect them to the transparent MPTCP proxy that is collocated with the UPF. The transparent MPTCP proxy terminates an MPTCP connection with the UE and establishes a regular TCP (non-MPTCP) connection to the remote host. It then relays data traffic between the MPTCP connection and the regular TCP connection, as shown in the figure below. Note that the use of MPTCP is restricted to between the UE and the MPTCP proxy in the UPF. This is because MPTCP is applied in order to enable ATSSS within 5GS, not from end to end.
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Figure 6.10.3-1: Insertion of MPTCP proxy in the data path


The UE is not aware of the MPTCP proxy, i.e. the proxy is transparent to UE.

Editor's note:
Although this solution assumes the use of a transparent (or "on-path") MPTCP proxy, the use of a non-transparent (or "off-path") MPTCP proxy is also possible. Which type of MPTCP proxy is selected is FFS.

-
The PCF provides PCC rules that apply to MPTCP flows, such as the following rule:

-
" SDF template containing Application Id or SDF filter ", "Traffic control policy: MPTCP proxy", "Steering Mode: Smallest Delay". 
-
This rule applies the transparent MPTCP proxy (inside the UPF) and configures the MPTCP proxy to route these flows across 3GPP and non-3GPP accesses using a "Smallest Delay" steering mode (this is the same as the "Aggregate MPTCP Service Type" in clause 6.5.5). Other types of steering modes can be used such as the "roundrobin" and "redundant", which are already supported in MPTCP implementations (see https://multipath-tcp.org/pmwiki.php/Users/ConfigureMPTCP).

-
From the PCC rules, the SMF derives the corresponding Packet Detection Rules for the UPF, which enable the UPF to detect service data flows for MPTCP and apply MPTCP proxy, as mentioned above.

-
From the PCC rules for ATSSS control, the SMF also derives the corresponding ATSSS rules for the UE, which instruct the UE to steer traffic matching the traffic descriptor with an "aggregate" steering mode. In the above example, the UE would receive the following ATSSS rule:

-
" Traffic description: Application Id/SDF filter”, “Aggregation method: MPTCP", "Steering Mode: Smallest Delay"

12.
Within the same MA-PDU session, if MPTCP is enabled, it is possible to steer the MPTCP flows by using the MPTCP protocol (or the MPTCP function) and, simultaneously, to steer all other flows by using lower-layer steering functionality, called the "ATSSS function". This is schematically illustrated in the figure below for the UE.

NOTE 3:
The same set of ATSSS rules is applied to configure the MPTCP function and the ATSSS function. In Figure 7-1 the MPTCP traffic goes through the MA-PDU session but not through the ATSSS function.
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Figure 6.10.3-2: Example UE supporting an MPTCP function and an ATSSS function
***** Next Change *****

7
Conclusions

The ATSSS solution in Rel-16 shall be based on the following principles:

Editor's note:
These principles below do not specify a complete ATSSS solution for Rel-16, but they provide the guidelines, which the complete solution should be based on. It is FFS how these principles can be amended or modified.

Support of MA-PDU sessions

1.
The solution shall support ATSSS with a Multi-Access PDU (MA-PDU) session, i.e. ATSSS procedures shall be applied after a MA-PDU session is established.

Editor's note:
If and how ATSSS can be applied without a MA-PDU session is FFS.

2.
A MA-PDU session is established with the Separate Establishment procedure, as specified in clause 6.2.3.1, or, with the Combined Establishment procedure, as specified in clause 6.2.3.2.

Editor's note:
It is FFS whether only one establishment procedure (Separate or Combined) or both will be supported.
3.
When the UE sends a NAS message to request a single-access PDU session and the UE supports MA-PDU sessions, the UE includes an "MA-PDU capability" indication in the NAS message. This indication may be used by the network to establish a multi-access PDU session, instead of the requested single-access PDU session, as specified in clause 6.2.4.


Policy for ATSSS Control

4.
During the establishment of a MA-PDU session, the PCF may create PCC rules that contain information for controlling the multiple accesses used by a MA-PDU session. In addition to the existing information in the PCC rule such as QoS and charging information, these rules also specify how the packets matching the service data flow template of the PCC rule should be routed across the 3GPP and non-3GPP accesses. Further details on PCC rule information for ATSSS are described in solution #X.

5.
The SMF maps the PCC rules into (a) ATSSS rules which are sent to UE via the AMF, and (b) Packet Detection Rules and other N4 rules which are sent to UPF. The ATSSS rules are used by the UE for uplink traffic steering and the N4 Rules are used by the UPF for downlink traffic steering.

6.
The ATSSS rules are sent to UE with a NAS message when the MA-PDU session is created or when they are updated by SMF/PCF. Similarly, the N4 Rules are sent to UPF when the MA-PDU session is created or when they are updated by SMF/PCF.

7.
An ATSSS rule includes the following:

a)
A Precedence value, which identifies the priority of this ATSSS rule with respect to other ATSSS rules.
b)
A Traffic Descriptor, which identifies a service data flow (SDF). It may include e.g. an Application ID, IP descriptors, non-IP descriptors, etc.

c)
A Steering Mode, which identifies how the matching SDF should be steered across 3GPP and non-3GPP accesses. The following Steering Modes will be supported:

-
Active-Standby: It is used to steer a SDF on one access (the Active access), when this access is available, and to switch the SDF to the other access (the Standby access), when Active access becomes unavailable. When the Active access becomes available again, the SDF is switched back to this access. If the Standby access is not defined, then the SDF is only allowed on the Active access and cannot be transferred on another access.

-
Smallest Delay: It is used to steer a SDF to the access that is determined to have the smallest Round-Trip Time (RTT). As defined below, measurements may be conducted to determine the RTT over 3GPP access and over non-3GPP access.

-
Load-Balancing: It is used to split a SDF across both accesses. With a 50/50 load-balancing, the SDF traffic is equally split across the two accesses. With an 80/20 load-balancing, about 80% of the SDF traffic is sent on one access and 20% on the other access.

d)
A Steering Function, which identifies whether the MPTCP or the ATSSS function shown in Fig. 7-1 should be used to steer the traffic of the matching SDF. This is useful in case the UE supports multiple functions for traffic steering.

Editor's note:
It is FFS (a) if additional steering modes are needed, and (b) if the structure of the ATSSS rule needs to be modified. The details of the Steering Function are also FFS.

8.
As an example, the following ATSSS rules could be provided to UE:

a)
"Traffic Descriptor: UDP, DestAddr 1.2.3.4", "Steering Mode: Active-Standby, Active=3GPP, Standby=non-3GPP"

-
This means "steer UDP traffic with destination IP address 1.2.3.4 to the active access (3GPP), if available. If the active access is not available, use the standby access (non-3GPP)".

b)
"Traffic Descriptor: TCP, DestPort 8080", "Steering Mode: Smallest Delay"

-
This means "steer TCP traffic with destination port 8080 to the access with the smallest delay". The UE needs to occasionally measure the RTT over both accesses, in order to determine which access has the smallest delay.

c)
"Traffic Descriptor: Application-1", "Steering Mode: Load-Balancing, 3GPP=20%, non-3GPP=80%", "Steering Function: MPTCP"

-
This means "send 20% of the traffic of Application-1 to 3GPP access and 80% to non-3GPP access by using MPTCP".

Support of Measurements

9.
It shall be possible for the UE and the network to measure the RTT over both accesses. Such measurements may be required only under certain conditions, e.g. only when the UE has a valid ATSSS rule using a "Smallest Delay" steering mode.

10.
Measurements between the UE and the network take place over the user-plane.
Editor's note:
It is FFS if the network can provide measurement policy to UE to assist the UE in taking measurements. It is also FFS if additional measurements (other than RTT) are needed.

Support of MPTCP

11.
The solution will support MPTCP as follows:

a)
During the MA-PDU session establishment, if the UE wants to use MPTCP for traffic steering, the UE provides an "MPTCP Request" indication.

b)
If the network agrees to enable MPTCP for the MA-PDU session then:

i)
The network allocates two IP addresses for the MA-PDU session. This is required, otherwise MPTCP cannot be used. As specified in RFC 6824, "... there must be multiple addresses at least at one endpoint, for MPTCP to be used".
Editor's note:
Whether the two IP addresses are allocated to UE or to the MPTCP proxy is FFS.

ii)
The network may send MPTCP proxy information to UE, e.g. the IP address(es), port and type (SOCKS5 [9] or TCP Convert Protocol, TS 38.215 [11]) of the MPTCP proxy.

iii)
The network may indicate to UE the list of applications for which MPTCP should be applied.

Editor's note:
It is FFS how the above list of applications can be provided to the UE.   It is also FFS whether the MPTCP proxy information must be provided to UE, and/or whether a transparent MPTCP proxy can be used.
12. Within the same MA-PDU session, if MPTCP is enabled, it is possible to steer the MPTCP flows by using the MPTCP protocol (the MPTCP function) and, simultaneously, to steer all other flows by using a lower-layer steering functionality, called the "ATSSS function". This is schematically illustrated in Fig. 7-1, which shows an example UE model with an MPTCP function and an ATSSS function. The MPTCP flows is the traffic of the applications for which MPTCP can be applied (see bullet 11.b.iii). Note that in Fig. 7-1, the MPTCP traffic goes through the MA-PDU session but is not handled by the ATSSS function.
13.
The MPTCP proxy is functionality supported by the UPF. 
13.
The same set of ATSSS rules is applied for steering decisions by the MPTCP function and by the ATSSS function.
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Figure 7-1: An example of a UE supporting the MPTCP function and by the ATSSS function
***** End of Changes *****
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