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Abstract of the contribution: This paper proposes to describe the merge of solution #2 and solution #5 into a single solutionadd a new variant to solution 1.1 based on CRs approved at last SA2#129 for Rel-15. It also provides a few clarifications to solution 1.2 based on common misundertandings.
1	Discussion
In SA2#129, S2-1811541/S2-1811542 (Qualcomm et al) were approved, adding a new procedure for UE Parameters Update via UDM Control Plane Procedure.
As the core of the proposal of solution #1 of KI#1 is a HPLMN-only handling of Mutually Exclusive Access to Network Slices (rather than being about using the URSP), it is proposed to update solution #1 with a variant making use of this procedure.
Finally, this proposal also clarifies some common misunderstanding regarding solution #1.2. Solution #1.2 shows that the whole KI is already resolved in Rel-15, and that any addition in Rel-16 are just optimisations.
2	Proposal
It is proposed to update TR 23.740 as follows:
Change in 12694:
-	Adding an example showing why the Rel-15 network behaviour is sufficient to fulfil the use cases.
Change in 13355:
-	Document instead the merged solution between solution #2 and solution 5. Solution #1 is no longer updated, to simplify the changes.
First change
[bookmark: _Toc528853362]6.1.2	Solution #1.2: Mutually Exclusive Access to Network Slices via UE configuration
[bookmark: _Toc528853363]6.1.2.1	Introduction
This is a solution to Key Issue #1, "Mutually Exclusive Access to Network Slices" (MEANS).
This solution incorporates parts of solution #5, in clause 6.1.5.
This solution assumes the following:
-	It is assumed that the network deployments in the home and the visited networks are designed according to the requirements for MEANS, and that the "mutually exclusive" network slices are not sharing resources (including no common AMF Set). This ensures that the NSSF will never grant access to both network slices simultaneously even if a UE requests it (e.g. due to SIM swap). As in Rel-15, NSSF internal policies dictate which network slice would be selected in this case.
-	It is assumed that the "mutual exclusivity" of network slices is per network deployment, and is common to all UEs subscribed to both network slices.
-	It is assumed that the UE used for mutually exclusive network slices:
-	either has internal logic (e.g. MMI, or software support) to understand which applications are needed at a given time (e.g. "on duty" vs "off duty", "maintenance" vs "factory", etc), which is beyond the scope of this solution to address. If a SIM swap happens to a UE not understanding the purpose of the applications, it is expected that the UE would not use these applications anyway. As this is UE local configuration, the network can update the information by existing means for UE local configuration, or can rely on application logic to update and perform the choice between two sets of network slices.
-	or has internal logic (e.g. software support) to sort the S-NSSAIs to put in the Requested NSSAI in priority order.
-	A UE not supporting the feature (e.g. with no application/MMI to perform the selection between several sets of slices or no internal logic to sort S-NSSAIs in priority order), but nonetheless subscribed to network slices that are mutually exclusive with each other will rely on the Rel-15 slice rejection mechanism.
-	It is assumed that PLMN are going to deploy their network slices in their networks so that all the services available to the users can be used simultaneously (i.e. there will be at least a set of network slice instances in the home network that can offer all the services (S-NSSAIs) that the UE can request simultaneously in its home network), except for network slices that are intended to be under mutually exclusive access by UEs.
-	It is assumed that the PLMN's internal logic for NSSF/AMF network slice selection can include a mechanism to take in account the S-NSSSAIs from the Requested NSSAI in priority order during the network slice selection. 
-	It is assumed that PLMNs are going to organise their SLAs so that network slices in the roaming partners' networks are going to offer all services available to the users simultaneously (i.e. there will be at least a set of network slice instances in the roaming partner network that can offer all the services (S-NSSAIs) that the UE can request simultaneously in that network), except for network slices that are intended to be under mutually exclusive access by UEs.
-	This means that the enforcement of the MEANS in roaming scenarios is enforced via SLA (the roaming partner would not allow a UE to access MEANS slices simultaneously, e.g. via sharing the same AMF), and that when UEs needing MEANS in roaming partners' networks not supporting such SLA requirements would not receive the Subscribed S-NSSAIs of the UE that could result in such violation of the MEANS.
This solution is similar to solution 6.1.1, "Mutually Exclusive Access to Network Slices via the use of URSP", except that it proposes that the mutually exclusive access to network slices is directly configured in the UE.
[bookmark: _Toc528853364]6.1.2.2	Functional description
This solution proposes that the UE expected to be able to select between network slices is configured (by mechanisms not to be defined in the specification, e.g. part of application configuration) in such a way that the UE knows whether two given S-NSSAIs can be requested simultaneously in the Requested NSSAI, or how to sort the S-NSSAIs in the Requested NSSAI in priority order (see solution #5, in clause 6.1.5, for more details).
The solution proposes that the (not specified) internal logic of the AMF/NSSF regarding network slice selection can decide to consider the S-NSSAIs in the Requested NSSAI in priority order.
[bookmark: _Toc528853365]6.1.2.3	Procedures
No new procedures are required with this solution.
[bookmark: _Toc528853366]6.1.2.4	Impacts on existing entities and interfaces
Impacts compared to Rel-15:
-	This solution has no normative specification impacts. It is already supported by Rel-15 specifications. Only a few informative statements are expected (e.g. a few notes) to clarify the expected behaviour of the UE and the network.
UE impact:
-	This solution only impacts UE supporting the feature as part of the overall UE design and application configuration (i.e. no specification impact). UEs not supporting the feature would not need to be configured in such a way. The UE would need to understand its own configuration.
Network impact (serving and home):
-	This solution does not impact the roaming 5GC networks, and can work in Rel-15 5GC networks. It is expected that supporting roaming partners will properly configure their networks to fulfil their SLAs. Enforcement of MEANS in the network is using the Rel-15 NSSF/AMF functionality for determining an appropriate set of S-NSSAI for the Allowed NSSAI.
-	This solution does not impact the home 5GC network, and can work in home Rel-15 5GC network. It is expected that the home network operator will configure its network to fulfil the subscription requirements. Enforcement of MEANS in the network is using the Rel-15 NSSF/AMF functionality for determining an appropriate set of S-NSSAI for the Allowed NSSAI.
In this solution, Mutually Exclusive Access to Network Slices in the network is already supported in Rel-15 and does not require any further changes. Actual isolation of resources between network slices is supported by the underlying virtualisation environment and OAM (see SA5 specifications).
The impact to the specification work is expected to be as follows:
-	An explanation that, the UE can optionally be locally (pre-)configured with information (by mechanisms not specified in 3GPP specifications) regarding the S-NSSAIs that can (or cannot) be requested simultaneously by the UE; 
-	An explanation that, the UE can optionally be locally configured (by mechanisms not specified in 3GPP specifications) to sort S-NSSAIs in the Requested NSSAI in a priority order; 
-	An explanation that the AMF/NSSF, when receiving a Requested NSSAI with S-NSSAIs that cannot be allowed simultaneously, can decide to consider the S-NSSAIs in the Requested NSSAI in priority order; and
-	Possibly, an explanation how these mechanisms can allow an operator to fulfil the KI#1 scenarios.
It is expected that this work can be completed via a single CR to 23.501.
[bookmark: _Toc528853367]6.1.2.5	Evaluation
Editor's note:	This clause provides an evaluation of the solution.
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