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1.	Proposal
This document provides some way forward for KI#1 in TR 23.740. 
There are several proposals on the table and while some commonalities exist, there is lack of convergence on a single approach.
This paper proposes key attributes of a workable solution that stands a chance to get deployed. 
We need to consider the scalability and operability of a solution. If compatibility is linked to the existence of dedicated core networks (i.e. AMFs that by configuration in a PLMN only serve certain slices), this suffers from a number of issues:

1) Unless the UE is taught which slices are compatible, the decision on which AMF to use and by reflection which slices to use is left to the NSSF and this is unfortunately going to base this only on information available in the system deployment, which may or may not reflect the current needs in the UE. 
Observation#1: if the UE has no information on compatibility of slices, the UE blindly requests a number of slices and some of them will be rejected.  This may then end up in a loop of many trials and errors and potentially a certain slice can only be sure to be used if it is requested in isolation. This will drive a “serial” rather than “parallel” usage of slices and this is in conflict with the whole slicing framework
Conclusion#1: it is necessary that not only the CN provides the list of slices that were not accepted due to compatibility, but also information on which slices are compatible. This information cannot be learned just on the basis of rejected slices and guesses by a UE as the UE may never be allowed to use a set of slices that are compatible it is includes together with those incompatible slices. 
Conclusion#2: Rel-15 rejection causes are not sufficient. We need a specific rejection cause for lack of compatibility”
2) Let’s assume an operator offers its customers the ability to use a slice or set of slices in exclusivity from using  other slices. there are two ways this can be achieved: 
a. this is a policy that is based on the definition of a dedicated CN (and AMF) for this(these) slice(s) groups
b. there is no assumption that a dedicated CN is used, as the AMF may be shared, like the RAN is shared.
This has profound implications on the scalability of the business offer: with a) if there are N customers with M such group of slices, it is required to support NxM dedicated core network and dedicated AMFs. Then, if there are on average P of these customers that want Q group of slices supported in roaming, then it is necessary to support in the system with R roaming partner, R x P x Q deficated AMFs in the PLMN. It means that it is required to support in a PLMN N x M + R x P x Q dedicate AMFs. It is clear that the limit on the value of dedicated AMF sets is easily broken as the numbers N and R and P can be significant and this drives the need to share AMFs among roaming partners and customers and also slice groups.
Observation#2: it is not possible to assume that for each customer, roaming partner it si possible to segregate groups of slices that are mutually incompatible over different AMFs, i.e. Mutual exclusivity is not solely a property of a deployment, but a business level requirement that is then implemented using suitable deployment strategies
Observation#3: the NSSF cannot determine the compatibility among slices by just selecting an AMF that supports a group of slices (i.e. compatibility is not a property of the selected AMF only)
Conclusion#3: it is necessary to identify compatibility as a subscription attribute of the S-NSSAI so roaming partners and a PLMN can define which S-NSSAIs are compatible and map these to the allowed NSSAI provided by an AMF, even if the AMF supports more S-NSSAIs the UE also subscribes to.
Conclusion#4: The UE shall have this same per S-NSSAI compatibility information as the CN, so it can locally, with MMI and interaction with a user, form a compatible and acceptable set of requested S-NSSIAs before it is sent to the network.
 
Based on the above we propose these are the attributes of the solution:
1.	 it is necessary that not only the CN provides the list of slices that were not accepted due to compatibility, but also information on which slices are compatible. This information cannot be learned just on the basis of rejected slices and guesses by a UE as the UE may never be allowed to use a set of slices that are compatible it is includes together with those incompatible slices. 
2.	 Rel-15 S-NSSAIs rejection causes are not sufficient. We need a specific rejection cause for lack of compatibility
3.	It is necessary to identify compatibility as a subscription attribute of the S-NSSAI so roaming partners and a PLMN can define which S-NSSAIs are compatible and map these to the allowed NSSAI provided by an AMF, even if the AMF supports more S-NSSAIs the UE also subscribes to.
4.	The UE shall have this same per S-NSSAI compatibility information as the CN, so it can locally, with MMI and interaction with a user, form a compatible and acceptable by the user set of requested S-NSSAIs before it is sent to the network.


[bookmark: _Hlk530047048] It is proposed that the following text changes and proposals are added to TR 23.740.


***********************PROPOSED TEXT********************************

[bookmark: _Toc528853492]8	Conclusions
Editor's note:	This clause will capture conclusions from the study.
Editor's note:	For the Key Issue#1, Mutually exclusive access to Network Slices, the conclusions of the study and the resulting normative specifications should describe whether and how the following aspects are covered:
-	Whether the standard support the possibility for a Network Slice (S-NSSAI) to be associated to more than one group of Network Slices for which the access to the group of Network Slices are Mutually Exclusive from each other.
-	Whether it is possible to deploy an AMF Set which supports Network Slices that are mutually exclusive from each other.
Editor’s Note: START of INTERIM Table for evaluation
	Key attributes
	Approach 1 (sol 3,4,7
	Approach 2 (Sol 5)
	Approach 3 (Sol 2)

	Handling of UE requesting incompatible slices
	New cause code is needed for rel-16 to signal that some S-NSSAIs are rejected due to incompatibility
	The AMF does not provide a cause code for the not accepted S-NSSAIs due to compatibility reason nor  the AMF includes the not accepted S-NSSAIs in Allowed NSSAI.
	The AMF uses rel-15 Cause codes (Rejected for the PLMN, Rejected for RA).

	How is the UE aware of compatibility among S-NSSAIs so it forms a correct Requested NSSAI from the outset.
	The CN configures the UE with information that the UE uses to assess whether a S-NSSAI is compatible with other S-NSSAIs on the configured NSSAI.
The UE shall have the same per S-NSSAI compatibility information as the CN, so it can locally (e.g. by local MMI interaction outside the scope of 3GPP) form a compatible and acceptable by the user set of requested S-NSSAIs before it is sent to the network.
	This approach does not provide this awareness so the Requested NSSAI may have incompatible slices.
	The UE is preconfigured with method outside the scope of 3GPP

	How does the Serving PLMN understand the requested S-NSSAIs are compatible 
	identify compatibility as a subscription attribute of the S-NSSAI so roaming partners and a PLMN can define which S-NSSAIs are compatible and map these to the Allowed NSSAI provided by NSSF to AMF or by an AMF, even if the AMF supports more S-NSSAIs the UE also subscribes to. In other words, the incompatibility among slices should not impose AMF Set deployment constraints.
	As per approach 1 and/or As per Approach 3
	AMF sets are deployed to match each and every compatibility groups.

	Compatibility between UE and network
	The UE signals to the network whether it support Mutually incompatible slices handling.
If the UE does not support incompatible slices handling the UE is configured only with compatible Slices.
The subscription information shall include a basic set of compatible Network Slices S-NSSAIs to be used if the UE the subscriber uses does not signal support of mutually incompatible slices.
	The network is working independently of UE capabilities.
	It is assuming using rel-15 UE

	Support in roaming to PLMNs that are not upgraded to support handling of incompatible slices
	The subscription information sent to PLMNs of roaming partners which do not support incompatible slices handling shall only contain mutually compatible Network Slices S-NSSAIs.
	As per approach 1 and/or 3
	As per Rel-15 The deployment of the VPLMN has to match requirements from HPLMN as per an SLA (i.e. the VPLMN ahs to deploy MAF sets that satisfy the compatibility Groups of the inbound roamers)

	
	
	
	



Editor’s Note: END of INTERIM Table for evaluation
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