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Abstract of the contribution: This pCR proposes evaluation and conclusion on Key Issue 5.
1. Proposal

Key Issue 5 “Slicing dependent location service” is explicitly addressed in solutions 2, 8 and 20. Solution 14 do however include a function in the AMF to do slice dependent LMF selection. This is described in clause 6.14.3.0 “LMF selection”. The relevant text is:
The following factors may be considered during the LMF selection:

-
Requested Quality of Service information, e.g.:

-
LCS accuracy,

-
Response time (latency),

-
LCS QoS Class.

-
Access Type (3GPP /N3GPP).

-
5G AN type (i.e. 5G NR or eLTE) and the serving AN node (i.e. gNB or NG-eNB) of the target UE.

-
RAN configuration information.

-
LMF capabilities.

-
LMF load.

-
Indication of either a single event report or multiple event reports.

-
Duration of event reporting.

-
Network slicing information, e.g. S-NSSAI and NSI ID.
It is thus proposed to add key issue 7 to list of addressed key issues in solution 14. 

Further selection of LMF based on slicing information in the AMF is seen as a sufficient solution to resolve key issue 7. Thus, it proposed to add text reflecting this in clauses 7.6 and add a new clause with such conclusion on key issue 5.
2. Proposal

 It proposes to document the following texts into TR 23.731.

***** BEGIN 1st CHANGE *****
6.14.1
Introduction

In Rel-15, Location Service feature is restricted to regulatory service, therefore, when location service is enabled, it is assumed that the UE is allowed to be located. However, in a commercial use case, the target UE user shall be able to set privacy as "not allowed to be located".

A requester of the regulatory LCS service is assumed always authorised to use the service. However, in a commercial use case, the requestor UE or the requestor client may or may not be authorised to use the LCS service.

The privacy setting of the target UE and the location subscriber authorization data of the requestor client / UE can be a Data Subset of the Subscription Data stored in the UDR accessed by the UDM..

Additionally, for commercial services, location service architecture needs to be extended to support roaming scenario, the location service exposure and Mobile Originating Location Request scenario.

This solution is intended to address Key Issue 1 (Enhancement to LCS Architecture) and Key Issue 7 (Location service exposure). The solution also addresses the following additional key issues:

-
Key Issue 3: Support of low latency LCS.

-
Key Issue 6: Scalability.

-
Key Issue 8: Support of IoT UEs.

-
Key Issue 15: Location continuity support.
-  Key Issue 5: Slicing dependent location service
***** Next CHANGE *****
7.6
Evaluation of Solutions for Miscellaneous Functional Enhancements

The following solutions provide various miscellaneous functional enhancements for a number of key issues.
-
Solution 8 - slice dependent LMF selection:

Key Issue 5.
-
Solution 14 - Reuse R15 existing location service architecture for commercial use cases:

Key Issues 1, 7 and additionally Key Issues 3, 5, 6, 8, 15.
-
Solution 15: Enhancement to LCS architecture:

Key Issues 1, 3, 8.
-
Solution 17 - Solution for Flexible and Efficient Periodic and Triggered Location:

Key Issue 13.
-
Solution 18 - UDM based Positioning Access selection for LCS service:

Key Issue 14.
-
Solution 19 - Distribution of Positioning Assistance Information:

Key Issue 16.
-
Solution 20: - LMF selection in GMLC:

Key Issues 1, 3, 5.
-
Solution 21 - Solution for Low Power Periodic and Triggered Location:

Key Issues 3, 6, 8.
-
Solution 22 - LCS continuity Support for N26 based Handover:

Key Issue 15.
-
Solution 24 - GMLC based Positioning Access selection for LCS service:

Key Issue 14.
-
Solution 25 - Coordination of Positioning Signalling Transmitted via Control Plane Path and User Plane Path:

Key Issue 11.

Based on the above, Solution 21 is proposed for continuation in Rel-16 conditional on RAN agreement on support for EDT in Rel-16. Further Solution 14 is proposed as giving a sufficient solution for key issue 5. Other solutions above might also be considered for Rel-16 but are deemed of lower priority.

***** Next CHANGE *****
8.x
Conclusion for Key Issues 5
It is concluded that Solution 14 provides acceptable support for Key Issues 5.

***** End of CHANGE *****
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