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Summary
This PCR is to evaluate the KI#1 in the TR 23.740 to support Mutually Exclusive Access to Network Slices (MEANS). 

The evaluation analysis is performed by identifying the commonalities and differences within and among the different categories of solutions. 
The intent of the analysis is to promote the common understandings for all the solutions in order to draw the conclusion for KI#1.  

Discussions and Considerations

There are in total of 8 solutions proposed for KI#1.  Solution#8 is not a fully solution by itself, it is more a value added solution to any of the other 7 proposed solutions.   The commonalities and differences are further described.    
	Solution Differences
	1.1
	1.2
	1.3
	1.4
	1.7
	1.6
	1.5

	MEANS Group Differen-tiation in UE
	· Via URSP to provide MEANS group identifier for the given S-NSSAI 
	· Via pre-configu-ration for the MEANS group identifier, i.e. no change to URSP
	· Via AMF/NSSF to provide MEANS class during UE registration or during UCU, i.e. no change to URSP
	· Via AMF/NSSF to provide MEANS group identifier during UE registration or during UCU, i.e. no change to URSP
	· Via AMF/NSSF to define MEANS group identifier during UE registration or during UCU, i.e. no change to URSP
	· No identifier

· Relying on sending Mutually Exclusion Rules to UE provided by UDM
	· No identifier
· Relying all S-NSSAI(s) included in the Allowed NSSAI 

	Define specific MEANS Group Definition
	· None
	· None
	· Yes (e.g. define explicit class based on grouping SST or SD, or others)
	· None
	· None
	· None
	· None

	R(AN) Impact 
	· None
	· None
	· None
	· None
	· Yes (required R(AN) to also recognize the MEANS Group identifier for routing support) 
	· None
	· None

	Mutually Exclusive Access differen-tiation
	· Determined via MEANS group identifier for a given group of S-NSSAIs
	· Determined via MEANS group identifier for a given group of S-NSSAIs
	· Determined via MEANS group identifier for a given group of S-NSSAIs
	· Determined via  MEANS group identifier for a given group of S-NSSAIs
	· Determined via  MEANS group identifier for a given group of S-NSSAIs
	· Determined via Mutually Exclusion Rules
	· Network determined MEANS group, UE unaware

	UE impact

(Storage and RM, SM, procedures)
	· UE stores #’s MEANS group identifiers  = 

    #’s MEANS groups (UE) * #’s PLMNs(UE)

· UE needs to be aware of the MEANS group affiliation for the given S-NSSAI in RM and SM requests, but no change to procedures
	· UE stores #’s MEANS group identifiers  = 

    #’s MEANS groups (UE) * #’s PLMNs(UE)

· UE needs to be aware of the MEANS group affiliation for the given S-NSSAI in RM and SM requests, but no change to procedures
	· UE stores #’s MEANS group identifiers  = 

    #’s MEANS groups (UE) * #’s PLMNs(UE)

· UE needs to be aware of the MEANS group affiliation for the given S-NSSAI in RM and SM requests with additional parameter but no change to procedures
	· UE stores #’s MEANS group identifiers  = 

    #’s MEANS groups (UE) * #’s PLMNs(UE)

· UE needs  to be aware of the MEANS group affiliation for the given S-NSSAI in RM and  SM requests but no change to procedures
	· UE stores #’s MEANS group identifiers  = 

    #’s MEANS groups (UE) * #’s PLMNs(UE)

· UE needs  to be aware of the MEANS group affiliation for the given S-NSSAI in RM and  SM requests with additional parameter but no change to procedures
	· #’s MEANS Exclusion Rules =

Ʃ (#MEANS groups * #’s PLMNs(UE)) of (#’s S-NSSAIs(MEANS group) -1) * 2 

· Change the UE’s behaviour to establish new PDU session with S-NSSAI belonged to the same Allowed NSSAI which is dependent on the Mutually Exclusion Rule for the given S-NSSAI (e.g. the UE may need to first release existing PDU session(s) before initiating new PDU session).
	· No additional storage required
· UE needs to apply straight priority when lining up S-NSSAIs in Requested NSSAI in RM request

· No change to SM request 

	AMF/NSSF impact
	· No info on how AMF enforcement the support for MEANS, especially when UE does not provide any Requested NSSAI
	· No info on how AMF enforcement the support for MEANS, especially when UE does not provide any Requested NSSAI
	· Enforcement of the support of MEANS based on Group Identifier and UE’s capability info
	· Enforcement of the support of MEANS based on Group Identifier and UE’s capability info
	· Enforcement of the support of MEANS based on Group Identifier 
· Unsure when UE does not provide any Requested NSSAI
	· Enforcement of the support of MEANS based on Mutually Exclusion Rules

· Unsure when UE does not provide any Requested NSSAI 
	· Enforcement of the support of MEANS based on S-NSSAI’s ordering in Requested NSSAI in RM request

	NAS impact
	· NAS registration and association is per single MEANS group
	· NAS registration and association is per single MEANS group
	· NAS registration and association is per single MEANS group
	· NAS registration and association is per single MEANS group
	· NAS registration and association is per single MEANS group
	· NAS registration and association could be more than one MEANS groups
	· NAS registration and association is per single MEANS group

	Roaming support 
	· SLA and assuming there will be at least a set of network slices in roaming partner network that offer all services for the given UE
	· SLA and assuming there will be at least a set of network slices in roaming partner network that offer all services for the given UE
	· SLA
	· SLA
	· SLA
	· SLA
	· SLA

	Rel-15 & Rel-16 UE co-existence in 5GC (see Note-A)
	· Not specified
· No UE MEANS capability indication
	· Not specified
· No UE MEANS capability indication
	· Awareness of UE’s capability and the MEANS Group Id
	· Awareness of the UE’s capability and the MEANS Group Id
	· Awareness of the MEANS Group Id, however, not sure when UE does not provide any NSSAI in RM request
· No UE MEANS capability indication
	· Awareness of the Mutually Exclusion rules, however, not sure when UE does not provide any NSSAI in RM request
· No UE MEANS capability indication
	· Not specified

· No UE MEANS capability indication

	Note-A:   Including the consideration when 5GC migrates from Rel-15 to Rel-16 MEANS capable system, how to continue the support for Rel-15 S-NSSAIs in Rel-16 MEANS capable system


***** Start of Change *****

7.1
Evaluations for KI#1: Mutually Exclusive Access to Network Slices

7.1.1
Evaluation Criteria

The following set of evaluation criteria are used to evaluate the proposed solutions for KI#1 to support UE for mutually exclusive accessing to network slices: 
1) Comply to the definition of Mutually Exclusive Access to Network Slices as described in clause 3.1
2) Comply to the working assumptions and requirements as described in clause 4.
3) Address all the objectives of the KI#1 as described in clause 5.1 

4) Impact to the UE, the serving PLMN, the home PLMN, e.g. AMF, NSSF, UDM, SMF, PCF in term of signalling interfaces, control flows and internal logic etc. including changes to the semantics of existing services/parameters
5) Impact to (R)AN
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7.1.2
Evaluation Analysis
There are total of 8 solutions proposed for KI#1.  Solution#8 is not a full solution by itself, it is more a value added feature to any of the other 7 proposed solutions and should be evaluated on its own.   The commonalities and differences are present as follows. The following presents the evaluations against each category of the solutions based on the overall system impacts and the agreed evaluation criteria: 
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	Criteria
	#1.1.1
	#1.1.2
	#1.2
	#1.3
	#1.4
	#1.5
	#1,6
	#1,7

	Name
	MEANS by HPLMN using URSP
	MEANS by HPLMN using UE Parameter update
	MEANS via UE configuration
	Mutual exclusion awareness
	Slicing Group support for MEANS
	MEANS using existing mechanisms
	Enabling access control to network slices that cannot be accessed simultaneously
	MEANS via Slicing Group information

	Impacts to Subsystems (Serving PLMN, HPLMN, RAN, UE)

	HPLMN
	Yes
	Yes
	
	Yes
	Yes
	
	Yes
	Yes

	Serving PLMN/
VPLMN
	
	
	
	Yes
	Yes
	Yes
	Yes
	Yes

	RAN
	
	
	
	
	
	
	
	

	UE
	Yes
	Yes
	
	Yes
	Yes
	Yes
	Yes
	Yes

	Impacts to specific NFs

	UDM
	
	Yes
	
	Yes
	Yes
	
	Yes
	Yes

	H-PCF
	Yes
	
	
	
	
	
	
	

	AMF
	
	
	
	Yes
	Yes
	Yes
	Yes
	Yes

	NSSF
	
	
	
	Yes
	Yes
	Yes
	Yes
	Yes

	
	
	
	
	
	
	
	
	

	Changes to existing semantics

	Requested NSSAI
	
	
	
	
	
	Yes
	
	

	Allowed NSSAI
	
	
	
	
	
	Yes
	Yes
	

	rejected S-NSSAIs
	
	
	
	
	
	Yes
	
	

	S-NSSAI (SST)
	
	
	
	Yes
	
	
	
	

	S-NSSAI (SD)
	
	
	
	Yes
	Yes
	
	
	

	URSP
	
	
	
	
	
	Yes
	
	


	Evaluates against the Evaluation Criteria 

(Note: For criterion#4, see the table entries above) 

	Solution
	Criterion#1: Comply to the definition of Mutually Exclusive Access to Network Slices as described in clause 3.1

	1.1.1, 1.1.2, 1.2, 1.3, 1.4, 1.5, 1.7
	Comply

	1.6
	NOT comply 

· Lack of viable technical justification to prove that the NAS association between the UE and the network slices for different MEANS groups served by the same AMF can be fully isolated from each other.  

· By proposing to have PDU session release procedure to release the existing PDU session does not address the access control on the UE to access any of the network slices from different MEANS groups simultaneously as the control plane still remain active between the UE and the network slices.

· The proposal also violates today AM and SM signalling integrity because SM signalling should be transparent to the AMF.    


	
	Criterion#2: Comply to the working assumptions and requirements as described in clause 4

	1.1.1, 1.1.2, 1.2, 1.3, 1.4, 1.5, 1.7
	Comply

	1.6
	Not comply  

· Same reason as criterion#1.


	
	Criterion#3: Address all the objectives of the KI#1 as described in clause 5.1

	1.1.1, 1.1.2
	Not comply

· Solution is based on additional grouping info in URSP rule to be provided to the UE

· How to ensure the proper S-NSSAI is assigned to serve the Rel-16 UE which may or may not be MEANS capable  

· How to ensure the URSP rules be properly provided to the UE 

	1.2
	Comply  

	1.3, 1.4, 1.7
	Comply

	1.5
	Not comply

· Given the MEANS capable 5GC does not know the UE’s MEANS capability, it is not clear how can the network determines the proper set of S-NSSAIs in the Configured NSSAI is assigned to serve the Rel-16 UE which may or may not be MEANS capable.  This will have domino impacts to the Rel-16 MEANS incapable UE on how to assemble the Requested NSSAI.  It also impacts how the URSP rules are configured for the UE?

	1.6
	Not comply

· Given the MEANS capable 5GC does not know the UE’s  MEANS capability, it is not clear how can the network determines the proper set of S-NSSAIs in the Configured NSSAIs to serve the Rel-16 MEANS incapable UE. Same concern for configuring Mutually Exclusion rules in the UE. 

· See also the non compliant for Criteria#1 & 2. 


	
	Criterion#5: Impact to (R)AN

	1.1.1, 1.1.2, 1.2, 1.3, 1.4, 1.5, 1.6
	Comply

	1.7 
	Not comply

	
	
	
	
	
	
	
	
	


 7.1.3
KI#1 Conclusion
***** End of Changes *****
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