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1.	Proposal



[bookmark: _Hlk530047048] It is proposed that the following text changes and proposals are added to TR 23.743.


***********************PROPOSED TEXT********************************
[bookmark: _Toc528754323]6.10.5	Evaluation
Benefits:
-	The solution is designed to handle fully backward compatibility between RAN and CN, between RAN nodes, between RAN and UE, between CN and UE. detection of support and capability is built in.
-	The URCF is useful not only to limit the amount of UE radio capabilities sent over the radio, but also to define the set of radio capabilities to be sent to legacy nodes (AMFs or NG-RAN nodes complying to rel-15) rather than a full capability set.
- 	Since the URCF is valid PLMN wide, the risk of not receiving capabilities the UE supports but the UE did not indicate to the PLMN (to minimize sending of UR radio capabilities over the air) which induces impossibility to handover to a target node due to missing capabilities is avoided.
-	The PLMN-based assignment is intrinsically secure as it does not suffer of the risks of injection of false dictionary entries the self-learning solution suffers from.
- 	Testing of a dictionary is not required (as in the case of UE manufacturer provided dictionary) as the Network assumes the UE indicates the capabilities it supports or a ID that the network has associated associated to these capabilities by the network, so the database the PLMN builds is intrinsically reflecting indication from the UE so there is no possibility of errored entries.
-	Since the UE stores the UE capabilities ID it receives from the network there is minimum need to send the UE radio capabilities.
-	The URCF Versioning mechanism allows operators to have an implicit way to invalidate the current UE capabilities IDs for UEs.using a certain URCF type, and provide new set of IDs (e.g. when the PLMN needs to retrieve new set of capabilities from UEs as the network is upgraded)
-	It offers the UE Capability ID mechanism as a way to optimise the transport of the UE Radio capabilities information in UE contexts quite significantly in both the CN and the RAN, it offers a succinct way for UEs to provide the UE Radio Capability Info over the Radio Interface.
-	It is fully open and not UE vendor dependent, it is fully network controlled and there is no need to provision a database with UE vendor specific information or maintaining it explicitly with the encoding of UE Capability IDs, as the UE Capability IDs can be automatically created and managed by UMF.
-	there is no requirement the AMF understand the syntax of the UE radio capabilities or semantics.
- 	The UE capability ID is provided to the UE at RRC layer. The UE capability ID can be provide by the UE to the network at NAS layer in registration procedures.
-	The URCF setting policy can be defined by the operator. An operator may tune at will what it is according to its criteria.
-	A PLMN-wide self-configuration of URCF in network nodes and UE Capability IDs is defined to avoid OAM based provisioning.

Requirement:
-	A new function needs to be introduced in the network to coordinate the allocation of UE Capability IDs and provide resolution/distribution of unknown/new UE Capability IDs and or URCFs.

***********************END of PROPOSED TEXT***************************
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