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Abstract of the contribution: This paper proposes to have a concise evaluation of all solutions (#1.1 to #1.7) for KI#1. In particular, it proposes a table that is meant to be exhaustive regarding the identified impacts for each solution.
1	Discussion
1.1	Evaluation table
This table is based on the approved evaluation criteria for KI#1 (section 7.1 of TR 23.740), more specifically points 4 and 5:
1)	Comply to the definition of Mutually Exclusive Access to Network Slices as described in clause 3.1.
2)	Comply to the working assumptions and requirements as described in clause 4.
3)	Address all the objectives of the KI#1 as described in clause 5.1.
4)	Impact to the UE, the serving PLMN, the home PLMN, e.g. AMF, NSSF, UDM, SMF, PCF in term of signalling interfaces, control flows and internal logic etc. including changes to the semantics of existing services/parameters.
5)	Impact to (R)AN.
In particular, it does not address the fact that some solutions go beyond the requested requirements for the KI, which may lead to some solutions being more complicated that they would need, should they restrict themselves to the required functionality.
It may also be observed is that solution #1.2 is also the Rel-15 baseline, and that any optimised behaviour (all other solutions) should be benchmarked and their advantages need to be quantified compared to the impacts they introduce on the system.
1.2	Evaluation considerations
NOTE:	this can be used for discussion, but separately from the discussion on the table.
This is our assessment of the major issues with the following solutions:
-	Solution #1.7: the major problem with this solution is its impact on the RAN, which is not believed to be useful at all, and makes the deployment of such a solution very problematic. Therefore, it is proposed not to pursue with solution #1.7.
-	Solution #1,6: one of the major problems with this solution is that it most of its functionality/impact is geared towards resolving a problem that is not the problem of this study item, and not a problem at all in our opinion (and within this non-problem, fails to resolve the CP case).
More importantly, another major problem with this solution is that it requires the operator to require its roaming partners to upgrade their network with this feature, if it wants to maintain the service when roaming. Therefore, it is proposed not to pursue with solution #1.6.
-	Solution #1.5: the major problem with this solution is the changed semantics on the NSSAI and URSP/NSSP (introducing the concept of priority). This has a major consequence on the UE implementation, that will need to strictly prioritise each and every application running on the UE at any time to find out what has the highest priority (including forcing the UE to sort S-NSSAIs in Requested NSSAI even when in the case it could just copy the Configured NSSAI, due to there being only 8 or less S-NSSAIs). All other solutions need only prioritise between two (sets of) applications under specific circumstances (when informed that these two (sets of) applications cannot be requested simultaneously). Therefore, it is proposed not to pursue with solution #1.5.
-	Solution #1.4: a major problem with this solution is the re-use of bits of the SD field to introduce a specific meaning. While not a major problem in itself yet when the SD field includes 24 bits, this introduces a restriction to its usage, when it used to be free from any constraint. 
More importantly, the major problem with this solution is that it requires the operator to require its roaming partners to upgrade their network with this feature, if it wants to maintain the service when roaming. Therefore, it is proposed not to pursue with solution #1.4.
-	Solution #1.3: a major problem with this solution is the change of semantics of SST and (more importantly) SD fields: this forces to put a correlation on the meaning of the SD field for different S-NSSAIs. The correlation for SST field is not understood to be useful at all. Of course, this can be alleviated by changing the categorisation to only include groups, not "same SST" or "same SD" categories.
More importantly, the major problem with this solution is that it requires the operator to require its roaming partners to upgrade their network with this feature, if it wants to maintain the service when roaming. Therefore, it is proposed not to pursue with solution #1.3.
It is therefore proposed to go with either variant of Solution #1.1. If this is not deemed acceptable, Solution #1.2 is of course the default fallback solution, as it works already in Rel-15 without any change.
2	Proposal
It is proposed to update TR 23.740 as below.
It is proposed to select a solution for KI#1, taking in account the comments in section 1.2 of this paper.
First change
7.x	Evaluation of solutions for KI#1: Mutually Exclusive Access to Network Slices
The following table describes the impacts of the different solutions based on the criteria described in clause 7.1.
	Criteria
	#1.1.1
	#1.1.2
	#1.2
	#1.3
	#1.4
	#1.5
	#1,6
	#1,7

	Name
	MEANS by HPLMN using URSP
	MEANS by HPLMN using UE Parameter update
	MEANS via UE configuration
	Mutual exclusion awareness
	Slicing Group support for MEANS
	MEANS using existing mechanisms
	Enabling access control to network slices that cannot be accessed simultaneously
	MEANS via Slicing Group information

	Impacts to Subsystems (Serving PLMN, HPLMN, RAN, UE)

	HPLMN
	▼
Yes
	▼
Yes
	
	▼
Yes
	▼
Yes
	
	▼
Yes
	▼
Yes

	Serving PLMN/
VPLMN
	
	
	
	▼
Yes
	▼
Yes
	▼
Yes
	▼
Yes
	▼
Yes

	RAN
	
	
	
	
	
	
	
	▼
Yes

	UE
	▼
Yes
	▼
Yes
	
	▼
Yes
	▼
Yes
	▼
Yes
	▼
Yes
	▼
Yes

	Impacts to specific NFs

	UDM
	
	▼
Yes
	
	▼
Yes
	▼
Yes
	
	▼
Yes
	▼
Yes

	H-PCF
	▼
Yes
	
	
	
	▼
Yes ?
(NOTE 2)
	
	
	

	AMF
	
	
	
	▼
Yes
	▼
Yes
	▼
Yes
	▼
Yes
	▼
Yes

	NSSF
	
	
	
	▼
Yes
	▼
Yes
	▼
Yes
	▼
Yes
	▼
Yes
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	Changes to existing semantics

	Requested NSSAI
	
	
	
	
	
	▼
Yes
	
	

	Allowed NSSAI
	
	
	
	
	
	▼
Yes
	▼
Yes
	

	rejected S-NSSAIs
	
	
	
	
	
	▼
Yes
	
	

	S-NSSAI (SST)
	
	
	
	▼
Yes
	
	
	
	

	S-NSSAI (SD)
	
	
	
	▼
Yes
	▼
Yes
	
	
	

	URSP
	
	
	
	
	
	▼
Yes
	
	



NOTE 1:	"▼" indicates a drawback. For readability, the lack of impact is not listed by default.
NOTE 2:	See section 6.1.4.2.5: "As a result, the UE will refer to the new set of S-NSSAI(s) (i.e. either scenario A. or scenario B. above) and the revised URSP/NSSP updated by the serving PCF for the service mapping to support the subsequent PDU Session Establishment procedures.". This seems to imply that the PCF is able to understand the change of Allowed NSSAI/Configured NSSAI in the UE and update the URSP accordingly. It is not described how this is done.
Next change
[bookmark: _Toc528853492]8	Conclusions
Editor's note:	This clause will capture conclusions from the study.
Editor's note:	For the Key Issue#1, Mutually exclusive access to Network Slices, the conclusions of the study and the resulting normative specifications should describe whether and how the following aspects are covered:
-	Whether the standard support the possibility for a Network Slice (S-NSSAI) to be associated to more than one group of Network Slices for which the access to the group of Network Slices are Mutually Exclusive from each other.
-	Whether it is possible to deploy an AMF Set which supports Network Slices that are mutually exclusive from each other.
For KI#1, it has been decided to continue with solution 1.x for normative work.

End of changes

