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Abstract of the contribution: this paper proposes to include the standalone NPN architecture into Solution#22.  
1
Introduction
In key issue #6: “Accessing PLMN services via non-public networks and vice versa”, the service continuity between Public PLMN and non-public network shall be supported. The followings objectives need to be studied:

-
access to Public PLMN offered services (e.g. voice services) while accessing non-public network;
-
service continuity for PLMN offered services (e.g. voice services) between a non-public and a Public PLMN;
-
access to selected non-public network offered services while accessing Public PLMN;
-
service continuity for non-public network offered services between a non-public network and a Public PLMN.
Ability for UE to remain registered in both a PLMN (using the credential needed for Public PLMN) and a non-public network (using the credential needed for non-public network) when NR is deployed in both the PLMN and the non-public network.
This paper proposes a standalone NPN architecture and gives corresponding procedures (i.e. registration procedure and handover procedure) to solve above study objectives.
2
Analysis
For the standalone Non-public network, Solution #20 in TR 23.734 describes a solution to support service continuity between public PLMN and non-public network via N3IWF-like gateway. This solution only works well for the terminal equipment which supports the IPSec protocol stack. More widely applicable alternatives should be considered.
As shown in Figure1 and Figure2, it is assumed that a standalone NPN (i.e. Non-Public Network) is deployed and shall interact with the PLMN Network. The NPN has its own RANs and Core Network in the enterprise coverage. The NPN user has both a subscription of the PLMN and a subscription of the NPN, and it shall register to the PLMN/NPN firstly before using the PLMN/NPN data service. 
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Figure 1: UE registers to PLMN via the Standalone NPN
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Figure 2: UE registers to Standalone NPN via the PLMN
Compared to the Solution#22, most principles can be applied in the standalone NPN architecture, e.g. the first AMF acts as a proxy to relay the signalling between UE and the second AMF, the UE maintains separate Mobility Management context for the NPN and PLMN respectively. The main differences are as followings:

· The Proxy-AMF is not always the PLMN AMF. Instead, the Proxy-AMF can be either the PLMN AMF or NPN AMF, which depends on the UE location. For example, if UE is in NPN coverage and deregistered in PLMN and NPN, when it need to initiate the PLMN data service, it shall register to the NPN firstly and then register to the PLMN via the NPN AMF(i.e. Proxy-AMF). When the UE moves from the NPN coverage to PLMN coverage, the handover is performed, i.e. the PLMN AMF becomes the Proxy-AMF.
· There is no N2 connection between the serving RAN and AMF that is not the Proxy-AMF, e.g. if UE is in coverage of PLMN, the NPN N2 info is relayed via the N2 connection (between serving RAN and AMF) and the N14 connection(between NPN AMF and PLMN AMF) .
· The NPN/PLMN data service is home-routed to NPN/PLMN via the establishment of home-routed PDU session by including a NPN UPF and a PLMN UPF in the path of PDU session. Correspondingly, the paging is always triggered by the N3-UPF.
Proposal: it proposes to include the standalone NPN architecture into Solution#22.
2
Text Proposal
It is suggested to include the following changes into Solution#3 in TR 23.786.
******************* Beginning of Changes *******************
6.22
Solution #22: Using Proxy connection for NPN/PLMN services

6.22.1
Overview

This solution addresses the Key Issue #6: “Accessing PLMN services via non-public networks and vice versa”. Mainly the service continuity between Public PLMN and non-public network shall be supported. Both the non-standalone NPN architecture and the standalone NPN architecture are proposed in this solution.
6.22.2
Option1: Non-Standalone Non-Public Network
6.22.2.1
Non-Standalone NPN architecture
Figure 1 illustrated a network model for hosting a Non-Public Network with a PLMN infrastructure. In this model, a Non-Public Network is deployed using the infrastructure resources of a PLMN which may be called the Host PLMN in this document. Some RAN nodes are shared by both the NPN and the PLMN so the UEs that are capable of both NPN and PLMN services can access both networks through these shared RAN nodes. Besides the shared RAN nodes, the NPN may have its dedicated network functions/resources such as dedicated AMFs, dedicated Network Slices, etc.
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Figure 6.22.2-1: Network Model of Non-Standalone Non-Public Network

The following principles are proposed for a UE capable of simultaneously receiving both the NPN service and the PLMN service:

-
The UE has separate subscriptions for NPN and PLMN respectively. It is possible that the NPN may trust the Host PLMN for authenticating the UE and doesn't perform 3GPP-based authentication itself, so the UE may not need SUPI and authentication data for the NPN.

-
The UE needs to be registered with the Host PLMN first before it can register with the NPN. And the UE maintains separate Mobility Management context for the NPN and PLMN respectively.

-
After the UE registered with the PLMN and established the NAS connection with the PLMN AMF, it will use the same NAS connection for control plane communications with the NPN which is served by another NPN-dedicated AMF. Similarly, the NPN AMF doesn't have direct N2 connection with the serving RAN and the NPN-related N2 procedures also need to be delegated to PLMN AMF. The PLMN AMF will hence serve as a NAS/N2 proxy to forward NAS/N2 messages between the NPN-dedicated AMF and the UE/RAN.

-
UE has one single RRC connection. And the serving RAN has two N2 connections with PLMN serving AMF, one for PLMN and the other for NPN.

-
When the UE in IDLE state needs to enter CONNECTED state for NPN service, it activates the NAS connection with the PLMN AMF even it does not need PLMN service.

-
UE uses PLMN DRX parameters for monitoring paging for both PLMN and NPN. Paging (either for PLMN or NPN) may be differentiated by the UE identifiers or special indications.

6.22.2.2
Procedures

Editor's note:
This clause describes services and related procedures for the solution.
6.22.2.2.1
NPN Registration

Before the initial registration with NPN, the UE determines the host PLMN and performs registration with the Host PLMN if not already registered with the Host PLMN, upon successful initial registration with the host PLMN, the NPN registration procedure follows as described in in Figure 6.22.2.1-1.
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Figure 6.22.2.2.1-1: NPN Registration procedure

1.
The UE registers with the Host PLMN network and is authenticated by the Host PLMN network;

2.
The NPN Registration is triggered by the UE. For example, the UE enters a NPN coverage.

3.
The UE establishes RRC Connection with the RAN 

4.
The UE sends a PLMN NAS message (e.g. UL NAS Transfer), which contains a NPN NAS Registration Request, over the PLMN NAS connection to the PLMN serving AMF. In the PLMN NAS message, the following NPN-related parameters may be included for the PLMN serving AMF to select the NPN serving AMF: an indication that the contained NAS message is for Non-Public Network, the identifier of the target Non-Public Network, the UE identifier or temporary UE identifier for the target NPN, the NPN-specific area identifier (the NPN and the PLMN may have separate area identifier for the same shared RAN coverage), the requested NPN-NSSAI etc.

5.
The PLMN serving AMF selects the NPN serving AMF according to the parameters described in Step 4.

6.
The PLMN serving AMF forwards the NPN Registration Request to the dedicated NPN AMF. It may also send some additional information that it from the PLMN UE Context e.g. UE's PLMN temporary identifiers, UE's security credentials/keys derived from the PLMN authentication, UE-specific DRX parameters.

7.
Based on local policy and configuration, the NPN serving AMF may choose to perform additional Non-3GPP-based authentication using the UE's NPN identifier and credentials, or skip the 3GPP authentication but may perform another non-3GPP based enterprise-level authentication (e.g. EAP-based procedures)

8.
The NPN serving AMF set up a second UE context in the serving RAN. Since the NPN serving AMF does not have the direct N2 connection with the serving RAN, this context setup message is relayed by the PLMN serving AMF.

9.
The NPN serving AMF sends the NPN Registration result (e.g. Registration Accept or Registration Reject) to the PLMN serving AMF. It may also indicate whether the connection should be maintained after Registration, depending on Follow-on flag or pending data indication in NPN Registration request.

10.
The PLMN serving PLMN forwards the NPN Registration result message in a PLMN container NAS message (e.g. DL NAS Transfer) to the UE. 

11.
The PLMN serving PLMN may release or maintain the connection according to the indication received from the NPN serving AMF.

Editor's note:
It is FFS how NPN PDU Sessions and user plane are established.

Editor's note:
It is FFS how network slicing related aspects are handled.

Editor's note:
Security aspects for NPN NAS messages and NPN user plane are FFS.
6.22.3
Option2: Standalone Non-Public Network
6.22.3.1
Standalone NPN architecture
As shown in Figure 6.22.3.1-1 and Figure 6.22.3.1-2, the standalone NPN (i.e. Non-Public Network) is deployed and shall interact with the PLMN Network. The NPN has its own RANs and Core Network in the enterprise coverage. The NPN user has both a subscription of the PLMN and a subscription of the NPN, and it shall register to the PLMN/NPN firstly before using the PLMN/NPN data service. 
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Figure 6.22.3.1-1: UE registers to PLMN via the Standalone NPN
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Figure 6.22.3.1-2: UE registers to Standalone NPN via the PLMN
Compared to the Option1, the same principles can be applied in the standalone NPN architecture, e.g. the first AMF acts as a proxy to relay the signalling between UE and the second AMF, the UE maintains separate Mobility Management context for the NPN and PLMN respectively, except the following aspects:
· The Proxy-AMF is not always the PLMN AMF. Instead, the Proxy-AMF can be either the PLMN AMF or NPN AMF, which depends on the UE location. For example, if UE is in NPN coverage and deregistered in PLMN and NPN, when it need to initiate the PLMN data service, it shall register to the NPN firstly and then register to the PLMN via the NPN AMF(i.e. Proxy-AMF). When the UE moves from the NPN coverage to PLMN coverage, the handover is performed, i.e. the PLMN AMF becomes the Proxy-AMF. 

· There is no N2 connection between the serving RAN and AMF that is not the Proxy-AMF, e.g. if UE is in coverage of PLMN, the NPN N2 info is relayed via the N2 connection (between serving RAN and AMF) and the N14 connection(between NPN AMF and PLMN AMF) .

· The NPN/PLMN data service is routed to NPN/PLMN via the establishment of a PDU session with a NPN UPF and a PLMN UPF in the path of PDU session. Correspondingly, the paging is always triggered by the N3-UPF.

In order to minimize interruption time for the registration procedure during the handover, the registration procedure to other network can be performed before the handover.
6.22.3.2
Procedures

Editor's note:
This clause describes services and related procedures for the solution.
6.22.3.2.1a
NPN registration via the PLMN
The same procedure in clause 6.22.2.2.1 is used. 
6.22.3.2.1b
PLMN registration via the NPN
The same procedure in clause 6.22.2.2.1 is used, except that the UE shall register to the NPN firstly and then register to the PLMN via the NPN AMF (i.e. Proxy-AMF).
6.22.4
Impacts on Existing Nodes and Functionality
Editor's note:
This clause captures impacts on existing 3GPP nodes and functional elements.
6.22.5
Solution Evaluation

Editor's note:
This clause provides an evaluation of this solution.
******************* End of Changes *******************
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