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[bookmark: OLE_LINK6]Abstract of the contribution: This contribution discuss the service discovery, and a conclusion is proposed based on the analysis.
1 Introduction
In Rel-15 when the NF consumer do the Target NF Instance discovery, all the discovery related function(NF discovery, NF instance selection) is put on the NF consumer. In Rel-16 two types of NF/NF Service Discovery have been proposed till now. In this paper, we give an analysis on these two types discovery. The conclusion is proposed.  
2 Discussion
2.1 NF/NF Service Discovery
No matter which Discovery mechanism is to be adopted, it is not expected that the SF store the per UE granularity related information and the following communication depending on that stored information. Otherwise the scalability will be an issue to be resolved.  
Principal 1: The Service framework function shall not store per UE granularity related information, which is used for the communication between the consumer and producer. 

Currently, the alternative solutions in the TR can be categorized into the following groups:
· Cat A: Solutions in which discovery is performed by consumer service, including solution 5, solution 6, solution 14, solution 20, solution 22. The discovery result can be pointed to a set of target Service Instance.
· Cat B: Solutions in which discovery is performed by service framework, including solution 2, solution 3, solution 8, 
· Cat C: Solutions that support both, including solution 4, solution 21
The Cat A solution is similar mechanism as the one defined at the Rel-15, i.e. the discovery is processed by the consumer. The difference is that Instance selection is moved from the consumer to the Service framework. The discovery result is the target NF/NF service set or the target NF/NF service Instance. The Service framework is enhanced to select or replace a different NF/NF service instance comparing to last time handling, i.e. the target NF/NF service instance handling the process can be different. And the Service framework do the instance selection per operator’s policy, e.g. based on the load of each instance. Per UE granularity information is not required to be stored at the Service framework. The concern of the stickness between the NF/NF Service instances does not exist anymore.
The Cat B solution is different comparing the mechanism defined at the Rel-15. The consumer does not perform discovery before the communication. When the consumer wants to send a message to a service producer, it provides to the service framework the discovery related parameter together with the real message it wants to send. The service framework selects producer instance and forward the message to the producer instance. 
When we check detail of Cat B solution, some issue is proposed to be discussed:
· Service Discovery each time or only for the 1st time: 
· Service Discovery is executed each time. If that, the solution requires the service consumer to carry discovery information in each message sent out. Normally once the service instance is selected, the UE context information is kept within one dedicated service set where the service instance belonged to. The change of service set mostly happens only due to mobility (e.g. AMF change due to cell change) or OAM related events. If the discovery is executed each time, it is impossible to guarantee the same service set is selected for different procedure. 
In S2#129 meeting it has been agreed to support the different procedure can go to Target NF/NF service instance from different vendor. However due to the delay of context transferring from one set to another set (e.g. different vendor’s specific format conversion), and the seamless service continuity loss (e.g. historical analysis data lost), it is not expected that for each process the target NF/NF Service Instance can be changed to any potential NF/NF Instance. The change of the Target NF/NF service set shall be designed carefully and avoided to be abused for any case. 
Per that consideration, it can be assumed that the target NF/NF Service instance should always within the same set but can be in different instance. To support that, if discovery is done each time, the service framework is expected to store per UE granularity information. This break the above principle 1. 
· Service Discovery is executed only for the 1st time. And the consumer store the 1st time discovery result or resource URI returned from the producer. All the following communication is based on the 1st time Discovery result or the resource URI returned from the producer. 
If the Service Discovery is delegated to the Service Framework, i.e. the consumer sends message together discovery information to the Service Framework and Service Framework discovers producer, the end to end security is not supported since the consumer does not have the URI of the producer. But in case the service discovery is executed at consumer, since the consumer has URI of the producer, the HTTP tunnel mode proxy can be supported, which supports end to end HTTP security.
In addition, since the consumer does not know the URI of the producer, the tunnel mode HTTP proxy cannot be supported. It is not clear whether the Service Framework needs to store per UE granularity binding in order to correlate the response with request message for the sending of the response to the consumer instance.
Observation 1: If the Discovery function is delegated to the Service framework, it is not expected to trigger discovery each time and the discovery shall only be executed at first time. 
Observation 2: If the Discovery function is delegated to the Service framework, the end to end HTTP security between consumer and producer is not supported. It is not clear whether the Service Framework needs to store per UE granularity binding in order to send response message back to correct consumer instance.

· Discovery function consideration: the following question need be checked: 

Does the Service Framework need be aware the selection logic? If we take the TS23.501 clause 6.3 as an example, we can see that the NF discover/selection is not only the parameter match, it include quite a large of logic besides the parameter match.  
So if we delegates the discovery function to Service framework, it does require the Service framework also support the related selection logic. And later if a new NF/NF Service type is introduced at later release, it also require the service framework need be upgraded. 

Observation 3: To support the Discovery function delegated to the Service framework, the related NF/NF selection logic need be moved to the Service framework. 

For Cat A solution before the communication the service discovery is executed. The potential target set of the service producer instance or target produce instances is returned. It is compatible with Rel-15. As mentioned above to put the Instance selection logic into the service framework, it also support the stickness removal. Also to support the backward compatibility issue, it is proposed that NF/NF service consumer is required to support discovery processing. 
Cat C can be regarded as a mixture of Cat A and B. In solution 4, there are 2 modes: explicit mode and implicit mode. For explicit mode, it is just the same as Cat A. for implicit mode, it is the same as Cat B, and the same issues apply. 

Open Issue: 
For Cat B solution, if the service discovery is not need be done each time, why that can not be done early even before the 1st time communication, then one unify communication mechanism can be adopted? 
One advantage from the CC explanation is that the Service framework may have more information to determine more suitable set. It is not clear on why the Service framework can select the more suitable target NF/NF service set as the NF/NF Service status information can also be aware by the NRF? Also some network topology information, e.g. neighbour TAI, the consumer have more information on that. 

Conclusion 1: The consumer service is required to support the discovery processing. The Service framework supports to do the instance selection based on the indicated target NF/NF service identifier.

To support a big network, distributed service framework deployment need be considered, e.g. due to different DC. For this type of service framework it is called as unit/cluster service framework. To support inter unit/cluster service framework service discovery, the NRF based mechanism can be reused. There are no reason why we need redefine a new mechanism.  
Conclusion 2: For the inter unit/cluster service framework discovery, NRF is used. The interaction with NRF is based on the service provided by NRF defined at Rel-15. 
3 Proposal
It is proposed to add the following text into TR 23.742.

/*************************** Start of the first change ************************/
[bookmark: _Toc520098773]8	Conclusions
Editor's note:	This clause will capture conclusions from the study.
8.x	Interim conclusions for Key Issue 3
Principles related to Service discovery:
· The Service framework function shall not store per UE granularity related information used for the communication between the consumer and producer.
· The NF/NF service consumer is required to support the discovery processing. The Service framework supports to do the instance selection based on the indicated target NF/NF service identifier.
· Distributed service framework deployment is supported. For the inter service framework discovery, NRF is used. The interaction with NRF is based on the NRF service defined at Rel-15.  
· If the Discovery function is delegated to the Service framework, the below issue need be considered: 
· Discovery shall only be executed one time.  
· The related NF/NF selection logic need be supported by the Service framework.
· End to end HTTPS cannot be supported?
· How to support response message sent back without per UE granularity information stored at the Service framework? 
/******************************* End of Changes ***************************/
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