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Abstract of the contribution: this pCR proposes to update solution 1 and 9 to enable that the NWDAF refuses the analytic_subscribe/analytic_request/recommendation from the NF based on the NF requested priority.
Discussion
The resources of NWDAF is limited, but the requests to the NWDAF (for prediction, analytics, and recommendation) can be numerous. Also, some internal algorithms in NWDAF to get results of the requests may require high computational complexity. So, it can be possible that the NWDAF may not produce all the results that was requested or subscribed from various NFs due to the high load and high computational complexity.

In order to address this problem, this paper proposes for NF to indicate the priority request and of subscription when the NF sent “Nnwdaf_EventsSubscription_Subscribe”, or “Nnwdaf_AnalyticsInfo_Request”, or “Nnwdaf_Recommendations_Subscribe” to the NWDAF, so that the NWDAF determines whether to accept the subscription or the request based on the priority. If the NWDAF determines to refuse the subscription or the analytic request from the NF, then the NWDAF indicates the refusal on “Related analytics” (in case Solution #1)/“Recommendations” (in case Solution #9) in the analytic/recommendation output.
Proposal
It is proposed to include the following text proposal in TR 23.791.
*** Start of change 1 ***
6.1.1.3.1
Content of Analytics requests/subscribe

6.1.1.3.1.1
General

In addition to basic SBI parameters defined in TS 29.520 [10], the requests or the subscription to analytics should contain:

-
Type of analytics: Event ID as defined in TS 23.502 [3] clause 4.15.1 , possibly fit to use cases (e.g. service quality of network slice, UE expected behaviour, CP or UP related analytics, etc). This EventID is the same as the one defined in clause 6.1.1.3.
- 
Analytics filtering information: Event Filter Information (as defined in TS 23.502 clause 4.15), this set of parameter types and values enables to select which type of analytics information are requested (e.g. subset of all available analytics produced by NWDAF for the given Event ID value).
Editor's note: The exact delimitation between Analytics filtering information and Target of Event Reporting needs to be clarified.
-
Target of Event Reporting (as defined in TS 23.502 clause 4.15.1): the object targeted by analytics/predictions (e.g. slice, region, NF set, NF Id, UEs, group of UE(s), any UEs). The Target of event reporting defined in TS 23.502 [3] clause 4.15.1 is reused (and extended) for that purpose. Details on this information is described in clause 6.1.1.3.1.2.
-
Observation period: time interval [start..end] covered by the computation, either in the past or in the future, expressed as positive or negative offsets to the present. An interval in the past is a request for statistics. An interval in the future is a request for predictions. A default value means statistics in the recent past, with a time range defined by the NWDAF.

-
A Notification Target Address (+ Notification Correlation ID) as defined in TS 23.502 [3] clause 4.15.1, allowing the Event Receiving NF to correlate notifications received from the NWDAF with this subscription.
- 
Event Priority: the relative priority of the request expressed as a non-negative number from 0 (the highest priority) to D (the lowest priority). With this parameter, the NWDAF determines whether to accept of the analytic request/subscribe or not.
-
Event Reporting Information (as described in the TS 23.502 [3] Table 4.15.1-1).

This parameter already supports the configuration of the Mode of Reporting (e.g. reporting up to a maximum number of reports allowing a one-shot analytics request, periodic reporting along with periodicity, reporting up to a maximum duration) or the request to notify immediately the current status of the subscribed statistics, if available, to the requesting NF.

-
Optional preferences on analytics (e.g. computation constraints).

NOTE:
The exact definition of preferences on analytics/predictions is left for the normative phase.

6.1.1.3.1.2
Target of Event Reporting

In TS 23.502 [3] clause 4.15.1, the target of event reporting could indicate entities such as specific UEs, or PDU session, a group of UE(s) or any UE (i.e. all UEs) with possible filtering based on e.g. DNN, S-NSSAI. The entities that can be indicated by the target of event reporting are extended for the generation of analytics. The target of event reporting is a set of value assertions (i.e., Target Type = value) which determines which entities are concerned for the production of relevant analytics.

Each parameter may or may not support wildcards. In case of wildcards, it shall be possible to specify either an empty wildcard meaning "all values", or a constrained wildcard by denoting a range of values.

The parameters may be organized as a set of additional value assertions (e.g. equality assertions, wildcards).
Table 6.1.1.3.1.2-1 describes the level roles and examples of parameters associated with a target of event reporting.

Table 6.1.1.3.1.2-1

	Level
	Level role
	Example of Target Type
	Value assertion (examples)

	0
	slice ID
	S-NSSAI
	= "MBB"

	1
	NF ID
	NF, NF set, NF region
	= "all NFs"

	2
	user ID
	SUPI/PEI/GPSI, group ID
	= "All UE-groups"

	3
	Area/location
	TAI, Cell ID, geographical area, area type (rural/urban)
	= "Cell-3"

	4
	Application
	DNN, Application Identifier
	= "MMS"


NOTE 1:
The exact definition of parameters is left for the normative phase.

NOTE 2:
The need and usage of NF related Target Type (level 2 in table 6.1.1.3.1.2-1) is to be defined in conjunction with SA WG5, if SA WG5 determines the need for it.
In complement, the output mode mode may be used to determine whether the provided statistics are aggregated for all entities that are targeted or individually listed i.e. provided for each individual Target. For at most one single Target Type and one single parameter within a subscription, it should be possible to specify if it is individually listed. This permits to collect an array of statistics on one single dimension, in order for the consumer NF to compare statistics and facilitate its decisions.

When level aggregation is chosen, the cumulative or mean value of the measurement shall be provided, depending on the type of statistics. For instance, if the statistics "registration counter" is requested aggregated, only one aggregated counter is provided which totalizes counters on the various. Aggregation rules should be specified per statistics type.

When individually listed, all individual values of the target parameter corresponding to the wildcard are requested. For instance, if the statistics "number of registrations" is requested as an individually list at level UserGroup-ID, an array of statistics is provided, one per each value of UE-groups (e.g. list of <UE-group-counter>=<number of registrations>).

Table 6.1.1.3.1.2-2 describes a simplified example of content of Subscription/Request with event parameter value of the Event Filter Information and Target of Event Reporting including explicit list.

Table 6.1.1.3.1.2-2: Simplified example of content of Subscription/Request

	Event Parameter value
	Target of Event reporting

	Number of registrations (N)
	Slice ID = ”SliceA” and AFId= “App1“ and [<UE-group1>; <UE-group2 >; <UE-group3>]

	Service satisfaction level (R)
	


6.1.1.4
How NWDAF provides analytics
6.1.1.4.1 General
A NF subscribes to or requests analytics using the Nnwdaf service defined in clause 6.1.1.1 that needs to allow new EventIds to resolve the existing key issues.

The NWDAF functionality does not overlap the existing NF functionality.

Each analytics defined in other solutions should reuse the same following framework to define the parameters of the analytics request to the NWDAF. This framework follows the framework already defined in TS 23.502 [3] clause 4.15.

6.1.1.4.2
Content of Analytics responses/notifications

In addition to basic SBI parameters defined in TS 29.520 [10], the response or the notification to analytics should contain:

-
Identification of the request/subscription including:

· Notification Correlation Id (provided in the subscription request);
· The Event ID (one of the Event Id provided in the request),

-
Target Object Values, which contains values associated with the subscribed/requested analytics e.g. UE ID (SUPI and if available GPSI), NF ID, slice Id etc.;
· The analytics output includes:

-
Related analytics (or arrays of analytics) on the requested observation period, per Target Object Value. If the NWDAF determines to reject to compute the subscribed/requested analytics, the NWDAF indicates the rejection (e.g. NULL);

-
Optional additional information:

-
Timestamp of analytics generation, which allows consumers to decide until when the received information shall be used. For instance, an NF can deem a received notification from NWDAF for a given feedback as invalid based on this timestamp;
-
Probability assertion: level of certainty, degree of confidence in statistics/prediction.

Table 6.1.1.4.1-1 describes a Simplified example of content of notification/response with Target Object Values.

Table 6.1.1.4.1-1: Simplified example of content of notification/response

	analytics for N-SSAI="SliceA" and AFId= "App1"
	Array of statistics per Target Object Value in the case of explicit list

	Number of registrations (N)
	<UE-group1, N=1973>; <UE-group2, N=29382>; <UE-group3, N=293>

	Service satisfaction level (R)
	<UE-group1, R=90%>; <UE-group2, R=95%>; <UE-group3, R=85%>


*** End of change 1 ***
*** Start of change 2 (all new text)***
6.9.1.5
Contents of subscribe and request operations

In addition to basic SBI parameters defined in TS 29.520 [10], the requests or the subscription should contain:

-
The desired recommendation on a given domain, expressed as a recRequirement object.
-
Observation period [start..end] in the future on which recommendations are requested.

-
Maximum tolerable delay for the provision of the recommendations.
- 
Event parameters for periodic notification (as defined in Solution#1),
-
Event priority (as defined in Solution#1),
-
Optional preferences on recommendations (as defined in Solution#1).
Editor's note:
whether preferences on recommendations (e.g. algorithms used, number of iterations, authorization of using subsets or samples in order to reduce computation time) are provided and the parameters regarding to the preferences on analytics/predictions is left for further study.

-
Filters(event matching parameters): already defined in Solution #2 to Key Issue#1.
A recRequirement object is composed of:
-
the recommendation registered ID in the given domain.

-
optional optimization goals: this parameter denotes the objectives of optimization requested, if several optimizations methods are possible. Several simultaneous objectives may be requested and hierachized. The requesting NF should use these goals parameters in order to fit its own strategy.
-
optional constraints per requested parameter, expressed as parameter ranges. These constraints may be used by NFs to guide recommendations by passing UE subscription profile values.
Editor's note:
it is FFS how to avoid that NWDAF works on stale user subscription information.
Editor's note:
The possibility of subscribing simultaneously to multiple recommendations is left for further study.

6.9.1.6
Contents of notifications and responses

In addition to the basic SBI parameters defined in TS 29.520 [10], the response to Request or the notification should contain:

-
Identification of the Request /Subscribe operation.

-
Optional confidence score on recommendations.

-
Possible limitations on the observation period and requested delay.

-
Recommendations: candidate recommendations relevant for the observation period, expressed as an array of elementary recommendation objects recResult. If the NWDAF determines to reject to compute the requested recommendation, the NWDAF indicates the rejection (e.g. NULL).
Each recResult is a composed of:

-
Reference to the recommendation registered ID in the recommendation domain

-
The vector of tagged parameter recommended values or value ranges,

-
Optionally: the associated impacts (a set of predicted analytics) if such parameters are chosen

-
Optionally: a preference order in order to suggest a preference among the various recResult objects

A recommended parameter may belong to the following categories.
Table 6.9.1.6-1
	Parameters categories
	Example of parameters 

	Time
	Periodic registration timer, back-off timers

	QoS
	QoS profiles

	NF
	Identification of proposed UPF

	Load
	Load reduction ratio

	UEs
	Identification of UEs suspected of performing a security attack

	Location
	List of relevant TA for the UE  e.g. for paging or mobility restriction

	Activity
	Handover/No handover, blacklist UEs


Each parameter should have a clearly defined semantic and format, and should typically be defined in a 3GPP standard.

NOTE:
The exact definition of parameter types is to be defined by other solutions.
The NWDAF may return an error if the parameters (in immediate response to subscription or request), or the traffic conditions do not permit to deliver relevant recommendations in due time. It may also return, in case of error, limitations of requested observation period and tolerable delay. It may also return, in case of coordination between different recommendations, the action it should take to use the response (wait a delay, wait for an event of another domain, etc.).
*** End of change 2 ***
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