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Abstract of the contribution: This contribution proposes an alternate convergence method for traffic of non-multipath capable transport protocols.
1.	Introduction
This proposal introduces a convergence method for traffic of non-multipath capable transport protocols, based on QUIC. By utilizing QUIC’s loss detection and congestion control features, it allows valuable information such as smoothed RTT, RTT variance, packet loss and throughput to be provided to the Performance Measurement Function (PMF) of ATSSS to assist with path determination decisions. Because this information is already built into the transport protocol, it allows for path characteristics to be passively-measured. Therefore, it does not rely on active probing which does not scale well and might consume unnecessary system resources, including power.
This proposal also leverages the connection migration feature of QUIC for ATSSS path switching. The transport comes with path validation mechanisms, such that traffic of a given QUIC connection can go over the new path upon a successful migration. This provides a way to maintain packet ordering when traffic of a flow is switched from one path to another.
This solution addresses Key Issues #1, #2 and #4.
2.	Proposal
It is proposed to modify TR 23.793 1.1.0 as follows:

***** First Change *****
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***** Next Change *****
[bookmark: _Toc524147974][bookmark: _Toc528372451]6.1.7.4	User Plane Convergence Method using L4 Multipath Solutions (MP-TCP, QUIC, MP-QUIC, SCTP, UDP generic)
This method allows transport of the IP PDUs across both accesses between the UE-AT3SF and UPu-AT3SF. It uses a Layer 4 multipath transport service enabling IP flows to use multiple paths simultaneously.
The L4 multipath transport service may use either MPTCP, QUIC, MP-QUIC, SCTP or UDP generic. MP-TCP sets up multiple TCP subflows over the different access networks, MP-QUIC several UDP flows, QUIC several UDP flows, SCTP several SCTP flows and the UDP generic approach several UDP flows.  UE-AT3SF and UP-AT3SF are responsible for managing the MP-TCP/QUIC/MP-QUIC Hybrid Access paths, including establishment and tear down.
The peers may terminate the end user layer 4 sessions before transporting the data over the access paths, effectively executing a proxy function for these end user sessions.
One or more IP addresses may be allocated, if needed, on the UPFu-AT3SF to differentiate between the flows over both accesses. Other mechanisms to provide such a differentiation are precluded. The subsequent assigned IP addresses are pushed to the peers of the layer 4 sessions using internal messages of either MP-TCP, MP-QUIC, SCTP or UDP generic (e.g. ADD_ADDRESS for MP-TCP).
The associated user plane protocol stack is shown in Figure 6.1.7.4-1.
a)	MPTCP transport.


Figure 6.1.7.4-1a: User Plane Protocol Stack with L4 Multipath between UE-AT3SF and UPu-AT3SF
b)	MP-QUIC transport.


Figure 6.1.7.4-1b: User Plane Protocol Stack with L4 Multipath between UE-AT3SF and UPu-AT3SF
c)	SCTP transport.

 
Figure 6.1.7.4-1c: User Plane Protocol Stack with L4 Multipath between UE-AT3SF and UPu-AT3SF
d)		UDP generic transport.


Figure 6.1.7.4-1d: User Plane Protocol Stack with L4 Multipath between UE-AT3SF and UPu-AT3SF
e)		QUIC transport.
[image: ]
Figure 6.1.7.4-1e: User Plane Protocol Stack with L4 Multipath between UE-AT3SF and UPu-AT3SF

***** Next Change *****
[bookmark: _Toc528372463]6.1.7.4.5 	Traffic distribution with QUIC
[bookmark: _Toc528372464]6.1.7.4.5.1	Traffic distribution over multi access using QUIC between the UE and UPu-AT3SF
[bookmark: _Toc528372465]In this mode of operation QUIC [aa] is used as a tunneling transport between the UE-AT3SF and UPu-AT3SF. This solution enables single communication flows (e.g.: IP flows) to/from the UE to use alternative paths between UE-AT3SF and UPu-AT3SF.
By utilizing QUIC’s loss detection and congestion control features [bb], valuable information such as smoothed RTT, RTT variance, packet loss and throughput can be provided to the Performance Measurement Function (PMF) of ATSSS to assist with path determination decisions. Because this information is already built into the transport protocol, it allows for path characteristics to be passively-measured. Therefore, it does not rely on active probing which does not scale well and might consume unnecessary system resources, including power.
The QUIC tunnel service between UE-AT3SF and UPu-AT3SF sets up one or more QUIC connections over the different accesses. By leveraging the connection migration feature built into QUIC, each QUIC connection can be steered or switched from one path to another. The QUIC protocol is equipped with path validation mechanisms, such that traffic of a given QUIC connection can go over the new path upon a successful migration. This provides a way to maintain packet ordering when traffic of the QUIC connection is moved from one path to another.
Establishing multiple QUIC connections between UE-AT3SF and UPu-AT3SF provides flexibility in grouping tunneled traffic based on criteria such as:
· QoS – Each QUIC connection can represent a range of QFI values, including a single value.
· IP tuples – Inner IP flow destined to a particular address may get its own dedicated QUIC connection.
· Reliability – Each QUIC connection can represent a reliability class.
Multiple streams may optionally be established within a QUIC connection to provide finer-grained traffic differentiation and characterization, e.g. each stream may represent a Quality of Service level. In addition, one or more streams within the connection may also be used to transfer unreliable datagrams [24] if desired. 
6.1.7.4.5.1.1 	Usability
This solution can be used for any PDN type and addresses traffic whose transports that are not multipath capable. For multipath capable transports such as MPTCP, SCTP, or MP-QUIC, their traffic should go directly over the corresponding access network.
Because a QUIC connection may migrate from one path to another, but not be split across the paths, this solution covers only traffic steering and switching. Because this works at the connection level, traffic belonging to a particular QUIC connection will migrate together as a group. Traffic splitting is therefore not supported by this solution.
[bookmark: _Toc528372466]6.1.7.4.5.1.2 	IP addressing
In this solution the UE-AT3SF is assigned with the IP address values to be used over each access. These IP address values are provided to the UE-AT3SF by the UPc-AT3SF. The UPu-AT3SF makes use of a single IP address for the QUIC tunnel endpoint.
***** End of Changes *****
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