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Abstract of the contribution: this proposal tries to provide solution update to support UE IP address unchanged during PSA relocation
1. Introduction
TS 23.501 has provided the SSC mode 3 mechanism to support the session and service continuity between UE and application. However, based on some offline discussion with third parties, they do have the requirement for keeping UE IP address unchanged during UE mobility and PSA relocation. And the stable UE IP address can help reduce the complexity of upper layer processing, which can contribute to reduce the end-to end latency.
For the case of source PSA and target PSA are both access to the same AF, UE mobility and PSA relocation will not affect UE and application if the UE IP address is maintained.
For the case of source PSA and target PSA are access to source AF and target AF respectively, and this application is stateless, i.e. the application context is the same at anytime, the PSA relocation can result in new TCP connection establishment (because the AF IP address has changed).While given the SSC mode 3 mechanism, the new TCP connection establishment will not impact UE and application since the old PSA connection is still existing.
For the case of source PSA and target PSA are access to source AF and target AF respectively, and this application is stateful, i.e. the application context is changing over time. The new TCP connection establishment can be avoid if the new virtualization technology, e.g. container, can be leveraged to realize application live migration. 
In conclusion, the mechanism to support UE IP address unchanged during UE mobility and PSA relocation, i.e. for SSC mode3, is helpful for achieving ideal session and service continuity.
Solution for UE IP address maintained in SSC mode 3.
When the AFs accept the SMF notification indicating PSA change and/or DNAI change for a UE (identified by the IP address/prefix of the UE or the MAC address used by the UE), the AFs can decide whether the UE’s IP address should be maintained during the SSC mode 3. And if AF decides the UE’s IP address should be maintained, the AF can send an indication to SMF for keeping UE IP address unchanged in the response.
During the interaction between AFs and SMF, N6 traffic routing rule should be negotiated, including the tunnel information for the N6.
For the step 4 of procedure 6.13.2.1, the SSC mode 3 PDU session anchor change as defined in clause 4.3.5.2 in TS 23.502, should be updated to support the SMF allocates the same UE IP address for the new PDU session.
In this solution, only one SMF is involved, therefore the UE IP address conflict can be avoided.
2. Conclusion and Proposal
The update for solution 13 is proposed to be accepted by TR23.725
* * * First Change * * *
[bookmark: _GoBack][bookmark: _Toc529343321]6.13	Solution #13 for Key Issue #3: Session continuity enhancement based on the coordination between AF and 5GC
[bookmark: _Toc529343322]6.13.1	General Description
This solution addresses the problem in the key issue 3 regarding "How to enable runtime coordination between AF and 5GC for supporting application relocation without breaking upper layer session and service continuity".
In order to enable low latency service in the 5GC, a UE may establish a SSC mode 3 PDU session, or a PDU session with UL CL or branch point. In this case, if the PDU sessions anchor (PSA) needs to be relocated due to UE mobility, the SMF needs to select a new PSA.
In order to avoid or minimize service interruption during PSA relocation, the solution proposes that, after the SMF prepares the UP path towards the new PSA, the SMF does not activate the UP path toward the new PSA immediately. Instead, the SMF sends a notification to the Application Function (AF). Before the UP path toward the new PSA is activated, application traffic data (if any exists) is routed through the old PSA..
The notification sent from the SMF to the AF indicates UP path management events as described in the TS 23.502 [3], such as 'PSA change' or 'DNAI change'. The AF can determine whether application relocation is needed according to the notification. If not, the AF can send a positive response to the notification, indicating application layer is ready, to the SMF immediately; otherwise, the AF sends the positive response after application relocation is completed or a negative response if the AF determines that the application relocation cannot be completed on time (e.g. due to temporary congestion). Once the SMF receives the positive AF response, the SMF activates the UP path toward the new PSA. After the UP path toward the new PSA is activated, data is routed through the new PSA. If the SMF receives a negative response, the SMF can cancel the PSA relocation.
The SMF can assume according to local policy a negative response if a response is expected and but not received from the AF within a certain time window.
In order to achieve the minimize service interruption and impact for the upper layer, the UE IP address is suggested to be maintained during the PSA relocation for SSC mode 3. When the AFs accept the SMF early notification indicating PSA change and/or DNAI change for a UE (identified by the IP address/prefix), the AFs can decide whether the UE’s IP address should be maintained during the SSC mode 3. And if AF decides the UE’s IP address should be maintained, the AF can send an indication to SMF for keeping UE IP address unchanged in the response. During the interaction between AFs and SMF, N6 traffic routing rule should be negotiated, including the tunnel information for the N6.
[bookmark: _Toc529343323]6.13.2	Procedures
[bookmark: _Toc529343324]6.13.2.1	Procedure of Enhancing SSC mode 3 PDU Session Anchor Change with Multiple PDU Sessions




Figure 6.13.2.1-1: Procedure of Enhancing SSC mode 3 PDU Session Anchor Change with Multiple PDU Sessions
1-2.	The SMF determines to select a new target UPF as the new PSA based on the UE location or DNAI, e.g. after the handover.
3.	In the case of early notification, the SMF send a notification indicating PSA change and/or DNAI change for a UE (identified by the IP address/prefix of the UE or the MAC address used by the UE) to the AF. 
AF can decide whether the UE’s IP address should be maintained during the SSC mode 3, based on e.g. UE’s IP address/prefix or GPSI. And if AF decides the UE’s IP address should be maintained, the AF can send an indication to SMF for keeping UE IP address unchanged in the response. N6 traffic routing rule should be negotiated between SMF and AF, including the tunnel information, to enable the N6 traffic routing between the new PSA and DN.
The AF determines whether the application layer service needs to be relocated for the UE based on the info of new PSA or DNAI, if not, the AF can send back a positive response immediately, otherwise, the AF responds the SMF with an ACK (a positive response) after the application relocation is completed successfully. If the AF sends a negative response, the SMF may decide to cancel the following PSA relocation.
NOTE 1:	The SMF determines according to local policy whether to wait for a response from the AF before continuing with the procedure of PSA relocation.
4.	SMF starts the procedure for change of SSC mode 3 PDU session anchor with multiple PDU sessions as defined in clause 4.3.5.2 in TS 23.502 [3]. And if SMF gets the AF indication that the UE IP address should be maintained, the new allocated UE IP address should be the same as the old one, and the N6 tunnel information should be transmitted from SMF to target PSA UPF for N6 traffic routing.
5.	In the case of late notification, the SMF send notification indicating PSA change or DNAI change for the UE to the AF. The AF determines whether application relocation is required for the UE based on the info of new PSA or DNAI, if not, the AF can send back a positive response immediately, otherwise, the AF responds the SMF with an ACK (a positive response) after the application relocation is completed successfully.
6.	SMF releases the old PDU session after the new PDU session is established and a positive response is received from the AF.
NOTE 2:	The SMF can assume according to local policy a negative response if a response is expected and but not received from the AF within a certain time window at the step 3 or step 5.


* * * End of Change * * *
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