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Abstract of the contribution: The proposal updates Solution #1 in order to resolve editor’s notes and other issues.
Discussion
The modifications address the following topics:
	Topic
	Reason
	Proposal

	Editor's note: The exact delimitation between Analytics filtering information and Target of Event Reporting needs to be clarified.

	1) Overlapping of Target of Event Reporting (TER) and Event Filtering Information (EFI)
2) Need for the clarification and simplification on the concept of explicit lists
	1. Limit TER to only UE, UE groups and all UE (conformant to 23.502).
2. Extension of EFI to the parameters retrieved from TER (compatible with 23.502)
3. Separate paragraph for the concept of explicit lists. The values are voluntarily restricted for rel16. The computation rules are also clarified.

	Optional preferences on computation
	1) This parameter is too vague. We mainly focus on the possibility to use it to limit the computation load if limited accuracy is acceptable/
	1. A first preference item is the preferred level of accuracy of the analytics (values low/high). There is a trade-off between the level of accuracy and the computation load.

	Various
	2) The probability assertion should be consistent with the concept of explicit lists (e.g. see Solution 4) 
	2. Probability assertion: level of certainty, degree of confidence in statistics/prediction. A probability assertion may be provided per each column of an array if an explicit list has been requested (e.g. probability of presence per TA).



Proposal
It is proposed to modify the following clause in TR 23.791. 
**** Start of Change ****
[bookmark: _Toc529000824]6.1	Solution 1: Network Data Analytics Feedback
[bookmark: _Toc529000825]6.1.1	Description
[bookmark: _Toc529000826]6.1.1.0	General
This is a solution to Key Issue#1: Analytic Information Exposure to 5GS NF.This solution is to define the framework for network data analytics feedback and the detailed parameters of the network data analytics will be defined in each of the solutions to the key issues corresponding to specific use cases.
The solution extends the features of NWDAF as exposed in clause 4.19 of TS 23.502 [3] by enabling statistics for data or events collected in the past and based on these statistics, predictions for data or events in the future. It integrates Event Filter Information, Event Reporting Information, and Target of Event Reporting as defined for network exposure framework in clause 4.15.1 of TS 23.502 [3].
[bookmark: _Toc529000827]6.1.1.1	Network data analytics Subscribe/Unsubscribe
This procedure is used by any NF service consumer) to subscribe/unsubscribe at NWDAF to be notified on analytic information, using existing Nnwdaf services defined in TS 23.502 [3]. Any entity can consume this service as far as they follow SBI defined in TS 23.502 [3].


Figure 6.1.1.1-1: Network data analytics Subscribe/unsubscribe
1.	The NF service consumer subscribes to or cancels subscription to analytic information by invoking the Nnwdaf_EventsSubscription_Subscribe/ Nnwdaf_EventsSubscription_Unsubscribe service operation.
2.	If NF service consumer subscribes to analytic information, the NWDAF notifies the NF service consumer with the analytic information by invoking Nnwdaf_EventsSubscription_Notify service operation.
[bookmark: _Toc529000828]6.1.1.2	Network data analytics Request
This procedure is used by the NF service consumer (e.g. UDM, AMF, SMF, PCF) to request and get from NWDAF analytic information, using Nnwdaf_AnalyticsInfo_Request defined in TS 23.502 [3].


Figure 6.1.1.2-1: Network data analytics Request
1.	The NF service consumer requests analytic information by invoking Nnwdaf_AnalyticsInfo_Request service operation.
2.	The NWDAF responds with analytic information to the NF service consumer.
[bookmark: _Toc529000829]6.1.1.3	How a NF requests or subscribes to analytics
A NF subscribes or requests analytics using the Nnwdaf service defined in clause 6.1.1.1 that needs to allow new EventIds to resolve the existing key issues, note that each key issue will include specific EventID and those are listed as examples here:
Table 6.1.1.3-1
	Event ID 
	Event Filter (TOR, EFI)
	Description (examples of patterns)

	UE Behavior parameters

Expected Moving Trajectory
	List of UE identities, Time, Date
	UE´s expected geographical movement
(e.g. as described in TS 23.502 [3] clause 14.5.6.3).

	UE Behavior parameters

Communication pattern
	
	UE expected communication
(e.g. communication of low latency applications at a given time and date, or

	
	
	Time and date when UE does not have any communication)

	NW performance Pattern

	NW area,
Time,
Date
	NW expected performance pattern
(e.g. Estimated load in a network area at a given time and date).



NOTE:	If Subscription information includes a UE identity or a list of UE identities, privacy issues should be taken into account, e.g. user consent.
Each analytics defined in other solutions should reuse the following same framework to define the parameters of the analytics request to the NWDAF.
[bookmark: _Toc529000830]6.1.1.3.1	Content of Analytics requests/subscribe
[bookmark: _Toc529000831]6.1.1.3.1.1	General
In addition to basic SBI parameters defined in TS 29.520 [10], the requests or the subscription to analytics should contain:
-	Type of analytics: Event ID as defined in TS 23.502 [3] clause 4.15.1 , possibly fit to use cases (e.g. service quality of network slice, UE expected behaviour, CP or UP related analytics, etc). This EventID is the same as the one defined in clause 6.1.1.3.
-	Analytics filtering information: Event Filter Information (as defined in TS 23.502 clause 4.15), this set of parameter types and values enables to select which type of analytics information are requested (e.g. subset of all available analytics produced by NWDAF for the given Event ID value). Details on this information are described in clause 6.1.1.3.1.2.
-	Target of Event Reporting (as defined in TS 23.502 clause 4.15.1): the object targeted by analytics/predictions (e.g. slice, region, NF set, NF Id, UEs, group of UE(s), any UEs). The Target of event reporting defined in TS 23.502 [3] clause 4.15.1 is reused (and extended) for that purpose. 
-	Denotation of explicit lists. Details on this information is described in clause 6.1.1.3.1.3Details on this information is described in clause 6.1.1.3.1.2.
-	Observation period: time interval [start..end] covered by the computation, either in the past or in the future, expressed as positive or negative offsets to the present. An interval in the past is a request for statistics. An interval in the future is a request for predictions. A default value means statistics in the recent past, with a time range defined by the NWDAF.
-	A Notification Target Address (+ Notification Correlation ID) as defined in TS 23.502 [3] clause 4.15.1, allowing the Event Receiving NF to correlate notifications received from the NWDAF with this subscription.
-	Event Reporting Information (as described in the TS 23.502 [3] Table 4.15.1-1).
	This parameter already supports the configuration of the Mode of Reporting (e.g. reporting up to a maximum number of reports allowing a one-shot analytics request, periodic reporting along with periodicity, reporting up to a maximum duration) or the request to notify immediately the current status of the subscribed statistics, if available, to the requesting NF.
-	Optional preferences on analytics (e.g. computation constraints): list of preference items.
NOTE:	The exact definition of preference itemss on analytics/predictions is left for the normative phase. A first proposed item is the preferred level of accuracy of the analytics (values low/high). There is a trade-off between the level of accuracy and the computation load.
[bookmark: _Toc529000832][bookmark: _Hlk527582950]6.1.1.3.1.2	Target of Event ReportingScope of analytics
The scope of analytics is denoted by the combination of Target of Event Reporting (TER) and Event Filtering Information (EFI).
In As specified in TS 23.502 [3] clause 4.15.1, the target of event reporting could indicates entities such as specific UEs, or PDU session, a group of UE(s) or any UE (i.e. all UEs) with possible filtering based on e.g. DNN, S-NSSAI. 
The Event Filter Information (as specified in TS 23.502 [3] clause 4.15)entities that can be indicated by the target of event reporting are extended for the generation of analytics. The target of event reporting is a set of value assertions (i.e., Target Type = value) which determines which restrictsentities are concerned for the production of relevant analytics.
Each parameter of TER or EFI may or may not support wildcards. In case of wildcards, it shall be possible to specify either an empty wildcard meaning "all values", or a constrained wildcard by denoting a range of values.
The parameters may be organized as a set of additional value assertions (e.g. equality assertions, wildcards).
Table 6.1.1.3.1.2-1 describes the level roles and examples of parameters associated with a target of event reporting.
Table 6.1.1.3.1.2-1
	Level
	Level role
	Example of Event Filter InformationTarget Type
	Value assertion (examples)

	0
	slice ID
	S-NSSAI
	= "MBB"

	1
	NF ID
	NF, NF set, NF region
	= "all NFs"

	2
	user ID
	SUPI/PEI/GPSI, group ID
	= "All UE-groups"

	32
	Area/location
	TAI, Cell ID, geographical area, area type (rural/urban)
	= "Cell-3"

	43
	Application
	DNN, Application Identifier
	= "MMS"



NOTE 1:	The exact definition of parameters is left for the normative phase.
NOTE 2:	The need and usage of NF related Target TypeEvent Filter (level 12 in table 6.1.1.3.1.2-1) is to be defined in conjunction with SA WG5, if SA WG5 determines the need for it.
6.1.1.3.1.3	Denotation of explicit lists
In complement, the output mode modethe parameter Denotation of Explicit Lists may be used to determine whether the provided statistics are aggregated for all entities that are targeted or individually listed i.e. provided for each individual Targetvalue. The explicit lists permit consumer NF to compare statistics and facilitate its decisions. For instance, an AMF may obtain a list of metrics per each TA.
The parameter Denotation of Explicit Lists may take one of the following values: explicit lists per UE, per UE group, per TA, per Cell, or per DNN. Additional values may be proposed in further studies. The parameter is only mono-instantiated, therefore restricts on one single dimension the collection of statisticsFor at most one single Target Type and one single parameter within a subscription, it should be possible to specify if it is individually listed. This permits to collect an array of statistics on one single dimension, in order for the consumer NF to compare statistics and facilitate its decisions.
When level aggregation is chosen, the cumulative or mean value of the measurement shall be provided, depending on the type of statistics. The cumulative value uses the same computation rules as each individual item, with just a broader computation scope. For exampleinstance, if the statistics "registration counter" is requested aggregated, only one aggregated counter is provided which totalizes counters on the various elements. . Aggregation rules should be specified per statistics type.
When individually listed, all individual matching values of the target parameter corresponding to the wildcard are requested. For instance, if the statistics "number of registrations" is requested as an individually explicit list per UE at level UserGroup-ID, then an array of statistics is provided, one per each value of UE-groups (e.g. list of <UE-group-X-counter>=<number of registrations> where X varies across UE-groups).
Table 6.1.1.3.1.23-2 1 describes a simplified example of content of Subscription/Request focusing on UEs-groups= “UE-group1, UE-group2, UE-group3”, SliceID= “SliceA”, AfID=”App1”, and denotation of explicit list “per UE groups”with event parameter value of the Event Filter Information and Target of Event Reporting including explicit list.
Table 6.1.1.3.1.23-21: Simplified example of content of Subscription/Request
	Event Parameter value
	Target of Event Reporting 
	Event Filtering Information
	Denotation of Explicit Lists

	Number of registrations (N)
	“UE-group1”; “UE-group2”; “UE-group3”
	Slice ID = "SliceA"
AFId = "App1"
	DOE=“per UE-group”

	Service satisfaction level (R)
	
	
	



[bookmark: _Toc529000833]6.1.1.4	How NWDAF provides analytics
[bookmark: _Toc529000834]6.1.1.4.1 General
A NF subscribes to or requests analytics using the Nnwdaf service defined in clause 6.1.1.1 that needs to allow new EventIds to resolve the existing key issues.
The NWDAF functionality does not overlap the existing NF functionality.
Each analytics defined in other solutions should reuse the same following framework to define the parameters of the analytics request to the NWDAF. This framework follows the framework already defined in TS 23.502 [3] clause 4.15.
[bookmark: _Toc529000835]6.1.1.4.2	Content of Analytics responses/notifications
In addition to basic SBI parameters defined in TS 29.520 [10], the response or the notification to analytics should contain:
-	Identification of the request/subscription including:
-	Notification Correlation Id (provided in the subscription request);
-	The Event ID (one of the Event Id provided in the request),
-	Target Object Values, which contains values associated with the subscribed/requested analytics e.g. UE ID (SUPI and if available GPSI), and Event filtering Information e.g. NF ID, slice Id etc.;
-	The analytics output includes:
-	Related analytics (or arrays of analytics if an explicit list has been denoted) on the requested observation period, per Target Object Value;
-	Optional additional information:
-	Timestamp of analytics generation, which allows consumers to decide until when the received information shall be used. For instance, an NF can deem a received notification from NWDAF for a given feedback as invalid based on this timestamp;
-	Probability assertion: level of certainty, degree of confidence in statistics/prediction. A probability assertion may be provided per each column of an array if an explicit list has been requested (e.g. probability of presence per TA).
Table 6.1.1.4.1-1 describes a Simplified example of content of notification/response with Target Object Values.
Table 6.1.1.4.1-1: Simplified example of content of notification/response
	analytics for N-SSAI="SliceA" and AFId= "App1"
	Array of statistics per Target Object Value in the case of explicit list

	Number of registrations (N)
	<UE-group1, N=1973>; <UE-group2, N=29382>; <UE-group3, N=293>

	Service satisfaction level (R)
	<UE-group1, R=90%>; <UE-group2, R=95%>; <UE-group3, R=85%>



[bookmark: _Toc529000836]6.1.2	Impacts on Existing Nodes and Functionality
NWDAF: New EventIds are provided. No impacts on the existing Nnwdaf interface, except for the slicing information that should become optional, as other event filters should be allowed.
Consumer NF: For a NF such as PCF or NSSF that are consumers of Nnwdaf service, the impacts are to support new EventIds if required by each of the solutions. For other new consumers, the impacts are listed the solutions to each key issue.
The solution is compatible with the existing NWDAF services as exposed in clause 4.19 of TS 23.502 [3] (NnwdafAnalyticsInfo and Nnwdaf_EventSubscription). The content of the operations for subscribe/request and notify/response of such services are extended. The solution extends the features of NWDAF as exposed in TS 23.502 [3], by enabling both analytics in the past and predictions in the future.
It integrates Event Filter Information, Event Filter information, and event target, parameters as defined for network exposure framework in clause 4.15 of TS 23.502 [3] or clause 5.3 of TS 29.518 [XXxx].
Usage of non UE targets (NFs or groups of NFs) is optional. It needs to be defined in conjunction with SA WG5. Non UE targets (e.g. NFs) may typically be requested to help optimizing NF selection.
[bookmark: _Toc529000837]6.1.3	Solution Evaluation
The solution provides application-agnostic analytics.
It enables to collect statistics in the past and predictions in the future related to various domains, leaving all decisions to the consumer NF.
This solution preserves the current defined services for analytics exposure defined in NWDAF, i.e., Nnwdaf_EventSubscription and Nnwdaf_AnalyticsInfo, as it indicates that the procedures for analytics exposure are the same as in Solution 1.
This solution keeps the alignment with the Network Exposure defined in TS 23.502 [3] clause 4.15. Nevertheless, this solution defines in detail the content of subscribe/request and notify/response messages associated with such services.
The proposed content of these messages requires the current definition of the NWDAF service operations in TS 23.502 [3] to be extended to support such solution.
The proposed extensions of the NWDAF service operations allows NWDAF to provide analytics that go beyond network slice load analytics as defined in Rel‑15 (TS 23.501 [2]) and supports thus the analytics identified as required in the Use Cases defined in clause 5.1.
**** Previous change ****
[bookmark: _Toc529000743]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
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[4]	3GPP TS 23.503: "Policy and Charging Control Framework for the 5G System".
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[13]	3GPP TS 28.550: "Management and orchestration of networks and network slicing; Performance Management; Stage 1".
[14]	3GPP TS 28.551: "Management and orchestration of networks and network slicing; Performance Management (PM); Stage 2 and stage 3".
[15]	3GPP TS 28.552: "Management and orchestration of networks and network slicing; NR and NG-RAN performance measurements and assurance data".
[16]	3GPP TS 28.553: " Management and orchestration of networks and network slicing; 5G Core Network (5GC) performance measurements and assurance data".
[17]	3GPP TS 28.554: "Management and orchestration of networks and network slicing; 5G End to end Key Performance Indicators (KPI), performance measurements and assurance data ".
[18]	3GPP TS 28.545: "Management and orchestration of networks and network slicing; Fault Supervision (FS); Stage 1".
[19]	3GPP TS 28.546: "Management and orchestration of networks and network slicing; Fault Supervision (FS); Stage 2 and stage 3".
[20]	3GPP TS 32.422: "Telecommunication management; Subscriber and equipment trace; Trace control and configuration management".
[21]	3GPP TS 29.510: "5G System; Network function repository services; Stage 3".
[xx]	3GPP TS 29.518: "5G System; Access and Mobility Management Services; Stage 3".
**** End of Changes ****
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