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Abstract of the contribution: This contribution proposes conclusion for KI#9 “Support end user devices via 5G-RG/FN-RG for wireline access network” for non-5GC-capable UEs.
Discussion
Key issue KI#9 “Support end user devices via 5G-RG/FN-RG for wireline access network” is about:
-
How to identify which end user devices (e.g., with or without 3GPP credentials UICC) using a 5G-RG/FN-RG can be connected to the 5GC, what information must be available for the 5GC about such devices, and for what purpose (e.g. charging, LI, authentication). In addition, to study which identifier is used to identify the end user devices using a 5G-RG/FN-RG.

-
How to identify, when needed, the traffic between 5G-RG/FN-RG and the 5GC network for a specific UE behind the residential gateway (e.g. for charging, lawful intercept).

These requirements have been addressed for 3GPP devices (5GC-capable UEs) in solution #11, #12 and #27 and separate conclusions for these types of devices are proposed in another paper. This paper concerns non-5GC-capable devices (e.g. non-3GPP devices) behind an RG.
For non-3GPP devices that do not support NAS but EAP based authentication, there are trusted N3GPP solutions proposed in solutions “#3: Access to 5GC from UEs without supporting NAS on non-3GPP access” and “#4: Access to 5GC from UEs without supporting NAS on non-3GPP access”. These solutions use EAP based authentication of the non-3GPP devices and 5GC will do separate authentication for each device behind the access point. These solutions support to have special per device PCC rules, charging and LI but for 5WWC use cases it requires support for trusted N3GPP solutions in the access network like solution #11.
For non-3GPP devices, Solution #10 “Support of "combo Ethernet + IP" service” addresses KI#9 by using a new type of PDU session that is a hybrid of IP and Ethernet PDU sessions (Ethernet on user plane but UPF provides also IP services). With this solution the user plane would use MAC layer toward the RG and the non-3GPP device but provide IP services (DHCP, L2 termination/router) as well so that on N6 an IP service is delivered. One comment on solution #10 is that it is described as a solution for key issue #14 (Update Location Reporting) but seems from the discussions in the last SA2 meetings that the use case it solves is tied to key issue #9. Furthermore, in 3GPP release 15, there is already support for Ethernet PDU sessions so if the RG is using an Ethernet bridge and an Ethernet PDU session, the MAC layer will be visible to UPF and then it is straightforward to have per-non-3GPP device policies based on MAC address. Note also that it is supported in rel-15 to have IP based filters (or higher layer filters) also for Ethernet PDU sessions. The rel-15 specifications also support that UPF learns the mapping between UE IP address (if used on top of Ethernet) and MAC address. This is needed to enable the UPF to support ARP and ND efficiently. If ARP request for a certain IP address is received in UPF on N6, the SMF/UPF is enabled to reply to ARP messages with the UE MAC address based on that it knows the UE IP address. This saves paging resources and battery instead of having to setup user plane for all devices. With this mapping the UPF/SMF can create rules based on the non-3GPP device IP address as well as only using the MAC address.
One way to visualize the difference between release 15 solution and #10 “combo Ethernet + IP service” solution is that what solution #10 does is to add IP services on top of the Ethernet PDU session. In our view, the same could be achieved in an implementation by using Ethernet PDU session and then adding router/ARP/DHCP services in the same box as UPF (or close to) as shown in figure below.
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Observations:

1. The use case for providing support for PCC policies, LI and charging based on non-3GPP device MAC address is small since it requires the operator to manage (e.g., via a portal) these devices. 

2. Impact for solution #10 is major on the specifications (new PDU session type, support for multiple IP addresses for a PDU session, reporting of mapping between IP and MAC address on Npcf, installing of rules/policies/actions in PCF, CHF, LI based on the reported IP/MAC address).

3. The same solution can be achieved with Ethernet PDU session but using IP services on DN.
We recommend agreeing on not specifying any further solution in release 16. 
Proposal
It is proposed to update TR 23.716 as follows. 
***** First Change *****
8.2.X
Conclusions for key issue #9
For non-3GPP devices behind RG it is recommended that no additional PDU session type is defined in release 16 as release 15 Ethernet PDU sessions and IP services are able to address the scenario without any additional modifications.
***** End of Changes *****
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