
SA WG2 Meeting #129bis
S2-1811734
November 26 - 30, 2018, West Palm Beach, USA
(was S2-181xxyy)
Source:
Qualcomm Incorporated, Ericsson, Nokia, Nokia Shanghai Bell, Deutsche Telekom
Title:
KI#1&2: Addressing open issues for solution 2
Document for:
Discussion/Approval

Agenda Item:
6.15
Work Item / Release:
FS_Vertical_LAN/Rel-16
Abstract of the contribution: This paper updates solution 2.
1
Proposal

The following changes are proposed to be applied to TR 23.734.
*** Start of changes ***

6.2
Solution 2: Closed Access Group
6.2.1
Description

The solution addresses key issue #1 ("Network discovery, selection and access control for non-public networks") and key issue #2 ("Network Identification for non-public networks").

The solution supports the following network types:

-
non-stand-alone non-public networks (i.e. non-public networks that are deployed as part of a PLMN)

The solution is based on the following principles:
-
Identities:

-
A Closed Access Group (CAG) ID uniquely identifies a closed access group (CAG) in a PLMN.

-
A human-readable network name identifies the CAG. The human-readable name may be unique.
-
The following information is broadcasted in SIB for a PLMN that supports a CAG:

-
CAG indication identifying the cell as a Closed Access Group cell.

-
Optionally cellReservedForOtherUse indication if the non-public network operator wants to prevent UEs not supporting non-public networks from accessing the cell; see also TS 38.304 [8]), e.g. in case the cell only provides access for a Closed Acess Group. UEs that support non-public networks consider a cell that broadcasts both the cellReservedForOtherUse and the CAG indication as not barred.
-
CAG ID.
-
(Optional) Human-readable network name.

-
Network and cell selection

-
UE maintains a list of CAG IDs it is authorized to access (Allowed CAG list)
-
UE configured to only access CAG cells are not allowed to register via non-CAG cells of any PLMN.
-
UE shall only automatically select and attempt to register via a CAG cell whose identity is contained in the Allowed CAG list.
-
UE shall only camp on a CAG cell if the related CAG identity is part of the UE's Allowed CAG list
NOTE:
Impacts due to the need to support emergency calls, mission critical services, etc. (if required) will be determined in the normative phase based on interaction with SA1.
-
For manual CAG selection the UE presents the list of available CAG IDs and related human-readable names (if available). If a UE has successfully registered to a CAG which was not listed in the Allowed CAG list yet, the CAG ID is added to the Allowed CAG list.

-
Subscription

-
Subscription contains the list of CAGs the UE is entitled to access (Allowed CAG list)
-
Subscription contains indication whether the UE is only allowed to access CAG cells (UE is also configured accordingly); this is to address factory devices that are supposed to remain on the CAG cells
6.2.2
Procedures


No new procedures are introduced. The following changes to existing procedures are required

-
Registration and service request

-
If the UE is accessing the network via a CAG cell:

-
NG-RAN shall provide the CAG ID to AMF
-
AMF shall verify whether the CAG ID received from the RAN is part of the UE's Allowed CAG list:
-
If the CAG ID received from the RAN is part of the UE's Allowed CAG list, then the AMF accepts the registration/service request. In case of a successful Registration procedure initiated by Manual CAG selection, the UE shall add the CAG ID to the Allowed CAG list, unless already present.
-
If the CAG ID received from the RAN is not part of the UE's Allowed CAG list, then the AMF rejects the registration/service request with an appropriate cause code. Based on this, the UE shall remove the related CAG ID from the Allowed CAG list.

-
If the UE is accessing the network via a non-CAG cell and the UE's subscription contains an indication that the UE is only allowed to access CAG cells, then the AMF rejects the registration/service request with an appropriate cause code.
-
AMF shall provide the UE's Allowed CAG list (if configured in the subscription) and an indication that the UE is only allowed to access CAG cells (if configured in the subscription) as part of the Mobility Restrictions to NG-RAN.
-
Xn based inter NG-RAN handover and Inter NG-RAN node N2 based handover
-
Based on the mobility restrictions received from the AMF:

-
Source NG-RAN shall not hand over the UE to a target NG-RAN node if the target is a CAG cell and the related CAG ID not part of the UE's Allowed CAG list

-
Source NG-RAN shall not hand over the UE to a non-CAG cell if the UE is only allowed to access CAG cells
NOTE:
Mobility restriction related aspects will be specified in coordination with RAN WGs.

-
Subscriber Data Update Notification to AMF
-
When the AMF receives the Nudm_SDM_Notification from the UDM and the AMF determines that the Allowed CAG list or the indication whether the UE is only allowed to access CAG cells have changed:

-
AMF shall update the Mobility Restrictions accordingly.
-
If the UE is currently accessing a CAG cell and the related CAG ID has been removed from the Allowed CAG list or if the UE is currently accessing a non-CAG cell and the indication that the UE is only allowed to access CAG cells has been set in the subscription, then the AMF triggers the AN release procedure.
6.2.3
Impacts on Existing Nodes and Functionality
UE
-
Support of cell (re-)selection taking CAG ID into account
-
Support of configuration to only access CAG cells
-
Support of Allowed CAG list
-
Support of manual CAG selection
RAN
-
Support of CAG related information in SIB (CAG ID, optionally human-readable network name)

-
Reporting of CAG ID to AMF via N2

-
Support of CAG related enhancements to Mobility restrictions (Allowed CAG list, indication whether UE is only allowed to access CAG cells).
-
Enhancements to Xn and N2 handover procedure to ensure Source NG-RAN does not hand over the UE to a target NG-RAN node if the target is a CAG cell and the related CAG ID not part of the UE's Allowed CAG list.

AMF
-
Verification whether UE is entitled to access a CAG cell or non-CAG cell based on subscription information (Allowed CAG list , indication whether UE is only allowed to access CAG cells)
-
Support of CAG related enhancements to Mobility restrictions (Allowed CAG list, indication whether UE is only allowed to access CAG cells)

-
Support to release UE upon subscription change (e.g. if CAG ID of the cell that the UE is currently accessing has been removed from the Allowed CAG list)
UDM
-
Support CAG related subscription enhancements (Allowed CAG list , indication whether UE is only allowed to access CAG cells)

6.2.4
Solution Evaluation

Solution 2 enables network discovery, selection and identification for non-stand-alone non-public networks by introducing the notion of Closed Access Groups (CAG). Cells that support a closed access group broadcast a CAG ID. The UE compares such a CAG ID with the CAG IDs contained in its Allowed CAG ID list before considering the cell suitable. When the UE accesses a CAG cell, then the RAN reports the CAG ID of the cell to the AMF. The AMF verifies whether the UE is entitled to access the CAG cell based on the Allowed CAG list in the subscription. In addition, UE and network can be configured to allow a UE to only access CAG cells.

*** End of changes ***
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