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First Change

6.1.3.5
Policy Control Request Triggers relevant for SMF
The Policy Control Request Triggers relevant for SMF define the conditions when the SMF shall interact again with PCF after a PDU Session establishment as defined in the Session Management Policy Establishment and Session Management Policy Modification procedure as defined in TS 23.502 [3].
The access independent Policy Control Request Triggers relevant for SMF are listed in table 6.1.3.5-1.

Table 6.1.3.5-1: Access independent Policy Control Request Triggers relevant for.SMF
	Policy Control Request Trigger
	Description
	Difference compared with table 6.2 and table A.4.3-2 in TS 23.203 [4]
	Conditions for reporting
	Motivation

	PLMN change
	The UE has moved to another operators' domain.
	None
	PCF
	

	QoS change
	The QoS parameters of the QoS Flow has changed.
	Removed
	
	Only applicable when binding of bearers was done in PCRF.

	QoS change exceeding authorization
	The QoS parameters of the QoS Flow has changed and exceeds the authorized QoS 
	Removed
	
	Only applicable when binding of bearers was done in PCRF.

	Traffic mapping information change
	The traffic mapping information of the QoS profile has changed. 
	Removed
	
	Only applicable when binding of bearers was done in PCRF.

	Resource modification request
	A request for resource modification has been received by the SMF.
	None
	SMF always reports to PCF
	

	Routing information change
	The IP flow mobility routing information has changed (when IP flow mobility as specified in TS 23.261 [11] applies) or the PCEF has received Routing Rules from the UE (when NBIFOM as specified in TS 23.161 [10] applies) 
	Removed
	
	Not in 5GS yet.

	Change in Access Type 
	The Access Type and, if applicable, the RAT Type of the PDU Session has changed.
	None
	PCF
	

	Loss/recovery of transmission resources
	The Access type transmission resources are no longer usable/again usable.
	Removed
	
	Not in 5GS yet.

	Location change (serving cell) 
	The serving cell of the UE has changed.
	Removed
	
	Not in 5GS yet.

	Location change (serving area)
	The serving area of the UE has changed.
	None
	PCF
	

	Location change (serving CN node)
	The serving core network node of the UE has changed.
	None
	PCF
	

	Change of UE presence in Presence Reporting Area (see NOTE 1)
	The UE is entering/leaving a Presence Reporting Area
	None
	PCF
	Only applicable to PCF

	Out of credit
	Credit is no longer available.
	None
	PCF
	May need validation with SA5.

	Enforced PCC rule request
	SMF is performing a PCC rules request as instructed by the PCF.
	None
	PCF
	

	Enforced ADC rule request
	TDF is performing an ADC rules request as instructed by the PCRF.
	Removed
	
	ADC Rules are not applicable.

	UE IP address change 
	A UE IP address has been allocated/released
	None
	SMF always reports allocated or released UE IP addresses
	

	UE MAC address change
	A new UE MAC address is detected or a used UE MAC address is inactive for a specific period
	New
	PCF
	

	Access Network Charging Correlation Information
	Access Network Charging Correlation Information has been assigned.
	None
	PCF
	

	Usage report


	The PDU Session or the Monitoring key specific resources consumed by a UE either reached the threshold or needs to be reported for other reasons.
	None
	PCF
	

	Start of application traffic detection and

Stop of application traffic detection 
	The start or the stop of application traffic has been detected.
	None
	PCF
	

	SRVCC CS to PS handover
	A CS to PS handover has been detected
	Removed
	
	No support in 5GS yet

	Access Network Information report
	Access information as specified in the Access Network Information Reporting part of a PCC rule.
	None
	PCF
	

	Credit management session failure
	Transient/Permanent failure as specified by the OCS
	None
	PCF
	

	Addition / removal of an access to an IP-CAN session 
	The PCEF reports when an access is added or removed
	Removed
	
	No support in 5GS yet

	Change of usability of an access 
	The PCEF reports that an access becomes unusable or usable again 
	Removed
	
	No support in 5GS yet

	3GPP PS Data Off status change  
	The SMF reports when the 3GPP PS Data Off status changes
	None
	SMF always reports to PCF
	

	Session AMBR change
	The subscribed Session AMBR has changed
	Added
	SMF always reports to PCF
	

	Default QoS change
	The subscribed QoS has changed
	Added
	SMF always reports to PCF
	

	Removal of PCC rule
	The SMF reports when the PCC rule is removed 
	Added
	SMF always reports to PCF
	

	QoS targets of the QoS Flow cannot be fulfilled or can be fulfilled again
	The SMF notify the PCF when receiving notification from RAN that QoS targets of the QoS Flow cannot be fulfilled or can be fulfilled again
	Added
	
	

	NOTE 1:
The maximum number of PRA(s) per UE per PDU Session is configured in the PCF. The PCF may have independent configuration of the maximum number for Core Network pre-configured PRAs and UE-dedicated PRAs. The exact number(s) should be determined by operator in deployment.


NOTE 1:
In the following description of the access independent Policy Control Request Triggers relevant for SMF, the term trigger is used instead of Policy Control Request Trigger where appropriate.

The Resource modification request trigger shall trigger the PCF interaction for all resource modification requests not tied to a specific QoS Flow received by SMF. The resource modification request received by SMF may include request for guaranteed bit rate changes for a traffic aggregate and/or the association/disassociation of the traffic aggregate with a 5QI and/or a modification of the traffic aggregate.

If the Location change trigger is armed, the SMF shall activate the relevant access specific procedure which reports any changes in location to the level indicated by the trigger. If credit-authorization triggers (specified in clause 6.1.3 of TS 23.203 [4]) and Policy Control Request Triggers require different levels of reporting of location change for a single UE, the location to be reported should be changed to the highest level of detail required. However, there should be no report to PCF being triggered if the report received is more detailed than requested by the PCF.

The enforced PCC rule request trigger shall trigger a SMF interaction to request PCC rules from the PCF for an established PDU Session. This SMF interaction shall take place within the Revalidation time limit set by the PCF in the PDU Session related policy information.

The UE IP address change trigger shall trigger a SMF interaction with the PCF in case a UE IP address is allocated or released during the lifetime of the PDU session.

The UE MAC address change trigger shall trigger a SMF interaction with the PCF in case a new UE MAC address is detected or a used UE MAC address is inactive for a specific period during the lifetime of the Ethernet type PDU session.

NOTE 2:
The SMF instructs the UPF to detect new UE MAC addresses or used UE MAC address is inactive for a specific period as described in TS 23.501 [2].

The Access Network Charging Correlation Information trigger shall trigger the SMF to report the assigned access network charging identifier for the PCC rules that are accompanied with a request for this trigger at activation.

If the Usage report trigger is set and the volume or the time thresholds, earlier provided by the PCF, are reached, the SMF shall report this situation to the PCF. If both volume and time thresholds were provided and the thresholds, for one of the measurements, are reached, the SMF shall report this situation to the PCF and the accumulated usage since last report shall be reported for both measurements.

The management of the Presence Reporting Area (PRA) functionality enables the PCF to subscribe to reporting change of UE presence in a particular Presence Reporting Area.

NOTE 3:
PCF decides whether to subscribe to AMF or to SMF for those triggers that are present in both tables 6.1.2.5-2 and 6.1.3.5-1. If the Change of UE presence in Presence Reporting Area trigger is available on both AMF and SMF, PCF should not subscribe to both AMF and SMF simultaneously.

Upon every interaction with the SMF, the PCF may activate / deactivate reporting changes of UE presence in Presence Reporting Area by setting / unsetting the corresponding trigger by providing the PRA Identifier(s) and additionally the list(s) of elements comprising the Presence Reporting Area for UE-dedicated Presence Reporting Area(s).

The SMF shall subscribe to the UE Location Change notification from the AMF by providing an area of interest containing the PRA Identifier(s) and additionally the list(s) of elements provided by the PCF as specified in TS 23.501 [2], clause 5.6.11 and TS 23.502 [3], clause 5.2.2.3.1.

When the Change of UE presence in Presence Reporting Area trigger is armed, i.e. when the PCF subscribes to reporting change of UE presence in a particular Presence Reporting Area and the reporting change of UE presence in this Presence Reporting Area was not activated before, the SMF shall activate the relevant PDU Session specific procedure which reports when the UE enters or leaves a Presence Reporting Area (an initial report is received when the PDU Session specific procedure is activated). The SMF reports the PRA Identifier(s) and indication(s) whether the UE is inside or outside the Presence Reporting Area(s), and indication(s) if the corresponding Presence Reporting Area(s) is set to inactive by the AMF to the PCF.

NOTE 4:
The serving node can activate the reporting for the PRAs which are inactive as described in the TS 23.501 [2].

When PCF is not subscribed to change of UE presence in Presence Reporting Area for a particular Presence Reporting Area, the SMF shall deactivate the relevant PDU Session specific procedure which reports when the UE enters or leaves a Presence Reporting Area.

The SMF stores PCF subscription to reporting for changes of UE presence in Presence Reporting Area and notifies the PCF with the PRA Identifier(s) and indication(s) whether the UE is inside or outside the Presence Reporting Area(s) based on UE location change notification in area of interest received from the serving node according to the corresponding subscription.

When a PRA set identified by a PRA Identifier was subscribed to report changes of UE presence in Presence Reporting Area by the PCF, the SMF additionally receives the PRA Identifier of the PRA set from the AMF, along with the individual PRA Identifier(s) belonging to the PRA set and indication(s) of whether the UE is inside or outside the individual Presence Reporting Area(s), as described in TS 23.501 [2].

The Start of application traffic detection and Stop of application traffic detection triggers shall trigger an interaction with PCF once the requested application traffic is detected (i.e. Start of application traffic detection) or the end of the requested application traffic is detected (i.e. Stop of application traffic detection) unless it is requested within a specific PCC Rule to mute such interaction for solicited application reporting or unconditionally in case of unsolicited application reporting. The application identifier and service data flow descriptions, if deducible, shall also be included in the report. An application instance identifier shall be included in the report both for Start and for Stop of application traffic detection when service data flow descriptions are deducible. This is done to unambiguously match the Start and the Stop events.

At PCC rule activation, modification and deactivation the SMF shall send, as specified in the PCC rule, the User Location Report and/or UE Timezone Report to the PCF.

NOTE 5:
At PCC rule deactivation the User Location Report includes information on when the UE was last known to be in that location.

The PCF shall send the User Location Report and/or UE Timezone Report to the AF upon receiving an Access Network Information report corresponding to the AF session from the SMF.

If the trigger for Access Network Information reporting is set, the SMF shall check the need for access network information reporting after successful installation/modification or removal of a PCC rule or upon termination of the PDU Session. The SMF shall check the Access Network Information report parameters (User Location Report, UE Timezone Report) of the PCC rules and report the access network information to the PCF. The SMF shall not report any subsequent access network information updates received from the PDU Session without any previous updates of related PCC rule unless the associated QoS Flow or PDU Session has been released.

If the SMF receives a request to install/modify or remove a PCC rule with Access Network Information report parameters (User Location Report, UE Timezone Report) set the SMF shall initiate a PDU Session modification to retrieve the current access network information of the UE and forward it to the PCF afterwards.

If the Access Network Information report parameter for the User Location Report is set and the user location (e.g. cell) is not available to the SMF, the SMF shall provide the serving PLMN identifier to the PCF which shall forward it to the AF.

The Credit management session failure trigger shall trigger a SMF interaction with the PCF to inform about a credit management session failure and to indicate the failure reason, and the affected PCC rules.

NOTE 6:
As a result, the PCF may decide about e.g. PDU Session termination, perform gating of services, switch to offline charging, change rating group, etc.

NOTE 7:
The Credit management session failure trigger applies to situations wherein the PDU Session is not terminated by the SMF due to the credit management session failure.

The Session AMBR change and the default QoS change triggers shall trigger the PCF interaction for all changes in the Session AMBR or default QoS data received in SMF from the UDM.

The default QoS change trigger reports a change in the default 5QI/ARP retrieved by SMF from UDM, as explained in clause 5.7.2.7 of TS 23.501 [2].
If the PCC Rules bound to a QoS Flow are removed when the corresponding QoS Flow is removed or the PCC rules are failed to be enforced, the SMF shall report this situation to the PCF and the PCF may update the PCC rules for an established PDU Session.

If the QoS targets of the QoS Flow cannot be fulfilled or can be fulfilled again trigger is armed and the SMF receives notification from (R)AN indicating that QoS targets of the QoS Flow cannot be fulfilled or can be fulfilled again, the SMF shall report this situation to the PCF for those PCC rules which are bound to this QoS Flow and have the QoS Notification Control (QNC) parameter set. The PCF may update the PCC rules for an established PDU Session.
In an interworking scenario between 5GS and EPC/E-UTRAN, as explained in the TS 23.501 [2], clause 4.3, the PCF may subscribe via the SMF also to the Policy Control Request Triggers described in clause 6.1.2.5 when the UE is served by the EPC/E-UTRAN.
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6.2.1.3
Policy control subscription information management

The PCF may request subscription information at PDU Session establishment and at UE Context Establishment.

The PCF may receive notifications on changes in the subscription information. Upon reception of a notification, the PCF shall make the policy control decisions necessary to accommodate the change in the subscription and shall update the SMF and/or the AMF if needed.

NOTE:
How the PCF provisions/retrieves information related with policy control subscription data is defined in TS 23.501 [2].

The policy control subscription profile information provided by the UDR at UE context establishment using Nudr service for Data Set "Policy Data" and Data Subset "UE context policy control" is described in Table 6.2-1:

Table 6.2-1: UE context policy control subscription information
	Information name
	Description
	Category

	Subscriber categories
	List of category identifiers associated with the subscriber
	Optional

	Tracing Requirements
	Tracing requirements as defined in TS 32.421 [xx]
	Optional


The policy control subscription profile information provided by the UDR at PDU Session establishment, using Nudr service for Data Set "Policy Data" and Data Subset "PDU Session policy control" is described in Table 6.2-2.

Table 6.2-2: PDU Session policy control subscription information
	Information name
	Description
	Category

	Allowed services
	List of subscriber's allowed service identifiers
	Optional

	Subscriber categories 
	List of category identifiers associated with the subscriber
	Optional

	Subscribed GBR
	Maximum aggregate bitrate that can be provided across all GBR QoS Flows in the DNN
	Optional

	ADC support
	Indicates whether application detection and control can be enabled for a subscriber
	Optional

	Subscriber spending limits control
	Indicates whether the PCF must enforce policies based on subscriber spending limits
	Optional

	IP index information
	Information that identifies the IP Address allocation method during PDU Session establishment
	Optional

	Charging related information
	This part defines the charging related information in the policy control subscription profile
	

	Default charging method
	Default charging method for the PDU Session (online / offline)
	Optional

	CHF address
	The address of the Charging Function
	Optional

	Usage monitoring related information
	This part includes a list of usage monitoring profiles associated with the subscriber. Each usage monitoring profile is logically associated with a particular operator offer, and includes the following elements
	

	Monitoring key
	An identifier to a usage monitoring control instance that includes one or more PCC rules
	Conditional (NOTE 1)

	Usage monitoring level
	Indicates the scope of the usage monitoring instance (PDU Session level or per Service)
	Optional

	Start date
	Start date and time when the usage monitoring profile applies
	Optional

	End date
	End date and time when the usage monitoring profile applies
	Optional

	Volume limit
	Maximum allowed traffic volume
	Optional

	Time limit
	Maximum allowed resource time usage
	Optional

	Reset period
	Time period to reset the remaining allowed consumed usage for periodic usage monitoring control (postpaid subscriptions)
	Optional

	MPS subscription data
	This part defines the MPS subscription information in the policy control subscription profile
	

	MPS priority
	Indicates subscription to MPS priority service; priority applies to all traffic on the PDU Session
	Conditional (NOTE 1)

	IMS signalling priority
	Indicates subscription to IMS signalling priority service; priority only applies to IMS signalling traffic
	Conditional (NOTE 1)

	MPS priority level
	Relative priority level for multimedia priority services
	Conditional (NOTE 1)

	NOTE 1:
The information is mandatory if the specific part is included in the subscription information (e.g. the monitoring key is mandatory if the usage monitoring information part is included)


Table 6.2-3: Remaining allowed usage subscription information
	Information name
	Description
	Category

	Remaining allowed usage related information
	This part includes a list of Remaining allowed usage associated with the subscriber.
	

	Monitoring key
	An identifier to a usage monitoring control included one or more PCC rules
	Conditional (NOTE 1)

	Usage monitoring level
	Iindicates the scope of the usage monitoring (PDU Session level or service level)
	Optional

	Volume usage
	Remaining allowed traffic volume
	Optional

	Time usage
	Remaining allowed resource time usage
	Optional

	NOTE 1:
The information is mandatory if the specific part is included in the subscription information (e.g. the monitoring key is mandatory if the usage monitoring information part is included)


The Allowed services may comprise any number of service identifiers allowed for the subscriber in the PDU Session. The PCF maps those service identifiers into PCC rules according to local configuration and operator policies.

The Subscriber category may comprise any number of identifiers associated with the subscriber (e.g. gold, silver, etc.). Each identifier associates operator defined policies to the subscriber that belong to that category.

The Usage monitoring related information may comprise any number of usage monitoring control instances associated with the subscriber. In each usage monitoring control instance is mandatory to include the Monitoring key. The Reset period only applies to usage monitoring control instances that periodically reset the allowed usage (e.g. daily, monthly, etc.). If the Reset period is not specified, the usage monitoring control instance ends when the allowed data is consumed or when the End date is reached. The usage monitoring related information is used by the PCF instead of the respective information for the subscriber category.

The policy subscription profile may be extended with operator-specific information. Operator-specific extensions may be added both to any specific part of the policy control subscription information (e.g. to the subscriber category part), or as a new optional information block.

Handling of operator specific policy data by the PCF is out of scope of this specification in this release.

The policy control subscription profile information provided by the UDR at UE context establishment using Nudr service for Data Set "Policy Data" and Data Subset "Policy Set Entry" is described in Table 6.2-4.

Table 6.2-4: Policy Set Entry

	Information name
	Description
	Category

	Policy Set Entry
	List of PSIs and content for each PSI. Content may be Access Network Discovery & Selection Policy Information or UE Route Selection Policy information or both.
	Optional


The subscriber data provided by the UDR using Nudr service for Data Set "Subscriber Data" and Data Subset "Access and Mobility Subscriber Data" is described in TS 23.502 [3], Table 5.2.3.3.1-1.
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