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Abstract of the contribution: This contribution addresses KI1 “Mutually exclusive access to Network Slices” and in particular, identifying whether improvements to existing Release 15 System procedures are needed when controlling the access to mutually exclusive Network Slices, including aspects of both UE and network”
1. Discussion

This paper proposes to document a new solution includes using Rel.15 procedures supporting network slicing while still enabling the operator to control access to network slices that should not be accessed simultaneously.

1.1 Background
In Rel. 15 the procedures whereby a UE is assigned network slices relies on a somehow a simple mechanism: 
1) The UE requests one or more network slices that satisfy requirements from applications running in the UE. The selection of slices requested by the UE may be based on pre-configuration or Network initiated UE configuration, e.g., through a UCU procedure or as a result of a Registration procedure.
2) The Network decides the set of network slices that can be granted and it communicates this decision to the UE, e.g., by providing an Allowed NSSAI either in the Registration Accept message or through a UE Configuration Update procedure

3) The UE then uses this network slice set to request access to User Plane resources e.g., during a PDU Session Establishment procedure or a Service Request procedure

Observation 1: Enabling the Network to control access to mutually exclusive slices should not unnecessarily raise the complexity of the procedure as the main aspect that is missing is how slice selection rules are communicated to the UE before the UE requests access to User Plane resources.

Observation 2: Furthermore, controlling access to network slices should not modify key agreed concepts such as the characteristic of network slices contained in the Allowed NSSAI. To this end, it is important to clarify that slices that cannot be accessed simultaneously do not necessarily become disallowed. 
Thus, two or more network slices that cannot be accessed simultaneously can still be included in the Allowed NSSAI as long as the UE does not request simultaneous access to these slices when requesting UP resources.
1.2 Proposed Solution

We propose that the UE be provided with the full set of Allowed NSSAI, as per Rel.15 and that the information on whether two or more S-NSSAI contained in the Allowed NSSAI are mutually exclusive be provided in addition to the Allowed NSSAI.
The proposal is further outlined below in fig.1
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Fig, 1

0. As seen in fig. 1, during the Registration procedure, the UE provides an indication on its preference as to what network slices should be accessed at any time. The UE may use pre-configured information, Network provided information, e.g., through the UE Configuration Update command or other available information

1. The UE provides its preference as to what slices should or should not be accessed if two or more slices are mutually exclusive. 

2-21 As per current specification

22.  The Network derives the set of network slices that can and cannot be accessed simultaneously. The Network may use the preference provided by the UE during the registration request to derive the exclusion rule. The exclusion rule may indicate the conditions under which the UE can simultaneously access network slices. 

Note that similar to the derivation and construction of the Allowed NSSAI which is provided upon successful registration, a new set of exclusion rules may also be provided at any time. E.g., upon a successful Registration procedure or through a UCU procedure.
2. Proposal
It is proposed to agree the new solution into TR 23.740.
* * * First change * * * *

6.X
Solution #X: Enabling access control to network slices that cannot be access simultaneously 
6. X.1
Introduction
The UE should be provided with the full set of Allowed NSSAI, as per Rel.15 and that the information on whether two or more S-NSSAI contained in the Allowed NSSAI are mutually exclusive be provided in addition to the Allowed NSSAI. The UE can then use this information when requesting access to UP resources, e.g., through a PDU Session Establishment procedure or a Service Request procedure.
This solutions assumes the Network control of access to Network Slices is realized during the establishement of a PDU Session of any Type. Network Slice Exclusion rules are provided to the UE during the Registration procedure and they may also be provided during the UE Configuration Update Procedure.
The solution assumes Release 15 Architectural Principles apply, whereby “The AMF instance serving the UE logically belongs to each of the Network Slice instances serving the UE, i.e. this AMF instance is common to the Network Slice instances serving a UE”
The solutions assumes during the SMF selection, that the NSSF (or AMF if configured accordingly) is configured to apply Mutual exclusion rules. This will prevent a UE, which is requesting accesss a Network Slice that is mutually exclusive to slices that are already accessed. A UE may request access to Network Slices that are mutully exclusive e.g., due to USIM swap.
The solution assumes that the UE is capable of prioritizing which application(s) associated to network slices are required at a given time, and it applies this knowledge when exclusing rules need to be acted upon. How the UE prioritizes the establishment of PDU Session could be based on local rules or URSP rules, as defined in TS 23.503:  “UE Route Selection Policy (URSP): This policy is used by the UE to determine if a detected application can be associated to an established PDU Session, can be offloaded to non-3GPP access outside a PDU Session, or can trigger the establishment of a new PDU Session”
6. X.2
High-level Description

6. X.3
Services and Illustrated Procedures

6.X.3.1 Registration Procedure
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0. Based on local configuration, Network provide configuration or other information, the derives its Network Slices preference in case some network slices cannot be accessed simultaneously. The UE may use pre-configured information, Network provided information, e.g., through the UE Configuration Update command or other available information to derive this preference.

1. The UE provides its preference as to what slices should or not should be accessed if two or more slices are mutually exclusive. E.g., What network slices should be accessed at any time.

2-21 As per current specification

22.  The Network derives the set of network slices that can and cannot be accessed simultaneously (e.g., a network slice exclusion rule). The Network may use the preference provided by the UE during the registration request to derive the exclusion rule. The exclusion rule may indicate the conditions under which the UE can simultaneously access network slices. 

Note that similar to the derivation and construction of the Allowed NSSAI which is provided upon successful registration, a new set of exclusion rules may also be provided at any time, e.g., upon a successful Registration procedure or through a UCU procedure.
6.X.3.2 PDU Establishment
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0.
Based on the Allowed NSSAI, network slice selection rules (e.g., exclusion rules received during during Registration procedure) and local configuration, the UE can select S-NSSAIs to request the establishment of a PDU Session, considering the S-NSSAI exclusion rules.

1.If in Step 0 the UE chooses a S-NSSAI that cannot be used simultaneously with S-NSSAI(s) where PDU Sessions are established, the UE initiates a PDU Session Release procedure of those PDU Sessions selected in step 0.  

2. The UE initiates a PDU Session Establishment procedure, providing the S-NSSAIs for PDU Session to be established selected in step 0
6. X.4
Impacts on existing services and interfaces
Editor's Note: This clause describes impacts to existing services and interfaces.

The AMF/NSSF may determine that set of rules the UE needs to follow when selecting slices that are mutually exclusive. The Network (the AMF) sends this rules during the Registration procedure or through a Configuration Update procedure.
The AMF may invoke PDU Session Release operation (Nsmf_PDUSession_ReleaseSMContext) to release PDU Session on network slices that are mutually exclusive. 

6. X.5
Evaluation

Editor's Note: This clause provides an evaluation of the solution

* * * End of change * * * *
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