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Abstract of the contribution: This PCR proposes the solution for Slicing Group support for mutually exclusive access to network slices to be incorporated into FS_eNS TR.
This PCR proposes the solution to support mutually exclusive access in network slicing by organizing the network slices into Mutually Exclusive Access Slicing Groups in 5GS.  All network slices within the slicing group can serve the UE simultaneously within the 5GS.  However, network slices that are not in the same slicing group cannot serve the UE simultaneously within the 5GS.

*** Start of changes ***
6.x
Solution#x: Slicing Group Support for Mutually Exclusive Access to Network Slices
The intent of this solution is to support mutually exclusive access of network slices in 5GS as shown in Figure-6.x.1-1 below.  Within a group of network slices, each network slice can serve the UE simultaneously with other network slice(s) within the 5GS.  However, network slices that are not in the same group cannot serve the UE simultaneously within the 5GS.
6.x.1
Introduction
6.x.1.1
Design principles

The design principles of the proposed solution to support Mutually Exclusive Access of network slices are as follows: 

· Minimum impact to the existing Rel-15 network slicing signaling procedures between the UE and the network

· Minimum impact to the UE’s registration  and PDU Session Management procedures

· Minimum impact to the slice selection procedure

· No impact to Rel-15 UE 

· No impact to other basic system procedures such as the Mobility Management procedure, UE Configuration Update procedures etc. 

· No impact to Rel-15 roaming procedure
· No impact to Rel-15 URSP/NSSP support for network slicing service mapping
6.x.1.2
Working Assumptions and Concepts of Mutually Exclusive Access Slicing Group

6.x.1.2.1
Working Assumptions 

1) In this proposal, it assumes that different Mutually Exclusive Access Slicing Groups do NOT share the same serving AMF.  Such assumption complies to the definition as defined in clause 3.1 of TR 23.740. 
2) Given the consideration of the network slicing feature should be end-to-end, in the roaming scenario, this proposal expects that, UE, VPLMN and HPLMN must all support Mutually Exclusive slicing access in order to enable Mutually Exclusive Slicing Access support in Rel-16.
3) For the Rel-16 UE, UE will be configured with UE capability to indicate whether it supports Mutually Exclusive Access to Network Slices. 
4) For the Rel-16 5GC, if it does not support Mutually Exclusive Access to Network Slices, even when the Rel-16 UE presents its support for Mutually Exclusive Access to Network Slices during the UE Registration, such capability will be ignored by the Rel-16 5GC and no Mutually Exclusive Access to Network Slices are assigned to the UE. 
5) For the Rel-16 5GC, if Mutually Exclusive Access to Network Slices is supported, and Rel-16 serving PLMN and HPLMN serve UEs which may or may not support for Mutually Exclusive Access to Network Slices, this proposal assumes that, the PLMN will organize the S-NSSAIs into to two categories – i.e. (a) S-NSSAIs for UEs that does not support Mutually Exclusive Access to Network Slices, and (b) S-NSSAIs for UEs that support Mutually Exclusive Access to Network Slices. As a result, there would be different URSP rules corresponding to the two categories of the network slices.  
Same as in today Rel-15, during the UE Registration, the UDM may provide the Rel-16 serving PLMN all or some of the UE’s subscriptions, according to the local policy and/or SLA in case of roaming, the serving PLMN determines the applicable S-NSSAI(s) to be provided to the UE.   
6.x.1.2.2
Concepts of Mutually Exclusive Access Slicing Group
The S-NSSAIs within the same Mutually Exclusive Access Slicing Group can serve the UE simultaneously, but not with the S-NSSAI(s) from different slicing groups.      

The Figure-6.x.1.2.2-1 below presents the concept on how the serving PLMN organizes the Mutually Exclusive Access Slicing Groups, and how the Allowed NSSAI and the corresponding serving AMF are derived from the Mutually Exclusive Access Slicing groups. 
During the UE registration, the following four main scenarios to consider: 

1) If the Rel-16 UE does not provide the Requested NSSAI and the UE’s capability indicates that, the UE is capable of supporting Mutually Exclusive Access to Network Slices, if there is more than one Mutually Exclusive Access Slicing Groups configured for the UE according to UE’s subscription, based on the local and/or the roaming policy, the serving PLMN (via serving AMF or NSSF) will select a particular slicing group and derive the Allowed NSSAI for the UE from the selected slicing group, and if applicable, any associated S-NSSAI mappings with the HPLMN are also determined.  The unselected Mutually Exclusive Access Slicing Groups and the associated mappings with the HPLMN, if applicable, will also be provided to the UE as the Configured NSSAI as in Rel-15. The associated slicing group information is also included for each S-NSSAI in the Configured NSSAI as well as in the associated mapping, if applicable. 
2) If the Rel-16 UE provides the Requested NSSAI during the UE registration and the UE’s capability indicates that, the UE is capable of supporting Mutually Exclusive Access to Network Slices, the serving PLMN decides the Allowed NSSAI based on the Requested NSSAI as in Rel-15.  In addition, if there is more than one Mutually Exclusive Access Slicing Groups configured for the UE according to the UE’s subscription, the unselected Mutually Exclusive Access Slicing Groups and the associated mappings with the HPLMN, if applicable, will also be provided to the UE as the Configured NSSAI as in Rel-15. The associated slicing group information is also included for each S-NSSAI in the Configured NSSAI as well as in the associated mapping, if applicable
3) If the there is no indication that the UE is capable of supporting Mutually Exclusive Access to Network Slices, the existing UE Registration procedures in Rel-15 can apply.  The serving network shall only provide the UE for the Allowed NSSAI and/or Configured NSSAI with the S-NSSAIs and the associated mappings with the HPLMN, if applicable, that do not apply for supporting Mutually Exclusive Access to Network Slices.
4) If either the serving Network or the home Network or both are not capable of supporting Mutually Exclusive Access to Network Slices, irrespective of the UE’s capability, the existing procedure as the Rel-15 can apply.  The serving network shall only provide the UE for the Allowed NSSAI and/or Configured NSSAI with the S-NSSAIs and the associated mappings with the HPLMN, if applicable, that do not apply for supporting Mutually Exclusive Access to Network Slices.
The following Table 6.x.1.2.2-1 summarizes the end-to-end considerations for supporting the Mutually Exclusive Access for Network Slicing in Rel-16 network. 

Table 6.x.1.2.2-1: Summary of Considerations End-to-end Mutually Exclusive Access Support for Network Slicing

	UE Mutually Exclusive Access Slicing capability
	Serving PLMN Mutually Exclusive Access Slicing capability
	Home PLMN Mutually Exclusive Access Slicing capability
	End-to-end Mutually Exclusive Access Support

	Rel-15 UE
	N/A
	N/A
	N/A
	No

	Rel-16 UE
	No
	N/A
	N/A
	No

	
	Yes
	No
	No
	No

	
	Yes
	No
	Yes
	No

	
	Yes
	Yes
	No
	No

	
	Yes
	Yes
	Yes
	Yes


Note that, the serving AMF is part of the network slice, same AMF/AMF Set cannot serve two different Mutually Exclusive Access Slicing Groups.  Different Allowed NSSAIs from different Mutually Exclusive Access Slicing Groups are served by different AMF/AMF Set. Hence, once the UE is registered, the serving AMF is corresponding to the Allowed NSSAI is corresponding to particular Mutually Exclusive Access Slicing Group.   If Rel-16 UE, that supports Mutually Exclusive Access to Network Slices, wants to activate service not belonging to the same Mutually Exclusive Access Slicing Group, then Rel-16 must re-register with the new Configured NSSAI corresponding to the target service in the Requested NSSAI.      
Once Allowed NSSAI is identified, the subsequent PDU Session Establishment procedure is the similar to today Rel-15 procedures as described in clause 5.15.5 in TS 23.501, except for the following: 
· The UE shall only include the S-NSSAI from the Allowed NSSAI in the Requested NSSAI; and if using the S-NSSAI from the Configured NSSAI, it shall have the same Slicing Group ID as the S-NSSAI in the Allowed NSSAI. 

· The serving AMF shall verify the Slicing Group ID of the S-NSSAI in the Requested NSSAI is the same as the Allowed NSSAI that has been provided to the UE. 
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Figure-6.x.1.2.2-1: Concepts of Mutually Exclusive Access Slicing Groups and their Corresponding NSSAIs
6.x.1.3
Identification of Mutually Exclusive Access Slicing Group
In order to differentiate different slicing groups for mutually exclusive access, there are two options to consider: 

(1) Reserving portion of the SD field as the Slicing Group Identifier. For example, as shown in Figure-6.x.1.3-1 below, the SD field could be extended to indicate the support for mutually exclusive access slicing group.
Pros: 

· The Group identifier is imbedded into the S-NSSAI and no need for introducing new identifier
· Easier to manage and to organize the slicing operation by the UE and by the Network given the Group Identifier is imbedded into the S-NSSAI

Cons: 

· The size of the SD field is reduced and hence, the number of slice descriptors are reduced

(2) Introducing an additional Slicing Group Identifier which is used to associate with the S-NSSAI  

Pros: 

· No need to modify the S-NSSAI and hence, the size of the SD field are not impacted
Cons: 

· Need to introduce additional identifier for the slicing group id
· More complicate to manage and to organize the slicing operation given the Group Identifier is required to be associated with the S-NSSAI for coordination
The Mutually Exclusive Access Slicing Group ID is per PLMN.  In case of roaming, Slicing Group ID in the serving PLMN may have different value from the home PLMN.  This is no different in Rel-15, where serving PLMN and home PLMN will have own respective S-NSSAI for the given network slice.  Similar to Rel-15, there will SLA agreement on the mapping for the S-NSSAIs between the serving PLMN and home PLMN to support Mutually Exclusive Access. 
This proposal does not preclude the scenario that operator may configure one or more S-NSSAI(s) that can serve the UE simultaneously together with any Mutually Exclusive Access Slicing Group.  In this case, there should be special Slicing Group ID defined for such kind of S-NSSAI.   
The exact definition on how to partition the SD field or to introduce new additional identifier to support slicing group identification is determined by the CT group.     If option (1) approach is taken, only the SD field is affected, hence, there is no impact to the Standardized SST value.  Therefore, operator can organize the given S-NSSAIs with Standardized SST values by leveraging the SD field to support the grouping for Mutually Exclusive Access to Network Slices.     
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Figure-6.x.1.3-1: Example of extending SD to identify the Mutually Exclusive Access Slicing Group 

6.x.1.4
UE Support for Mutually Exclusive Access Slicing Group
For the Rel-15 UE or the Rel-16 UE that is not capable of supporting Mutually Exclusive Slicing Access attaches to the Rel-16 5GC, such UE will be provided with S-NSSAI(s) that can serve the UE simultaneously (see 6.x.1.2.2 above).    There is no impact to Rel-15 UE.   

For the Rel-16 UE that is capable of supporting Mutually Exclusive Slicing Access, and if the network supports also the Mutually Exclusive Slicing Access, the UE shall include the S-NSSAIs that are in the same Mutually Exclusive Access Slicing Group in the Requested NSSAI during the UE’s registration (as described in 6.x.1.2.2) and also during the UE Session Establishment procedures including the Slicing Group ID information as described in clause 6.x.1.3 above.   

This proposal does not require any changes to clause 5.15.4, TS 23.501 for the NSSAI storage aspects in the UE.  
6.x.1.5
Roaming Support for Mutually Exclusive Access Slicing Group

In case of roaming, in order to enable Mutually Exclusive Access, this proposal expects UE, serving network and home network shall all capable of supporting Mutually Exclusive Slicing Access.  Based on such working assumption, the serving and the home PLMN would have to coordinate the mapping of the S-NSSAI(s) with their respective Mutually Exclusive Access Slicing Group IDs as described in clause 6.x.1.2.1 above.
6.x.1.6
URSP/NSSP Support for Mutually Exclusive Access Slicing Group

The URSP/NSSP in Rel-15 provides the service mapping between the Allowed/Configured S-NSSAIs in the UE to the UE’s applications.  The same service mapping functionality remains unchanged for Rel-16.  
As described in 6.x.1.2.1 above, there are two categories of S-NSSAIs organized by the Mutually Exclusive Access capable network to support the UEs which are Mutually Exclusive Access capable and not capable.  
In case that the Mutually Exclusive Access capable UE is moving from Mutually Exclusive Access capable network to not capable network or vice versa, during the UE re-registration, the prior Allowed and Configured NSSAIs stored in the UE will be completely replaced by a different category of S-NSSAIs by following the procedures as described in clause 5.15.4 in TS 23.501.  As a result, the UE will refer to the revised URSP/NSSP for the service mapping when initiating PDU Session Establishment procedures.  
In case that the UE replaces its SIM card from Rel-15 to Rel-16 which supports Mutuallly Exclusive Access to Network Slices while attaching to the same serving system (in case of roaming, including both VPLMN and HPLMN): 
· if the serving system supports Mutually Exclusive Access to Network Slice, then the Mutually Exclusive Access support is enabled.   The prior Allowed and Configured NSSAIs stored in the UE will be completely replaced by S-NSSAIs that support Mutually Exclusive Access by following the same procedures as described in clause 5.15.4 in TS 23.501.  As a result, the UE will refer to the revised URSP/NSSP for the service mapping when initiating PDU Session Establishment procedures.  
· if the serving system does not support Mutually Exclusive Access to Network Slice, then the Mutually Exclusive Access support is not enabled.   The prior Allowed and Configured NSSAIs stored in the UE may be replaced by S-NSSAI(s) that do not apply for Mutually Exclusive Access following the same procedures as described in clause 5.15.4 in TS 23.501.     
In case that the UE replaces its SIM card from Rel-15 to Rel-16 which does not support Mutuallly Exclusive Access to Network Slices while attaching to the same serving system (in case of roaming, including both VPLMN and HPLMN), irrespective the attached serving system supports Mutually Exclusive Access or not, the prior Allowed and Configured NSSAIs stored in the UE may be replaced by S-NSSAI(s) that do not apply for Mutually Exclusive Access by following the same procedures as described in clause 5.15.4 in TS 23.501

In case that the UE replaces its SIM card from Rel-16 to Rel-15 while attaching to the same serving system (in case of roaming, including both VPLMN and HPLMN), irrespective the attached serving system supports Mutually Exclusive Access or not, the prior Allowed and Configured NSSAIs stored in the UE may be updated by S-NSSAI(s) that do not apply for Mutually Exclusive Access by following the same procedures as described in clause 5.15.4 in TS 23.501

In summary, the existing URSP/NSSP related procedures are unchanged, and this proposal makes no impact to the URSP/NSSP as defined in Rel-15. 
6.x.1.7
Impacts to Network Functions 
TBD
*** End of changes ***
3GPP
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