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Abstract of the contribution: This paper proposes updates to the High Level Architectural Requirements for a 5GC network to support wireless and wireline convergence, specifically a UE (i.e., 5GC capable UE or non-5GC device) behind a 5G-RG/5G-CRG.
1
Introduction & Discussion
Clause 4.2.1 High level Architectural Requirements presents the architectural requirements necessary for the 5GC network to support wireless and wireline convergence.  The 5G-RG/5G-CRG enables control plane signalling and user plane transport for a UE (i.e., 5GC capable UE or non-5GC device) connected to the 5GC.  This procedure authorizes the 5G-RG/5G-CRG to act on behalf of the UE as a Relay.  Much like a remote UE, the communications and signalling associated with the UE behind a 5G-RG/5G-CRG should be able to be identified and distinguishable from that of other UEs behind the same 5G-RG/5G-CRG, as well as, that of the 5G-RG/5G-CRG itself.  The UE (i.e., 5GC capable UE or non-5GC device) connected to the 5GC behind the 5G-RG/5G-CRG should be visible to the network.  This is a general requirement that applies to all scenarios in this study in relation to a UE (i.e., 5GC capable UE or non-5GC device) behind the 5G-RG/5G-CRG.  The UE (i.e., 5GC capable UE or non-5GC device) should always be identifiable behind any type of gateway, regardless of the use of authorization and authentication.  This requirement should also be applied to FN-RG/FN-CRG as well.
2
Proposal
It is proposed to make the following change to Clause 4.2.1 High level Architectural Requirements to ensure that a UE (i.e., 5GC capable UE or non-5GC device) behind the 5G-RG/5G-CRG and FN-RG/FN-CRG is identifiable to the network for all scenarios.
***** START of CHANGE *****
4.2
Wireless and Wireline Convergence
4.2.1
High level Architectural Requirements

Editor's note:
This clause will document high-level architectural requirements (new or revised) of the 5GS for supporting WWC. This clause may document requirement for the wireline access network defined by BBF, if needed.

Editor's note:
The requirements related to wireline network will be verified with BBF and this clause may capture the requirement or refer to BBF documentation.

In order to support wireless and wireline convergence the architecture of the 5GC network shall support the additional requirements listed in the following:

1
Support the connection of a 5G-RG via NG-RAN or via  W-5GAN to a 5GC, or a FN-RG via Wireline AN to 5GC. Both the Residential Gateway supporting N1 interface and the Residential Gateway not supporting N1 interface may be studied.

2
Support end user devices, with or without UICC, connected to the convergent 5G CN from behind a 5G-RG or FN-RG.

3
Support the Hybrid access scenario where the 5G-RG is connecting simultaneously via both NG RAN and Wireline AN to 5GC. The system shall support the scenario where the 5G-RG/FN-RG is connected only via a single access either NG-RAN or Wireline AN and the scenario when the 5G-RG/FN-RG is simultaneously connected via both accesses. In the latter case the traffic may be split or switched between the two accesses.
4
Support the ability for the network to identify a 3GPP UE (i.e., UE with 3GPP credentials) behind any type of gateway (i.e., 5G-RG/5G-CRG and FN-RG/FN-CRG) distinct from all other 3GPP UEs that may be behind the same gateway, for all scenarios.  All scenarios shall ensure that the identity of the 3GPP UE is clearly distinguishable from the gateway’s own identity, as well as, identities of other 3GPP UEs behind the same gateway independent of the use of authorization and authentication.
Editor's note:
The Identities provided/available for non-3GPP managed devices behind a 5G-RG/5G-CRG are FFS.
***** END of CHANGE *****
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