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Abstract of the contribution: Discusses the options for congestion control for PaRLOS.
1. Background
In SA2#127bis through S2-185788 key issue EPC-3 has been extended to include the following aspect: 
how to minimize network congestion caused by unauthenticated UE access to RLOS in the RLOS enabled PLMN.
In general congestion control for different services or categories of UEs is performed using the following approaches: 

1) Access Barring: access barring in general applies to different categories of UEs or for UEs configured as low priority (EAB) or for different services (SSAC, ACDC, access control for CSFB). The blocking of access attempts is performed in probabilistic manner e.g. certain percentage of UEs from specific category are usually blocked and UEs that do not belong to these affected categories are excluded. Access barring requirements and procedures are defined by SA1 (in TS 22.011, and TS 22.368) and CT1 (in TS 24.301). For EAB also text in TS 23.401 exists since it is linked with low priority access.
2) RRC rejection with Extended Wait Timer: For instance for low priority UEs using delayTolerantAccess RRC establishment cause eNB when overloaded it may provide rejection with Extended Wait Timer
3) MM/SM and APN-based backoff timers: In EPS various MM and SM backoff timers have been defined in TS 23.401 that determine specific UE behavior when the respective timers apply

1.1
Why it is important to involve SA1? 

In previous releases such features have started from SA1 (e.g. TS 22.368 for MTC related congestion) and this is important because it is important before architecture work starts what are the service requirements for network protection. For instance, is it important to protect the RAN, the CN, and if it is the CN at "which level". Also for RAN and access barring it is important to understand which categories of UEs should be restricted and which allowed. 
For PaRLOS so far there are no service requirements so far documented for any form of congestion control. If such service requirements are not defined it will be impossible for SA2 to conclude on solutions because the categories and protection granularity will not be clear. 
For instance the following questions could arise: is any "unauthenticated" UE using PaRLOS considered lower priority regardless of the UE access category and possible configuration in SIM? 

1.2
What to do with congestion control for PaRLOS in rel.15? 

Solution #1 and #9 are the two solutions for key issue EPC-1 and they both propose a new SIB indicator for the network to indicate support for PaRLOS and the UE will use this indicator to attempt to use PaRLOS. Solution #9 further proposes a new RRC establishment cause. Based on that in order to ease network congestion due to RLOS, eNB may reject the RRC connection establishment with extended wait timer. UE shall not attempt to establish a new RRC connection with RLOS RRC establishment cause, in the same PLMN but the UE can establish RRC connection for other services e.g. emergency or normal service. How eNB determines to reject RLOS request is implementation specific.
2. Conclusion
It can therefore be clarified that the PLMN can "unset" the aforementioned SIB indicator if it experiences congestion and does not want to allow anymore PaRLOS access attempts/connections by unauthenticated UEs. 

In addition, to ease network congestion due to RLOS, eNB may reject the RRC connection establishment with extended wait timer. UE shall not attempt to establish a new RRC connection with RLOS RRC establishment cause, in the same PLMN but the UE can establish RRC connection for other services e.g. emergency or normal service. How eNB determines to reject RLOS request is implementation specific. This latter part is introduced in S2-186544.
>>>Start changes<<<<
7.1
Solution #1: New SIB indicating support for Restricted Local Operator Services

7.1.1
Functional Description

This is a solution to key issue EPC-1 and EPC-3.
A new SIB provided by E-UTRAN indicates that the PLMN is configured to support Restricted Local Operator Services. An operator may decide to unset the SIB indicator using OAM to prevent access attempts from UEs for RLOS e.g. in case of network congestion. The PLMNs where RLOS is supported may be stored in UICC (or ME) for the UE. 

7.1.2
Procedures

UE sees through SIB that PLMN supports Restricted Local Operator Services and only attempts to access RLOS if the SIB is signaled by the camped cell. The PLMNs where RLOS is configured to be supported may be configured from HPLMN stored in a new list in UICC (or ME) for the UE. The exact definition and format of such list and how it will be used for manual or automatic PLMN selection for RLOS, will be defined by CT WG1 and CT WG6.

Editor's note:
Whether automatic PLMN selection needs to be supported for RLOS will be confirmed by CT WG1.
7.1.3
Impact on existing entities and interfaces

E-UTRAN and UE need to support a new SIB that indicates support for Restricted Local Operator Services. UE only attempts to access RLOS if the SIB is signaled by the camped cell.
The PLMNs where RLOS is supported may be configured from HPLMN and stored in a new list in UICC (or ME) for the UE. 

>>>End of changes<<<
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