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Abstract of the contribution: This contribution proposes a new Kew Issue addressing system impacts when handling access to network slices, for UEs that have already been authenticated for PLMN access using 3GPP SUPI, but that require an additional level of authentication and authorization using User Identities and Credentials for specific slices.
1. Discussion

This document proposes a key issue addressing system impacts to enable the use of additional User Identifiers and Credential to authenticate and authorize users to access specific Network Slices. The KI attempts to address one of the objectives specified in FS-eNS (TD S2-186185) and it is also in line with objectives outlined in S1-181519:
“The requirements enable to provide user identities to human users, applications and devices. These can be used within the 3GPP system e.g. to provide customized services, access to services or network slices and enhanced charging. The identities can also be provided to external entities e.g. to enable authentication for systems and services outside 3GPP”
2 Proposal
This document proposes to add a new Key Issue into TR 23.740
* * * Start of Change 1 (ALL TEXT IS NEW)* * * 

5.x Key Issue X: Access to specific Network Slices authorized and authenticated through additional User Identifiers
5.x.1 Description
This key issue will study how to enable Network Slice access for user that have provided User Identifiers and Credentials authenticated and authorized for specific Network Slices. In particular, the KI will address:
· Handling of additional User Identifiers for the selection of a Network Slice
· Can existing Network Slice selection mechanism can be used or new mechanism are required
· How does a UE request access to specific network slices? E.g., Can the UE use existing Requested NSSAI?

· How does the network inform the UE whether a Network Slice can be accessed when a UE provides additional User Identifiers and the Authorization/Authentication procedures have been completed? 
· Access control to Network Slices that require additional authorization and authentication

· How does the UE know that additional authorization and authentication is required? E.g., Does the Network inform the UE that additional credentials are required? Does the UE use locally configured policies and information to determine that certain applications require additional credentials?
· How does the Network know that a UE needs to provide additional credentials to access a Network Slice? 
· How does the Network know whether a 3rd Party entity is required to authenticate and authorize the UE? E.g., How does the Network know whether a 3rd Party has authorized a UE that has provided additional credentials and User Identifiers to access a Network Slice and How is this communicated to the UE
· Does the Network relays additional credentials to a 3rd Party or the UE provides this credentials transparently to the Network?  
* * * End of change 1, (ALL TEXT IS NEW)* * * 
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