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	Reason for change:
	There are two type of MPS, i.e. Subscription-related Priority Mechanisms and Invocation-related Priority Mechanisms. It has been clarified that, 

"Priority treatment for MPS includes priority message handling, including priority treatment during authentication, security, and Mobility Management procedures."—5.16.5
"AMF: Congestion management procedures in the AMF will provide priority to Mobility Management procedures required for the prioritised services during periods of extreme overload. Prioritised services are exempt from mobility restrictions and any Mobility Management congestion controls. See clauses 5.3.4.1.1 and 5.19.4. "—5.22.4
For the subscripton based MPS service, the AMF can be aware the necessary of the priority treatment per subscription. However for the On Demand MPS there are some different understanding on whether the mobility management need be differentiated before and after the MPS service is activated for the normal user. This will impact on whether the mobility restriction can be overrided. 
It is proposed to clarify that the On Demand MPS can also override the mobility restriction.
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* * * * Start of 1st Change * * * * 
5.3.4.1
Mobility Restrictions

5.3.4.1.1
General

Mobility Restrictions restrict mobility handling or service access of a UE in the 5G System. The Mobility Restriction functionality is provided by the UE, the radio access network and the core network.

Mobility Restrictions only apply to 3GPP access, they do not apply to non-3GPP access.

Mobility Restrictions for CM-IDLE state and, for CM-CONNECTED state when in RRC Inactive state are executed by the UE based on information received from the core network. Mobility Restrictions for CM-CONNECTED state when in RRC-Connected state are executed by the radio access network and the core network.

In CM-CONNECTED state, the core network provides Mobility Restrictions to the radio access network within Handover Restriction List.

Mobility Restrictions consists of RAT restriction, Forbidden Area, Service Area Restrictions and Core Network type restriction as follows:

-
RAT restriction:


Defines the 3GPP Radio Access Technology(ies), a UE is not allowed to access in a PLMN. In a restricted RAT a UE is based on subscription not permitted to initiate any communication for this PLMN. For CM-CONNECTED state, when radio access network determines target RAT and target PLMN during Handover procedure, it should take per PLMN RAT restriction into consideration.

-
Forbidden Area:


In a Forbidden Area under a given RAT, the UE is based on subscription not permitted to initiate any communication with the network for this PLMN. The UE behaviour in terms of cell selection, RAT selection and PLMN selection depends on the network response that informs the UE of Forbidden Area.

NOTE 1:
The UE reactions to specific network responses are described in TS 24.501 [47].

-
Service Area Restriction:


Defines areas in which the UE may or may not initiate communication with the network as follows:

-
Allowed Area:


In an Allowed Area under a given RAT, the UE is permitted to initiate communication with the network as allowed by the subscription.

-
Non-Allowed Area:


In a Non-Allowed Area under a given RAT a UE is service area restricted based on subscription. The UE and the network are not allowed to initiate Service Request or SM signalling to obtain user services (both in CM-IDLE and in CM-CONNECTED states). The UE shall not use the entering of a Non-Allowed Area as a criterion for Cell Reselection or a trigger for PLMN Selection. The RRC procedures while the UE is in CM-CONNECTED with RRC Inactive state are unchanged compared to when the UE is in an Allowed Area. The RM procedures are unchanged compared to when the UE is in an Allowed Area. The UE in a Non-Allowed Area shall respond to core network paging with Service Request and RAN paging.

-
Core Network type restriction:


Defines whether UE is allowed to connect to 5GC for this PLMN.

NOTE 2:
The Core Network type restriction can be used e.g. in network deployments where the E-UTRAN connects to both EPC and 5GC as described in clause 5.17.

For a given UE, the core network determines the Mobility restrictions based on UE subscription information, UE location and local policy. The Mobility Restriction may change due to e.g. UE's subscription, location change and local policy. Optionally the Service Area Restrictions or the Non-Allowed Area may in addition be fine-tuned by the PCF e.g. based on UE location, PEI and network policies. Service Area Restrictions may be updated during a Registration procedure or UE Configuration Update procedure.

If the network sends Service Area Restrictions to the UE, the network sends only either an Allowed Area, or a Non-Allowed Area, but not both at the same time, to the UE. If the UE has received an Allowed Area from the network, any TA not part of the Allowed Area is considered by the UE as non-allowed. If the UE has received a Non-Allowed Area from the network, any TA not part of the Non-Allowed Area is considered by the UE as allowed. If the UE has not received any Service Area Restrictions, any TA in the PLMN is considered as allowed.

If the UE has overlapping areas between RAT restrictions, Forbidden Areas, Service Area Restrictions, or any combination of them, the UE shall proceed in the following precedence order:
-
The evaluation of RAT restrictions shall take precedence over the evaluation of any other Mobility Restrictions; and

-
The evaluation of Forbidden Areas shall take precedence over the evaluation of Service Area Restrictions.

A UE shall override any RAT restrictions, Forbidden Area and Non-Allowed area restrictions whenever access to the network for regulatory prioritized services like Emergency services and MPS which includes On Demand MPS and Subscription baseded MPS. Also the network shall override any Non-Allowed Area restrictions and RAT restrictions for regulatory prioritized services like Emergency services and MPS which includes On Demand MPS and Subscription based MPS.  
* * * * Start of 2nd Change * * * * 
5.16.5
Multimedia Priority Services

TS 22.153 [24] specifies the service requirements for Multimedia Priority Service (MPS). MPS allows certain subscribers (i.e. Service Users as per TS 22.153 [24]) priority access to system resources in situations such as during congestion, creating the ability to deliver or complete sessions of a high priority nature. Service Users are government-authorized personnel, emergency management officials and/or other authorized users. MPS supports priority sessions on an "end-to-end" priority basis.

MPS is based on the ability to invoke, modify, maintain and release sessions with priority, and deliver the priority media packets under network congestion conditions. MPS is supported in a roaming environment when roaming agreements are in place and where regulatory requirements apply.

NOTE 1:
If a session terminates on a server in the Internet (e.g. web-based service), then the remote end and the Internet transport are out of scope for this specification.

A Service User may use an MPS-subscribed UE or any other UE to obtain MPS. An MPS-subscribed UE obtains priority access to the Radio Access Network by using the Unified Access Control mechanism according to TS 22.261 [2]. This mechanism provides preferential access to UEs based on its assigned Access Identity. If an MPS-subscribed UE belongs to the special Access Identity as defined in TS 22.261 [2], the UE has preferential access to the network compared to ordinary UEs in periods of congestion.

MPS subscription allows users to receive priority services, if the network supports MPS. MPS subscription entitles a USIM with special Access Identity. MPS subscription includes indication for support of priority PDU connectivity service and IMS priority service support for the end user. Priority level regarding QoS Flows and IMS are also part of the MPS subscription information. The usage of priority level is defined in TS 22.153 [24], TS 23.503 [45] and TS 23.228 [15].

NOTE 2:
The term "Priority PDU connectivity services" is used to refer to 5G System functionality that corresponds to the functionality as provided by LTE/EPC Priority EPS bearer services in clause 4.3.18.3 of TS 23.401 [26].

MPS includes signalling priority and media priority. All MPS-subscribed UEs get priority for QoS Flows (e.g., used for IMS signalling) when established to the DN that is configured to have priority for a given Service User by setting MPS-appropriate values in the QoS profile in the UDM. Service Users are treated as On Demand MPS subscribers or not, based on regional/national regulatory requirements. On Demand service is based on Service User invocation/revocation explicitly and applied to the media QoS Flows being established. When not On Demand MPS service does not require invocation, and provides priority treatment for all QoS Flows only to the DN that is configured to have priority for a given Service User after attachment to the 5G network.

NOTE 3:
According to regional/national regulatory requirements and operator policy, On-Demand MPS Service Users can be assigned the highest priority.

Priority treatment is applicable to IMS based multimedia services and priority PDU connectivity service.

Priority treatment for MPS includes priority message handling, including priority treatment during authentication, security, and Mobility Management procedures. It also includes the exemption from mobility restrictions and any Mobility Management congestion controls. See clauses 5.3.4.1.1 and 5.19.4
Priority treatment for MPS session requires appropriate ARP and 5QI (plus 5G QoS characteristics) setting for QoS Flows according to the operator's policy.

NOTE 4:
Use of QoS Flows for MPS with QoS characteristics signalled as part of QoS profile enables the flexible assignment of 5G QoS characteristics (e.g. priority level) for MPS.

When an MPS session is requested by a Service User, the following principles apply in the network:

-
QoS Flows employed in an MPS session shall be assigned ARP value settings appropriate for the priority level of the Service User.

-
Setting ARP pre-emption capability and vulnerability for MPS QoS Flows, subject to operator policies and depending on national/regional regulatory requirements.

-
Pre-emption of non-Service Users over Service Users during network congestion situation, subject to operator policy and national/regional regulations.

The terminating network identifies the priority of the MPS session and applies priority treatment, including paging with priority, to ensure that the MPS session can be established with priority to the terminating user (either a Service User or normal user).

MPS priority mechanisms can be classified as subscription-related, invocation-related, and those applied to existing QoS Flows. Subscription related mechanisms, as described in clause 5.22.1, are further divided into two groups: those which are always applied and those which are conditionally applied. Invocation-related mechanisms, as described in clause 5.22.2, are further divided into three groups: those that apply for mobile originated SIP call/sessions, those that apply for mobile terminated SIP call/sessions, and those that apply for the Priority PDU connectivity services. Methods applied to existing QoS Flows focus on handover and congestion control and are described in clause 5.22.3.
* * * * End of Changes * * * *
