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[bookmark: OLE_LINK6]Abstract of the contribution: This contribution proposes to add the solution for RG configuration and management.
1 Introduction 
TR 23.716 Key Issue #7: Policy
-	URSP for Wireless wireline convergence;
-	Whether and how to coordinate policies from ACS with UE policies sent by the PCF to the 5G-RG/FN-RG acting as a 3GPP UE.
NOTE:	BBF TR-069 [12] allows the Auto-Configuration Server (ACS) to provision at the time of initial connection and to re-provision or re-configure at any subsequent time the configuration of the RG. BBF TR-069 [12] allows for example to provision parameters for voice services, enable Set-Top Box configuration for IPTV, etc.
-	Whether and how to coordinate configuration policies from DOCSIS Wireline Access Network with UE policies sent by the PCF to the 5G-CRG/FN-CRG.
-	Whether a specific PDU session should be used for the management of 5G-RG/FN-RG based on BBF TR-069 [12].
-	Access Network Discovery and Selection Policy.
2 Discussion
As described in BBF TR-069, the CPE WAN Management Protocol is intended to support a variety of functionalities to manage a collection of CPE, including the following primary capabilities: 
· Auto-configuration and dynamic service provisioning 
· Software/firmware image management 
· Software module management 
· Status and performance monitoring 
· Diagnostics 
As described in 3GPP TS 23.203, the policy information provided from the PCF to the UE includes ANDSP and URSP.
· ANDSP is used by the UE for selecting non-3GPP (WLAN) accesses.
· URSP is used by the UE to determine if a detected application can be associated to an established PDU Session, can be offloaded to non-3GPP access outside a PDU Session, or can trigger the establishment of a new PDU Session. It may include the following components which are defined in 3GPP:
· SSCMSP
· NSSP
· DNN selection policy
· NSWO Policy
· Access type preference
In the scenario of 5WWC, ANDSP is not used since it is for selecting WLAN accesses. NSWO policy will not be used by the RG since there is no support of non-seamless WLAN offload in the architecture of 5WWC. If the PCF identifies the RG ID, it may not send these two policies to the RG during procedures, e.g. registration procedure, PDU session modification procedure. If the RG receives these two kinds of policies, it shall not perform it.
Proposal 1: The PCF may not send ANDSP and NSWO policy in the URSP to a 5G-RG. The 5G-RG shall ignore any ANDSP and NSWO policy in the URSP if received from the 5GC.
The URSP sent from the PCF is different than the configuration and policy sent from the ACS. It is proposed not to enhance the ACS to support URSP. It is proposed not to enhance the PCF to support configuration information as described in TR-069. Therefore, the configuration received from the ACS and URSP received from the PCF are both needed. 
Proposal 2: Configuration and management via the ACS and policy sent from the PCF are two separated mechanisms. Both mechanisms are needed in 5WWC.
According to TR-069, the interaction between the RG and the ACS are based on IP. It is proposed that the RG establishes a PDU session with IP PDU type for the interaction with the ACS in the 5WWC.
Proposal 3: It is proposed to establish a dedicated PDU session for the management of 5G-RG/FN-RG with interaction with the ACS.
About the issue of how to provide the ACS URL to RG, as described in TR-069, there are three options for ACS URL discovery:
1) The CPE may be configured locally with the URL of the ACS.
2) As part of the IP layer auto-configuration, a DHCP server on the access network may be configured to include the ACS URL as a DHCP option.
3) The CPE may have a default ACS URL that it may use if no other URL is provided to it.
In 5GC, SMF acts as the DHCP Server. One possible solution is to let 5G-RG receives ACS URL from SMF via DHCP procedure. However, it requires an additional DHCP procedure to obtain the ACS URL. 
In this paper, it is proposed reuse the existing NAS procedure to obtain the ACS URL to 5G-RG. The additional DHCP procedure can be avoided.
Proposal 4: It is proposed to send the ACS URL via NAS signalling to the RG. 
3. Proposal
It is proposed to include the following changes in TR 23.716.
***** First Change *****
[bookmark: _Toc512585283]6.X	Solution #X – Solution for 5G-RG configuration and management
6.X.1	Overview
This solution addresses KI # 7.
This solution is meant to apply to 5G-RG connected over FWA described in solution #1 figure 6.1-3 and figure 6.1-4,  via a Wireline access described in solution #1 figure 6.1-1 and in figure 6.1-2 and in hybrid access in solution #1 figure 6.1-5 and figure 6.1-6.
Once the 5G-RG connects to 5GC, the 5G-RG may receive URSP from the PCF. The PCF shall not send ANDSP and NSWO policy in the URSP to a 5G-RG. The 5G-RG shall ignore any ANDSP and NSWO policy in the URSP if received from the 5GC.
Once the 5G-RG connects to 5GC, the 5G-RG shall establish a dedicated PDU session for interaction with the Auto-Configuration Server (ACS) to support the functionalities as described in BBF TR-069 [12]. The ACS URL may be provided to the 5G-RG during the PDU session establishment procedure. The 5G-RG may be pre-configured with an ACS URL. The ACS URL received during the PDU session establishment procedure takes precedence over the pre-configured ACS URL in the 5G-RG.
Editor's note:	The ACS may also send QoS object to the RG including QoS policy (L2 and L3 marking, see details in BBF TR-198) to some specific flows. Whether the 5G-RG receives both the QoS object from the ACS and the QoS rule from the 5GC, and the coordination between them are FFS. 
Editor's note:	Whether URSP needs to be extended for 5WWC is FFS. 

6.X.2	Procedures
6.X.2.1	ACS Address configuration procedure


Figure 6.X.2.2-1 ACS Address configuration procedure
The ACS Address configuration procedure enables the 3rd party AF to configure the ACS address (URL or IP address) to the 5GC.
1. The 3rd party AF sends the ACS configuration request to the NEF, including the ACS configuration information, e.g. the ACS address.
2. The NEF determines that the ACS configuration request is allowed or not. If yes, the NEF sends the ACS configuration request to the UDR.
3. The UDR sends the ACS configuration information to the UDM.
4. The UDM responds with the ACS configuration response.
5. The UDR sends the ACS configuration response to the NEF.
6. The NEF sends the ACS configuration response to the 3rd party AF.

6.X.2.2	PDU Session Establishment procedure for purpose of BBF TR-069 support
The PDU session establishment procedure is using the UE Requested PDU Session Establishment via 3GPP Access as baseline, see clause 4.3.2.2.1 in TS 23.502. The differences are:
· UE is replaced by 5G-RG
· In FWA scenario the (R)AN is replaced by NG RAN access network, in wireline scenario the (R)AN is replaced by W-5GAN and in HA scenario the (R)AN represents the selected access where to established the PDU session.
· Step1. When the 5G-RG sends the PDU session establishment request, it includes the DNN which is corresponding to the ACS.
· Step 4. The UDM may send the ACS URL to the SMF together with the subscription data based on the DNN.
· Step 10. The SMF includes the ACS URL in the N1 SM information and sends it to the AMF if it is received in Step4.
· Step 11-12. The AMF sends the N1 SM information to the 5G-RG in the NAS PDU session establishment response message. The 5G-RG selects the ACS URL in the following priority: 1) ACS URL received in NAS PDU session establishment response message; 2) pre-configured ACS URL. The 5G-RG uses the selected ACS URL to establish connection with the ACS.
Note 1: How the NAS message is transferred between the 5G-RG and the AN is not discussed in this solution and will be decided in other solutions for other key issue.
Note 2: For the scenario of 5G-RG connected via W-5GAN the possible differences in PDU session procedures are not described.

***** End of Changes *****
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