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**************************************Start of 1st change*****************************************
[bookmark: _Toc517081973]5.7.1.5	QoS Flow mapping
The SMF performs the binding of SDFs to QoS Flows based on the QoS and service requirements (as defined in TS 23.503 [45]). The SMF assigns the QFI for a new QoS Flow and derives its QoS profile, corresponding UPF instructions and QoS Rule(s) from the PCC rules and other information provided by the PCF.
When applicable, the SMF provides the following information to the (R)AN:
-	QFI;
-	QoS profile;
-	optionally, a transport level packet marking value (e.g. the DSCP value of the outer IP header over N3 tunnel) for the UL traffic.
The SMF provides the following information to the UPF enabling classification, bandwidth enforcement and marking of User Plane traffic (the details are described in clause 5.8):
-	a DL PDR containing the DL Packet Filter Set (see clause 5.7.6) of the SDF template and an UL PDR containing the UL Packet Filter Set of the SDF template;
-	the PDR precedence value (see clause 5.7.1.9) for both PDRs is set to the precedence value of the PCC rule;
-	QoS related information;
-	the corresponding packet marking information (e.g. the QFI, the transport level packet marking value (e.g. the DSCP value of the outer IP header);
-	for the DL PDR, optionally, the Reflective QoS Indication.
For each SDF, when applicable, the SMF generates an explicitly signalled QoS rule (see clause 5.7.1.4) according to the following principles and provides it to the UE:
-	A unique (for the PDU Session) QoS rule identifier is assigned;
-	The QFI in the QoS rule is set to the QFI of the QoS Flow to which the PCC rule is bound;
-	The Packet Filter Set of the QoS rule contains the Packet Filter Set of the UL part of the SDF template and optionally the Packet Filter Set for the DL part of the SDF template;
-	The QoS rule precedence value is set to the precedence value of the PCC rule for which the QoS rule is generated;
-	for a dynamically assigned QFI, the QoS rule(s) and the QoS Flow level QoS parameters (e.g. 5QI, GFBR, MFBR, Averaging Window) are signalled to UE on per QoS Flow basis. The QoS Flow level QoS parameters may be updated based on the information received in the PCC rule.
The SMF provides the explicitly signalled QoS rules and their operation (i.e. add/modify/delete) to the UE.
NOTE 1:	The SMF cannot provide or updates pre-configured QoS rules or UE derived QoS rules.
The principle for classification and marking of User Plane traffic and mapping of QoS Flows to AN resources is illustrated in Figure 5.7.1.5-1.


Figure 5.7.1.5-1: The principle for classification and User Plane marking for QoS Flows and mapping to AN Resources
In DL, incoming data packets are classified by the UPF based on the Packet Filter Sets of the DL PDRs in the order of their precedence (without initiating additional N4 signalling). The UPF conveys the classification of the User Plane traffic belonging to a QoS Flow through an N3 (and N9) User Plane marking using a QFI. The AN binds QoS Flows to AN resources (i.e. Data Radio Bearers of in the case of 3GPP RAN). There is no strict 1:1 relation between QoS Flows and AN resources. It is up to the AN to establish the necessary AN resources that QoS Flows can be mapped to, and to release them. The AN shall indicate to the SMF when the AN resources onto which a QoS flow is mapped are released.
If no matching DL PDR is found, the UPF shall discard the DL data packet.
In UL:
-	-	For a PDU Session of Type IP or Ethernet, the UE evaluates UL packets against the UL filters in the Packet Filter Set in the QoS rules based on the precedence value of QoS rules in increasing order until a matching QoS rule (i.e. whose Packet Filter matches the UL packet) is found.
-	If no matching QoS rule is found, the UE shall discard the UL data packet.
-	For a PDU Session of Type Unstructured, the default QoS rule does not contain a Packet Filter Set and allows all UL packets.
NOTE 2:	Only the default QoS rule exist for a PDU Session of Type Unstructured.
	The UE uses the QFI in the corresponding matching QoS rule to bind the UL packet to a QoS Flow. The UE then binds QoS Flows to AN resources.
The MBR (and if applicable GBR) per SDF, if received from PCF over N7, is signalled on N4. For further information regarding MBR and GBR over N7, see TS 23.503 [45].
The MBR and GBR per SDF, if received from PCF over N7, are used to modify the corresponding per-QoS Flow level QoS parameters (i.e. GFBR and MFBR) and are provided to UE over N1.
**************************************Start of 2nd change*****************************************
[bookmark: _Toc517082024]5.8.2.7	PDU Session and QoS Flow Policing
ARP is used for admission control (i.e. retention and pre-emption of the new QoS Flow). The value of ARP is not required to be provided to the UPF.
For every QoS Flow, the SMF shall use the 5QI and optionally, the ARP priority level, to determine the transport level packet marking and provide the transport level packet marking to the UPF.
The SMF shall provide the Session-AMBR value of the PDU Session to the UE and together with a QoS Enforcement Rule correlation ID to the UPF so that the UPF and the UE can enforce the Session-AMBR of the PDU Session across all Non-GBR QoS Flows of the PDU Session.
SMF shall provide the GFBR and MFBR value for each GBR QoS Flow of the PDU Session to the UPF.
**************************************Start of 3rd change*****************************************
[bookmark: _Toc517082026]5.8.2.8.1	Activation/Deactivation of predefined PCC rules
A predefined PCC rule is configured in the SMF.
The traffic detection filters, e.g. IP Packet Filter, required in the UP function can be configured either in the SMF and provided to the UPF, as service data flow filter(s), or be configured in the UPF, as the application detection filter identified by an application identifier. For the latter case, the application identifier has to be configured in the SMF and the UPF.
The traffic steering policy information can be only configured in the UPF, together with traffic steering policy identifier(s), while the SMF has to be configured with the traffic steering policy identifier(s).
Policies for traffic handling in the UPF, which are referred by some identifiers corresponding to the parameters of a PCC rule, can be configured in the UPF. These traffic handling policies are configured as predefined QER(s), FAR(s) and URR(s).
When a predefined PCC rule is activated/deactivated by the PCF, SMF shall decide what information has to be provided to the UPF to enforce the rule based on where the traffic detection filters (i.e. service data flow filter(s) or application detection filter), traffic steering policy information and the policies used for the traffic handling in the UPF are configured and where they are enforced:
-	If the predefined PCC rule contains an application identifier for which corresponding application detection filters are configured in the UPF, the SMF shall provide a corresponding application identifier to the UPF;
-	If the predefined PCC rule contains traffic steering policy identifier(s), the SMF shall provide a corresponding traffic steering policy identifier(s) to the UPF;
-	If the predefined PCC rule contains service data flow filter(s), the SMF shall provide them to the UPF;
-	If the predefined PCC rule contains some parameters for which corresponding policies for traffic handling in the UPF are configured in the UPF, the SMF shall activate those traffic handling policies via their rule ID(s).
The SMF shall maintain the mapping between a PCC rule received over Npcf and the QoS FlowSDF level PDR rule(s) used on N4 interface.
**************************************Start of 4th change*****************************************
[bookmark: _Toc517082027]5.8.2.8.2	Enforcement of Dynamic PCC Rules
The application detection filters required in the UPF can be configured either in the SMF and provided to the UPF as the service data flow filter, or be configured in the UP function identified by an application identifier.
When receiving a dynamic PCC rule from the PCF which contains an application identifier and/or parameters for traffic handling in the UPF:
-	if the application detection filter is configured in the SMF, the SMF shall provide it in the service data flow filter to the UPF, as well as parameters for traffic handling in the UPF received from the dynamic PCC rule;
-	otherwise, the application detection filters is configured in UPF, the SMF shall provide to UPF with the application identifier and the parameters for traffic handling in the UPF as required based on the dynamic PCC rule.
The SMF shall maintain the mapping between a PCC rule received over Npcf and the QoS FlowSDF level PDR(s) used on N4 interface.
**************************************Start of 5th change*****************************************
[bookmark: _Toc517082039]5.8.2.11.4	QoS Enforcement Rule
The following table describes the QoS Enforcement Rule (QER) that defines how a packet shall be treated in terms of bit rate limitation and packet marking for QoS purposes. All Packet Detection Rules that refer to the same QER share the same QoS resources, e.g. MFBR.
Table 5.8.2.11.4-1: Attributes within QoS Enforcement Rule
	Attribute
	Description
	Comment

	N4 Session ID
	Identifies the N4 session associated to this QER
	

	Rule ID
	Unique identifier to identify this information.
	

	QoS Enforcement Rule correlation ID (NOTE 1)
	An identity allowing the UP function to correlate multiple Sessions for the same UE and APN.
	Is used to correlate QoS Enforcement Rules for APN-AMBR enforcement.

	Gate status UL/DL
	Instructs the UP function to let the flow pass or to block the flow.
	Values are: open, close, close after measurement report (for termination action "discard").

	Maximum bitrate
	The uplink/downlink maximum bitrate to be enforced for the packets.
	This field may e.g. contain any one of:
-	APN-AMBR (for a QER that is referenced by all relevant Packet Detection Rules of all PDN Connections to an APN) (NOTE 1).
-	Session-AMBR (for a QER that is referenced by all relevant Packet Detection Rules of the PDU Session)
-	QoS Flow MBR (for a QER that is referenced by all Packet Detection Rules of a QoS Flow)
-	SDF MBR (for a QER that is referenced by the uplink/downlink Packet Detection Rule of a SDF)
-	Bearer MBR (for a QER that is referenced by all relevant Packet Detection Rules of a bearer) (NOTE 1).

	Guaranteed bitrate
	The uplink/downlink guaranteed bitrate authorized for the packets.
	This field contains:
-	QoS Flow GBR (for a QER that is referenced by all Packet Detection Rules of a QoS Flow)
-	Bearer GBR (for a QER that is referenced by all relevant Packet Detection Rules of a bearer) (NOTE 1).

	Down-link flow level marking
	Flow level packet marking in the downlink.
	For UPF, this is for controlling the setting of the RQI in the encapsulation header as described in clause  5.7.5.3.

	Packet rate (NOTE 1)
	Number of packets per time interval to be enforced.
	This field contains any one of:
-	downlink packet rate for Serving PLMN Rate Control (the QER is referenced by all PDRs of the UE belonging to PDN connections using CIoT EPS Optimizations as described in TS 23.401 [26]).
-	uplink/downlink packet rate for APN Rate Control (the QER is referenced by all PDRs of the UE belonging to PDN connections to the same APN using CIoT EPS Optimizations as described in TS 23.401 [26]).

	NOTE 1:	This parameter is only used for interworking with EPC.



**************************************End of changes*******************************************
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