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Abstract of the contribution: This contribution proposes a solution for Key Issue 4: Interactions with OAM for Data Collection.
1 Discussion
During the last meeting it was included in TR23.791 a new Key Issue (Key Issue 4: Interactions with OAM for Data Collection) that describes the topics related to how OAM and NWDAF should interact for data collection.
--------------------- Extracted from TR 23.791 ------------------------
[bookmark: _Toc515866761][bookmark: _Toc515950681][bookmark: _Toc515952488]5.2.4	Key Issue 4: Interactions with OAM for Data Collection
[bookmark: _Toc515866762][bookmark: _Toc515950682][bookmark: _Toc515952489]5.2.4.1	Description
Use cases listed have a common requirement that NWDAF can use for analytic purposes some data that is available in OAM system.
The following topics should be addressed by SA2 in collaboration with SA5.
-	Framework for making OAM data available to NWDAF;
-	How the data can be provided from OAM to NWDAF?
-	Several metrics and KPIs are already defined for OAM (TS 28.XXX series). Could such metrics be reused for NWDAF as set of basic data from each NF?
-	Could NWDAF use the already existing services provided by the OAM?
[bookmark: _Toc515866763][bookmark: _Toc515950683][bookmark: _Toc515952490]5.2.4.2	Requirements
The NWDAF shall be able to have access to data from the OAM.
A flexible framework for making OAM data available to NWDAF (interfaces, basic information model and extension rules) should be defined.
The NWDAF should be able to refine the scope of required information as needed.
The 5GC should be able to enforce authentication and authorization of the NWDAF for a certain data access.
----------------------------------------------------------------------------------------------------------------------------------------------

This paper proposes the following changes for TR23.791:
· Solution for KI 4 on data collection from OAM

2 Proposal
It is proposed to make the following changes to the TR 23.791.

* * * * Start of Change * * * * 
[bookmark: _Toc473190644][bookmark: _Toc500949091]
[bookmark: _Toc508717944]6.X	Solution X: Interactions with OAM for Network Data Collection
[bookmark: _Toc508717943]6.X.1	Description
The solution described in this section defines the general framework for NWDAF and OAM interactions for data collection. Based on current definitions from SA5, NWDAF can use as sources for data collection the PM (Performance Management) services defined in the TS28.55x series of specifications as well as the FS (Fault Supervision) services defined in the TS28.54x series of specifications.  
The PM services in TS28.550 provide support for deployment, start, and stop of measurement jobs (process that actually retrieve the data from managed function), query data, data stream retrieval as well as data file retrieval from the measurement jobs for different levels of performance measurement, e.g. NFs, network slice instances (i.e. performance information about deployed S-NSSAIs, including measurements from different technological domains of a network slice instance such as NG-RAN and CN), and Network. The measurements for each one of these levels is exposed by the PM services. The measurements and KPIs associated with NG-RAN, CN, and E2E KPIs, are available, respectively, in TS28.552, TS28.553, and TS28.554. The specific set of KPIs and measurements to be collected by NWDAF are use case dependent.
The FS services in TS 28.545 may also provide support for fault supervision jobs such as report, un/subscribe alarm notifications; get alarms list; clear alarm; from NFs, Network Slice Instance, (NSI), also including alarms specific to the different technological domains (e.g., NG-RAN or CN) associated with NSIs. The fault supervision is exposed by FS services. The definition of the specific set of FS alarms that NWDAF can subscribe are use case dependent.    
Non 3GPP management data (e.g. Transport network (TN)) may also be a source of information for NWDAF. Such type of information may be collected by NWDAF via 3GPP management systems (i.e., OAM referred in this document), once it is foreseen in TS 28.530 that 3GPP management system can coordinate with the management systems of the non-3GPP parts. 

NOTE: It is not defined yet which are the interfaces exposed by OAM to enable the retrieval of information from the PM services. Currently, TS28.531 defines the UCs for data exposure related with network slice instances, while TS28.532 defines the interfaces and services related to management of network slice instances, which should also include performance management. Nevertheless, the precise definition of which OAM function exposes which service is not yet described in the specification. 
The interactions between NWDAF and OAM for data collection are illustrated in Figure 1. NWDAF shall register to receive the specific set of KPIs or measurements or alarms from OAM so that it can perform the feedback/analytics generation. It is responsibility of the OAM to set up the proper mechanism to guarantee the continuous data collection of requested measurements and alarms as well as the data collection and calculation of the requested KPIs and delivering such data to NWDAF, even if such information is not used by the OAM for its own purposes of managing the network slice instances life cycle. 
NWDAF shall retrieve KPIs calculated by OAM (based on measurements also collected by OAM), alarms, and measurements collected by OAM, as well as UP network slice instance topology information relevant for the analysis of the retrieved information. Based on collected measurements and/or alarms, NWDAF shall calculate further KPIs which might be use case dependent. The KPIs and/or measurements and/or alarms collected from OAM are used by the NWDAF for the generation of analytics. The information from OAM might be further combined by NWDAF with other sources of information, such as AF and NFs. 



[bookmark: _GoBack][image: ]
[bookmark: _Ref513634635]Figure 1 – Operation Mode for Data collection based on retrieving KPIs and Measurements and Alarms

0. OAM configures NWDAF with the necessary information (e.g., address of service exposed by OAM) so that NWDAF can have access the PM and/or FS services exposed by OAM. 
1. NWDAF registers with OAM to receive KPIs (e.g., network slice instance specific KPIs or general KPIs such as latency), measurements, alarms and optionally indicating to OAM in the request the need to receive also any UP network slice instance topology information relevant to the analysis of the KPI or measurements or alarms. In this process when NWDAF register to receive data from PM services it needs to indicate whether data stream or data file reporting should be associated with the KPI and/or measurement collection. This information is later used by OAM for the collection of the measurements. 
2. [Optional] It is up to the OAM to identify if already deployed/configured support for data collection will be reused for each request from NWDAF or if new support for data collection needs to be deployed/configured.
3. OAM responds to NWDAF either with the indication that the request (either for KPI and/or measurement and/or alarms) was accepted, in case no problems with the setup of the data collection happens, or with a negative answer if the support for data collection with the requested KPI and/or measurement, and/or alarms could not be setup.
4. OAM performs the collection of the measurements and the calculation of the requested KPIs as well as the collection of alarms.
5. (a and b and c): OAM exposes requested KPI and/or measurements and/or alarms to NWDAF and optionally any UP network slice instance topology information relevant to the analysis of the KPI and/or measurements and/or alarms. The OAM provides three options for NWDAF to receive such data: (5a) via reporting; or (5b) via querying mechanisms; or (c) via alarm notification.


6.1.2	Impacts on Existing Nodes and Functionality
Editor's note:	Capture impacts on existing 3GPP nodes and functional elements.
[bookmark: _Toc508717945]6.1.3	Solution Evaluation
Editor's note:	Use this section for evaluation at solution level.

* * * End of Change * * * 
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