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1
Discussion

Objective 1 of the FS_CIoT_5G SID (SP-170801) enumerates several CIoT/MTC functionalities need to be evaluated and studied so that they can be enabled in 5G CN. The enumerated functionalities and their corresponding key issue are shown in Table 1.

Table 1. CIoT/MTC Functionalities and Corresponding Key Issue(s)

	CIoT/MTC Functionality
	Corresponding Key Issue(s)

	Equivalent overall functionalities as provided by SCEF for CIoT/MTC
	None

	Monitoring
	11

	Small data transmission (infrequent and frequent small data transmission including frequent small data transmission from tracking devices)
	1, 2

	Additional power saving functions unless those are supported for 5G system in Rel-15
	4, 5

	Non-IP Data Delivery
	1, 2, 8

	Overload control (as relevant in 5G CN)
	7

	Support of Coverage enhancement including adaptations in 5G CN required to support latencies
	6

	Equivalent to Group communication and messaging
	16

	Reliable communication via functionality equivalent to SCEF
	8

	Inter-RAT mobility support to/from NB-IoT
	12

	High latency communication
	3

	Include location services procedures for IoT in 5G location services
	Covered in FS_eLCS

	Any modifications in the EPC-5GC interworking “baseline” specific to CIOT
	9


Table 1 shows that there are currently no key issues that address “Equivalent overall functionalities as provided by SCEF for CIoT/MTC”.  

Much, but not all, of the functionalities that are provided by the SCEF are already covered by a key issue or are already supported in Rel-15. Table 2 lists the SCEF T8 APIs and their status in 5GC.
Table 2. CIoT/MTC Functionalities and Corresponding Key Issue(s)

	SCEF T8 API
	Status in 5GC

	Monitoring
	Mostly Supported in Rel-15

Covered in Key Issue 11

	Background Data Transfer
	Supported in Rel-15

	Change of Chargeable Party
	Not yet covered 

*(Northbound Missing in Rel-15)

	NIDD
	Covered in Key Issues 1, 2, and 8

	Device Triggering
	Supported in Rel-15

	Group Message Delivery via MBMS
	Not yet covered

	Reporting of Network Status
	Not yet covered

	Communication Pattern Provisioning
	Supported in Rel-15

	PFD Management
	Supported in Rel-15

	Enhanced Coverage Restrictions Control
	Covered in Key Issue 6

	Network Parameter Configuration Control
	Covered in Key Issue 10

	QoS Configuration
	Not yet covered 

*(Northbound Missing in Rel-15)

	MSISDNless MO SMS
	Not yet covered


Table 2 shows that there is currently no work underway that will address how to add the following SCEF CIoT/MTC functionalities to the NEF.

· Group Message Delivery via MBMS

· Change of Chargeable Party

· QoS Configuration

· Reporting of Network Status

· MSISDNless MO SMS

Group Message Delivery via MBMS has been discussed in other papers and will not be discussed here.
Per TS 23.502, section 5.2.5, the NEF can consume the PCF’s Ncf_Policy_Authorization service. This service allows the NEF to indicate flow sponsorship and indicate QoS preferences.  However, section 5.2.6 of TS 23.502 does not show any NEF service that allows the AF to indicate flow sponsorship or indicate QoS preferences. Thus, a key issue should be created to simply cover the fact that the NEF needs to expose this functionality. The southbound support for Change of Chargeable Party and QoS Configuration between the NEF and PCF seems to already be in place in Rel-15.
No “Reporting of Network Status” feature exists in Rel-15 5GC. In EPC, the network status information is provided to the SCEF by the RCAF. There is no RCAF equivalent function in 5GC. The authors of this paper believe that how the NEF determines what network status information to report to the AF requires more study than what can be done in an FS_CIoT_5G key issue; it may require a standalone study item in the future or might be addressed in the FS_eNA study. Thus, no key issue is proposed on this topic.
No “MSISDNless MO SMS” feature exists in Rel-15 5GC. A Key Issue should be created for this. In Rel-15 5GC, the T4 interface, which is used by the SCEF to receive MO SMS, already terminates at the NEF for triggering. Thus, the southbound support for “MSISDNless MO SMS” is mostly in place in Rel-15.
This paper proposes to add 2 new key issues, one for support of “MSISDNless MO SMS” and one for exposure of the “Change of Chargeable Party” and “QoS Configuration” APIs.
2
Proposal

This contribution proposes to implement the following updates to TR 23.724 v 0.4.0.

* * * Start of Change 1 * * *

5.y
Key Issue y: MSISDN-less MO SMS 
5.y.1
Description

This key issue addresses how the MSISDN-less MO SMS API may be implemented on the Nnef interface.

TS 23.682 [6] defines a procedure for sending MSISDN-less MO SMS via the T8 interface. The procedure is used by the network to send MO SMS to the SCS/AS.
5.y.2
Architectural requirements

-
The Nnef interface should allow the NEF to forward MO SMS to an AF.

5.y.3
Architectural baseline

-
MO SMS between the UE and SMS-SC is unchanged. The service centre address points to the SMS-SC which can route the MO SMS to the AF, the destination SME address is set to short/long code of the AF, and Application Port ID element of the TP-User-Data field is set to an appropriate value.

-
The SMS-SC uses the destination SME address (long/short code of the AF) to identify the corresponding NEF based on a pre-configured mapping table. SMS-SC extracts the SMS payload, Application port ID, and IMSI of the UE and delivers them to NEF via a T4 Interface along with the destination SME address (long/short code of the SCS/AS). The NEF acts as an MTC-IWF on the T4 interface.

-
The NEF identifies the AF with the destination SME address (long/short code of the SCS/AS) received from the SMS-SC.

-
As is done on T8, the NEF will use the MSISDN-less MO SMS API to send MO SMS to the AF vai the Nnef interface.

5.y.4
Open issues

-
None.

* * * Start of Change 2 * * *

5.z
Key Issue z: Support of PCF Related APIs 
5.z.1
Description

This key issue addresses how the NEF provides functionality related to the T8 Change of Chargeable Party and QoS Configuration API’s.

TS 23.682 [6] defines T8 procedures that may be used by the SCS/AS to set, or change, the chargeable party that is associated with a flow and procedures for configuring the QoS of a flow.
5.z.2
Architectural requirements

-
The Nnef interface should provide functionality equivalent to the T8 “Change of Chargeable Party” and “QoS Configuration.” APIs.

5.z.3
Architectural baseline

-
The NEF shall use the Npcf_Policy_Authorization service on its southbound interface to provide the provide the necessary functionality on its northbound (Nnef) interface.
-
The NEF shall expose the T8 Change chargeable party request on the Nnef interface. The API’s “Description of the application flows”, “Sponsor Information”, “Sponsoring Status” parameters will be translated to the parameters of the Npcf_Policy_Authorization service as follows. 
-
“Description of the application flows” is mapped to “flow description”

-
“Sponsor Information” and “Sponsoring Statu” are mapped to “sponsored data connectivity”

-
The NEF shall expose the T8 QoS Configuration API request on the Nnef interface. The API’s “UE IP address”, “Description of the application flows”, and “QoS reference” parameters will be translated to the parameters of the Npcf_Policy_Authorization service.
-
“Description of the application flows” is mapped to “flow description”

-
“QoS reference” is mapped to “bandwidth requirements” and “Priority indicator” based on operator polices.

5.z.4
Open issues

-
None.
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