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Abstract of the contribution: This pCR evaluates solutions addressing Key Issues # IMS-1, # IMS-2 and # IMS-3 and provide a conclusion. 
Discussion
 Key issue #IMS-1 (Support for unauthenticated and authenticated user) is about enabling both unauthenticated and authenticated UEs via the same mechanisms if possible.
Key issue #IMS-2 (Identification of Restricted Local Operator Services at IMS layer) states that the UE need
-
to be able to start session setup without requiring IMS registration for RLOS services, and 
-
to indicate to the IMS network that its request is for RLOS via appropriate information;
Key issue #IMS-3 (Handling IMS session for Restricted Local Operator Service) is about to support session setup for RLOS from users without requiring IMS registration for RLOS services. It also states that there shall be no involvement of the Home PLMN. 

In addition to that, architectural assumptions need to be satisfied. Among them, we can mention: 
-
No support of mobile terminated services
-
Inter-RAT handovers and handover between 3GPP and non-3GPP accesses are not supported
-
The UE shall indicate to the EPC and the IMS network that the request is a request for RLOS
-
The standard shall support IMS emergency services for UEs attached for RLOS
For these key issues, candidate solutions are solutions #3, #5, #6, #7 and #10.
Solution #3 proposes that P-CSCF may verify the IMSI/IMEI provided by the PCRF against the IMSI/IMEI derived from the public user identity provided by the UE, but does not satisfy Key Issues #2 and #3 with regards to skipping the IMS Registration. It even proposes two IMS registrations in sequence. It also proposes that GIBA procedure over Gm is performed, but this is not always supported by operators.
Solutions #5 and #10 propose that requests from either unauthenticated UEs and authenticated UEs in limited state clearly identify Restricted Local Operator Services at IMS layer (part of Key issue #2) and that if the SIP request includes an RLOS indication, the P-CSCF verifies that the UE IP address is within the range of IP addresses reserved for RLOS and may verify that the SIP request corresponds to an RLOS attached UE (via P-CSCF querying PCRF about the IMSI/IMEI and RLOS APN used by the PDN connection).
However, solution #5 does not satisfy Key Issues #2 and #3 with regards to skipping the IMS Registration. Solution #10 skips IMS registration as it is based on the same principles as IMS emergency calls for unauthenticated UEs per TS 23.167 [8] clause 7.1.1 (where RLOS APN replaces Emergency APN, and local RLOS CSCF replaces E-CSCF).
Solution #6 brings some details on the support of QCI 5, but does not satisfy Key Issue #1 with regards to having the same mechanism for authenticated UEs in limited state and unauthenticated UEs. It does not either satisfy Key Issues #2 and #3 with regards to skipping the IMS Registration. Procedures are also not described and the solution is far from complete. 
Solution #7 has two scenarios: one with UEs that attempt IMS registration which is no successful and one with UEs that successfully IMS register. As stated in the solution, to address both of the above scenarios, a UE desiring access to RLOS must perform regular IMS registration, and so the solution does not satisfy Key Issues #2 and #3 with regards to skipping the IMS Registration. The mechanisms for authenticated UEs and unauthenticated UEs are different, hence the solution does not satisfy Key Issue #1 with regards to having the same mechanism for authenticated UEs in limited state and unauthenticated UEs. Moreover, solution #7 does not address Key Issue #IMS-4 (Support of emergency services by UEs attached for RLOS). It also seems that 
The objective of solution #7 goes far beyond PARLOS requirements, hence out of scope of the Study Item, and how that solution works is questionable: 
· Far from PARLOS requirements: TS 22.101 Rel-16 states: 

-
"Access to restricted local operator services by unauthenticated UEs is based on FCC regulations in the U.S. related to manual roaming as noted in the Code of Federal Regulations (CFR) Title 47 Chapter 1 Subchapter B Part 20 Section 20.3 and the Code of Federal Regulations (CFR) Title 47 Chapter 1 Subchapter B Part 20 Section 20.12 (Resale and Roaming) Subparagraph c [59]." 

-
"Based on operator policy and national regulations, the 3GPP system shall support a mechanism to indicate to UEs that restricted local operator services are available".

-
"Based on operator policy and national regulations, the 3GPP system shall support mechanisms to allow access to restricted local operator services by unauthenticated UEs".

· Architectural assumptions are clearly stating that there is no mobile terminating calls. So, what would be the benefits for a user to subscribe for long duration service? 
· There is no IMSI, no MSISDN/URI, so how can the UE be even called? If there are IMS and MSIDSN/URI, how can they coexist with the UE IMSI/MSISDN/URI the UE roaming from an HPLMN using local roaming in the local PLMN?
· Since for RLOS a UE needs to always attach to EPC with an indication that it is for RLOS, the RLOS portal can always provide the user with information about whether and which IMS calls are allowed or not, what is the benefit for IMS registration?
· 3GPP security aspects are not described. For example, in 7.7.2, when the P-CSCF creates a temporary record and mark the user as RLOS only user, which credentials are used for a further SIP request is unclear. 
Proposal

For Key Issues # IMS-1, # IMS-2 and # IMS-3, it is proposed to adopt the following:
-
SIP requests from unauthenticated UEs and authenticated UEs in limited state clearly identify Restricted Local Operator Services at IMS layer by sending an RLOS indication in SIP requests.

-
If the SIP request includes an RLOS indication, the P-CSCF verifies that the UE IP address is within the range of IP addresses reserved for RLOS and may verify that the SIP request corresponds to an RLOS attached UE (via P-CSCF querying PCRF about the IMSI/IMEI and RLOS APN used by the PDN connection).
-
Session setup for RLOS skips IMS registration for both unauthenticated UEs and authenticated UEs in limited state.
-
SIP signalling may not acquire the QCI 5 that would typically be associated with an APN dedicated for IMS. It is up to the discretion of the operator to associate the necessary QCI for the RLOS APN.
-
P-CSCF may be, based on operator policy, be configured with a unique limited set of destinations for all RLOS UEs that it needs to enforce and/or to restrict. 
It is proposed to update TS 23.715 as follows.
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Evaluation

Editor's note:
This clause will provide a general evaluation of the solutions.
Key issue #IMS-1 (Support for unauthenticated and authenticated user) is about enabling both unauthenticated and authenticated UEs via the same mechanisms if possible.

Key issue #IMS-2 (Identification of Restricted Local Operator Services at IMS layer) states that the UE need
-
to be able to start session setup without requiring IMS registration for RLOS services, and 
-
to indicate to the IMS network that its request is for RLOS via appropriate information;
Key issue #IMS-3 (Handling IMS session for Restricted Local Operator Service) is about to support session setup for RLOS from users without requiring IMS registration for RLOS services. It also states that there shall be no involvement of the Home PLMN. 

In addition to that, architectural assumptions need to be satisfied. Among them, we can mention: 

-
No support of mobile terminated services
-
Inter-RAT handovers and handover between 3GPP and non-3GPP accesses are not supported
-
The UE shall indicate to the EPC and the IMS network that the request is a request for RLOS
-
The standard shall support IMS emergency services for UEs attached for RLOS
For these key issues, candidate solutions are solutions #3, #5, #6, #7 and #10.
Solution #3 proposes that P-CSCF may verify the IMSI/IMEI provided by the PCRF against the IMSI/IMEI derived from the public user identity provided by the UE, but does not satisfy Key Issues #2 and #3 with regards to skipping the IMS Registration. It even proposes two IMS registrations in sequence. It also proposes that GIBA procedure over Gm is performed, but this is not always supported by operators.

Solutions #5 and #10 propose that requests from either unauthenticated UEs and authenticated UEs in limited state clearly identify Restricted Local Operator Services at IMS layer (part of Key issue #2) and that if the SIP request includes an RLOS indication, the P-CSCF verifies that the UE IP address is within the range of IP addresses reserved for RLOS and may verify that the SIP request corresponds to an RLOS attached UE (via P-CSCF querying PCRF about the IMSI/IMEI and RLOS APN used by the PDN connection).

However, solution #5 does not satisfy Key Issues #2 and #3 with regards to skipping the IMS Registration. Solution #10 skips IMS registration as it is based on the same principles as IMS emergency calls for unauthenticated UEs per TS 23.167 [8] clause 7.1.1 (where RLOS APN replaces Emergency APN, and local RLOS CSCF replaces E-CSCF).

Solution #6 brings some details on the support of QCI 5, but does not satisfy Key Issue #1 with regards to having the same mechanism for authenticated UEs in limited state and unauthenticated UEs. It does not either satisfy Key Issues #2 and #3 with regards to skipping the IMS Registration. Procedures are also not described and the solution is far from complete. 

Solution #7 has two scenarios: one with UEs that attempt IMS registration which is no successful and one with UEs that successfully IMS register. As stated in the solution, to address both of the above scenarios, a UE desiring access to RLOS must perform regular IMS registration, and so the solution does not satisfy Key Issues #2 and #3 with regards to skipping the IMS Registration. The mechanisms for authenticated UEs and unauthenticated UEs are different, hence the solution does not satisfy Key Issue #1 with regards to having the same mechanism for authenticated UEs in limited state and unauthenticated UEs. Moreover, solution #7 does not address Key Issue #IMS-4 (Support of emergency services by UEs attached for RLOS). It also seems that 

The objective of solution #7 goes far beyond PARLOS requirements, hence out of scope of the Study Item, and how that solution works is questionable: 

· Far from PARLOS requirements: TS 22.101 Rel-16 states: 

-
"Access to restricted local operator services by unauthenticated UEs is based on FCC regulations in the U.S. related to manual roaming as noted in the Code of Federal Regulations (CFR) Title 47 Chapter 1 Subchapter B Part 20 Section 20.3 and the Code of Federal Regulations (CFR) Title 47 Chapter 1 Subchapter B Part 20 Section 20.12 (Resale and Roaming) Subparagraph c [59]." 

-
"Based on operator policy and national regulations, the 3GPP system shall support a mechanism to indicate to UEs that restricted local operator services are available".

-
"Based on operator policy and national regulations, the 3GPP system shall support mechanisms to allow access to restricted local operator services by unauthenticated UEs".

· Architectural assumptions are clearly stating that there is no mobile terminating calls. So, what would be the benefits for a user to subscribe for long duration service? 

· There is no IMSI, no MSISDN/URI, so how can the UE be even called? If there are IMS and MSIDSN/URI, how can they coexist with the UE IMSI/MSISDN/URI the UE roaming from an HPLMN using local roaming in the local PLMN?

· Since for RLOS a UE needs to always attach to EPC with an indication that it is for RLOS, the RLOS portal can always provide the user with information about whether and which IMS calls are allowed or not, what is the benefit for IMS registration?

· 3GPP security aspects are not described. For example, in 7.7.2, when the P-CSCF creates a temporary record and mark the user as RLOS only user, which credentials are used for a further SIP request is unclear. 
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Conclusions
Editor's note:
This clause will capture agreed conclusions from the study.
For Key Issues # IMS-1, # IMS-2 and # IMS-3, it is proposed to adopt the following:

-
SIP requests from unauthenticated UEs and authenticated UEs in limited state clearly identify Restricted Local Operator Services at IMS layer by sending an RLOS indication in SIP requests.

-
If the SIP request includes an RLOS indication, the P-CSCF verifies that the UE IP address is within the range of IP addresses reserved for RLOS and may verify that the SIP request corresponds to an RLOS attached UE (via P-CSCF querying PCRF about the IMSI/IMEI and RLOS APN used by the PDN connection).

-
Session setup for RLOS skips IMS registration for both unauthenticated UEs and authenticated UEs in limited state.
-
SIP signalling may not acquire the QCI 5 that would typically be associated with an APN dedicated for IMS. It is up to the discretion of the operator to associate the necessary QCI for the RLOS APN.

-
P-CSCF may be, based on operator policy, be configured with a unique limited set of destinations for all RLOS UEs that it needs to enforce and/or to restrict. 
END OF CHANGES
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