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1 Discussion
1.2
Introduction
 Solution #6 is based on following main principles:
-
carrying ATSSS rules via NAS, including the "convergence method" (MPTCP, etc) to apply to a flow;

-
carrying Measurement Thresholds and Measurement Reporting over the user plane (that require fast steering/splitting decisions);

-
an access agnostic reporting protocol;

- 
access agnostic reporting measurements.

Two aspects need to be reconsider:

· What are the "convergence methods" and whether there is a need for fallback convergence methods.

· Whether it is possible for the UE to provide access agnostic measurements sufficiently in advance before the need for switching. 

1.3
Convergence methods

The convergence methods are sent as ATSSS rules (sent via NAS) and they are attributes of a data flow. There is a need to simplify the choices.

Either a PDU session is allowed to use multipath methods (MP-TCP, MP-QUIC) or it is not. If it is, then it is sufficient to indicate for each traffic filter whether multipath methods should apply or whether a preferred access should be used. In other words, 

either there is a preferred access, and in this case the ATSSS rule indicates:

-
either the preferred access type (3GPP access / non-3GPP access) or an indication stating whether the preferred access is the one with the lowest RTT; 

-
an indication on whether fall-back access is allowed/not-allowed,

or there is no preferred access, and in this case the ATSSS rule indicates the traffic load distribution to apply between accesses, where each access is assigned a weight factor (e.g. 50%).
1.4
Measurements
1.4.1
Loss ratio, received power
For example, we need to consider how long a measurement takes in the UE and how fast a radio fading is occurring: the UE for uplink and the UPF for downlink must be able to take the decision for switching a data flow before too many packets are lost. Observing that a bit error rate (BER) of 10-3 corresponds to an average of one error every packet of 125 bytes, the UPF needs to switch a data flow much before the bit error rate reaches 10-3. 
When looking at the bit error rate as a function of the signal to noise ratio or of the received power (see figure 1 below), one can see that the Bit Error Rate goes from 10-9 to 10-3 in just 6 dB fading. For any modulation. A margin of 6 dB fading is quite small as it can sometimes be obtained very quickly e.g. at a change of room in a building, but let’s assume that we take such a margin. This roughly corresponds to a BER of 10-9. 

Can the measurement to be reported by the UE be the BER (or the packet error rate PER)?: the average bit error occurrence for a BER of 10-9 is 100 seconds at 10 Mbps. This means that a 10-9 BER measurement cannot be done in time. We therefore should not consider BER or PER as a candidate measurement for ATSSS.
Alternatively, the received power/quality, e.g. CSI-RSRP/CSI-RSRQ for NR 3GPP access, E-UTRA RSRP / E-UTRA RSRQ for E-UTRAN and IEEE 802.11 WLAN RSSI for WLAN as defined in TS 38.215 [x]) is instantaneously measured by any UE. 
With appropriate received power/quality threshold configuration in the UE, the UPF can be notified when for example the received power is e.g. 20 or 30 dB above the received power generally observed for a BER of to 10-3. Reporting received power/quality allows to anticipate loss of packets due to fading, not BER or PER. 
The UPF receiving received power/quality measurement just need to compare the received value with a threshold received power/quality that would be the same for all UEs. No need to have specific thresholds for specific UEs as it the BER vs Received Power function is roughly the same for all UEs. The threshold value should be configured by the operator based on fading speed tests on their network. 
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1.4.2
Round Trip Time

As stated in the solution, this measurement may be used for certain applications that are sensitive to delay but not so much sensitive to loss. For example, voice traffic may support a BER of 10-2 but latency should be less than 10 ms, whereas data traffic may support a latency up to 300 ms but the Loss Ratio should be smaller than 10-6.
Moreover, even if it is not strictly required because this measurement should occur in good SNR conditions, the RTT can be measured relatively quickly because it can be obtained via the sending of a few test packets from the UE that would be returned by the UPF. 
Also, RTT can be measured directly by the UPF sending packets to the UE, the UE returning them to the UPF.

Extracts from https://queue.acm.org/detail.cfm?id=2539132
“TCP stacks on end hosts optimize for high performance by passively measuring network RTTs using widely deployed TCP timestamp options carried in TCP headers. This information, if utilized, carries some distinct operational advantages for services and applications: hosts do not need to launch out-of-band ICMP (Internet Control Message Protocol) echo requests (pings), nor do they need to embed timing information in application traffic. Instead, hosts can passively measure RTT representative of full-path network latency experienced by TCP traffic.
The algorithm for calculating RTT from a TCP flow between two hosts, documented in IETF RFC 1323 [x] is commonly used by both end hosts on a connection to refine the RTO to improve the performance of TCP in the presence of loss. The TCP Timestamp option is known to be widely deployed in the wild. The TCP stack also maintains the variance in the measured RTT, the RTTVAR.
TCP timestamps are optional fields in the TCP header, so although they are extremely useful and carried in most traffic, they are not strictly required for TCP to function. The values are held in two 4-byte header fields: TSval (Timestamp Value) and TSecr (Timestamp Echo Reply). Each host involved in a connection emits TSval timestamps to the other host whenever a TCP segment is transmitted, and awaits the corresponding TSecr in return. The time difference measured between first emitting a TSval and receiving it in a TSecr is the TCP stack's best guess as to RTT. Timestamp here is an arbitrary value that increments at the granularity of the local system clock; it is not a timestamp that can be interpreted independently, such as number of seconds.”

1.4.3
UE measurements needed by the UPF to decide how the distribute the load between the two accesses
It is not required to report measurements needed by the UPF to decide how to distribute the load between 3GPP and non-3GPP accesses when the radio conditions are bad. There not either a need to get such measurements as quick as those required for the SNR. 
In WLAN access, the following parameters are already specified as valid and UE implementation independent measurements in 3GPP specifications: 
· The downlink backhaul data rate.
· The uplink backhaul data rate.

· The WLAN channel utilization (attribute of the IEEE 802.11 BSS load field)
IEEE 802.11 definitions:

BSS load: it provides information on the cell load, from the AP point of view. It has following subfields

a. Station Count – How many stations are currently associated

b. Channel Utilization – % of time that AP sensed medium was busy (normalized 0-255)

c. Available Admission Capacity - remaining amount of medium time available via explicit admission control, in units of 32 μs/s. The field is helpful for roaming STAs to select an AP that is likely to accept future admission control requests
These measurements are specified in TS 36.300 [x].
-
clause 22A.1.5 and 22A.2.4 (WLAN Measurements): “The UE supporting LWA may be configured by the E-UTRAN to perform WLAN measurements. WLAN measurement object can be configured using WLAN identifiers (BSSID, HESSID and SSID), WLAN carrier information and WLAN band (2.4GHz, 5GHz and 60GHz). WLAN measurement reporting is triggered using RSSI. WLAN measurement report contains, for each included WLAN, RSSI and WLAN identifier, and may contain WLAN carrier information, WLAN band, channel utilization, station count, admission capacity, backhaul rate and an indication whether the UE is connected to the WLAN.”
-
clause 23.6 (RAN assisted WLAN interworking): “E-UTRAN provides assistance parameters via broadcast and dedicated RRC signalling to the UE. The RAN assistance parameters may include E-UTRAN signal strength thresholds, WLAN channel utilization thresholds, WLAN backhaul data rate thresholds, WLAN signal strength thresholds and Offload Preference Indicator (OPI). The UE uses the RAN assistance parameters in the evaluation of:

-
Access network selection and traffic steering rules defined in TS 36.304 [11]; or

-
ANDSF policies defined in TS 24.312 [58].

-
for traffic steering decisions between E-UTRAN and WLAN as specified in TS 23.402[19].”
1.4.4
Corresponding thresholds in the UE-AT3SF and in the UE
The corresponding thresholds in the UE-AT3SF and in the UE are:

-
For the received power thresholds: the minimum E-UTRAN/NR signal strength thresholds (RSRP and RSRQ for 3GPP access) and the minimum WLAN signal strength (Beacon RSSI), as defined in TS 36.300 [x] and TS 38.215 [x]. 
-
For the WLAN load measurements thresholds: maximum WLAN channel utilization threshold and minimum WLAN backhaul data rate threshold.

These thresholds are intended to be configured by the operator to the same value for all UEs. They allow the UPF/UE to decide whether to add/remove data flow(s) to/from WLAN.

In addition, it is clarified that there are "reporting thresholds" in the UE, i.e. thresholds to trigger reporting, and "measurement thresholds" in the UP-AT3SF, i.e. thresholds configured by the operator in the UPF (via e.g. PCF and SMF) used to trigger local splitting/switching decisions for the downlink traffic.
Proposal

It is proposed to update TS 23.793 as follows.
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6.6
Solution 6: Architecture framework with ATSSS rules via NAS, dedicated access measurements and generic user plane Reporting Control Protocol 
6.6.1
Architecture framework Description
In terms of architecture requirements for this solution, the proposed ATSSS architecture framework is similar to solution #1 as described in clause 6.1.

6.6.2
Functional Description

The functional description is similar to solution #1 as described in 6.1.1, with the following entities:
-
User Data Repository for Access Traffic Steering Switching and Splitting Function (UDR-AT3SF).

-
Policy Control Access Traffic Steering Switching and Splitting Function (PC-AT3SF).

-
Session Management Access Traffic Steering Switching and Splitting Function (SM-AT3SF).

-
User Plane Access Traffic Steering Switching and Splitting Function (UP-AT3SF).

-
UE Access Traffic Steering Switching and Splitting Function (UE-AT3SF).

However, the measurement reports are not sent from UP-AT3SF to CP-AT3SF: UP-AT3SF at the Anchor UPF (other UPF are transparent) is the entity that decides which access a certain IP flow shall use or be moved to.

The solution consists in: 

-
carrying ATSSS rules via NAS;

-
carrying Measurement Thresholds and Measurement Reporting over the user plane (that require fast steering/splitting decisions).

The protocol between the UE and the UP-AT3SF at the Anchor UPF ("Generic Reporting Control Protocol") allows the network to configure measurement thresholds and reporting timers in the UE, and the UE to send the measurement reports to UP-AT3SF.

A Data Flow defined by a set of TFTs can be split on both accesses, but all packets of an IP flow are sent on a single access. This does not preclude an IP flow to be switched to the other access if needed due to e.g. path quality. Hence, no sequence numbering is proposed in this solution.

6.6.3
Procedures

6.6.3.1
ATSSS Policy Control (via NAS)
ATSSS policies for UL traffic are carried from PCF to UE over existing NAS SM procedures when a new PDU session is established or modified. ATSSS policies for DL traffic are carried from PCF to UPF via SMF.

ATSSS policies for a certain data flow (SDF or PDU session) contain:

-
the TFT corresponding to the traffic to which the policies apply, and

-
either there is a preferred access together with 
-
either the preferred access type (3GPP access / non-3GPP access) or an indication stating whether the preferred access is the one with the lowest RTT and 
-
an indication on whether fall-back access is allowed/not-allowed,
-
or, if there is no preferred access, the traffic load distribution to apply between accesses. Each access is assigned a weight factor (e.g. 50%) and receives a percentage of the SDF/PDU session traffic corresponding to this factor.
ATSSS policies may also contain information about the splitting/switching method for a PDU Session: 

-
An indication on whether Multipath Methods are allowed to the PDU session and, if needed, the allowed Multipath Methods (e.g. MP-TCP Proxy, MP-QUIC Proxy, etc) and the associated Multipath Method Parameters,




-
the IP address and UDP port of the UPc-AT3SF.

6.6.3.2
Measurement Configuration and Reporting Control Procedure (via User Plane)

This procedure describes how and when the network configures measurement thresholds and reporting timers in the UE, and how and when the UE sends the measurement reports to the network, using the Generic Reporting Control Protocol (GRCP).

As in the user plane, GRCP messages are integrity protected over the radio (at PDCP layer in 3GPP access and at IPsec layer in non-3GPP access). It is assumed that the RAN and the N3IWF are trusted and connected to the CN nodes in a secure way.
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Figure 6.6.3.2-1: UE-AT3SF measurement configuration and reporting procedure

1.
UP-AT3SF at the Anchor UPF sends GRCP Config Request (list of (threshold low, threshold high, reporting period)) to the UE. This is performed at least when the user plane is established, hence triggered by SMF. The UP-AT3SF may also send GRCP Config Request at any point in time when the UE is in connected mode.


There may be one or several sets of (threshold low, threshold high, reporting period). This allows the network to adjust the reporting period.

2.
The UE acknowledges with GRCP Config Response. Repetitions may occur if the UE does not acknowledge, but this is a stage 3 matter.

3.
The UE performs appropriate measurements and compare them to configured "reporting thresholds".

4.
The UE sends GRCP Measurement Report (access type, set of measurements) to the UP-AT3SF. When a threshold low/high is reached, the UE adapts its measurement reporting period.
5.
UP-AT3SF compares the measurements received from the UE with corresponding "measurement thresholds" configured in the UP-AT3SF by the operator, and determines how to split/switch the downlink traffic according to ATSSS rules related to PDU session and data flow filters.
The GRCP Measurement Reports are sent over the best access to avoid retransmissions and high transmission power when the UE is at the edge of the cell in that access.

The measurements need to be independent from the UE implementation, in order to avoid two UEs in same radio conditions to report different measurement values. Also, these measurements should be agnostic to the access. Measurements can be for example:

-
Round Trip Time. For this, some GRCP Echo Request and GRCP Echo Response need to be exchanged between the UE and the network. This measurement may be used by UP-AT3SF for certain applications that are sensitive to latency. For example, voice can support a bit error rate up to 10-2 but the latency should be small. UP-AT3SF can also use the RTT variation to detect that the access is degrading but this should be taken with care as it will happen at cell changes.

-
the received power/quality, e.g. CSI-RSRP/CSI-RSRQ for NR 3GPP access, E-UTRA RSRP / E-UTRA RSRQ for E-UTRAN and IEEE 802.11 WLAN RSSI for WLAN as defined in TS 38.215 [x]).
-
the downlink backhaul data rate, the uplink backhaul data rate and the WLAN channel utilization (defined in IEEE 802.11 [x]) as specified in TS 36.300 [x].




The corresponding "reporting thresholds" in the UE are:

-
For the received power thresholds: the minimum E-UTRAN/NR signal strength thresholds (RSRP and RSRQ for 3GPP access) and the minimum WLAN signal strength (Beacon RSSI), as defined in TS 36.300 [x] and TS 38.215 [x]. 
-
For the WLAN load measurements thresholds: maximum WLAN channel utilization threshold and minimum WLAN backhaul data rate threshold.
- 
For each above reporting threshold, the reporting frequency when the threshold is reached. 
There can be several threshold values for a given type, with different reporting frequencies. For example:

· RSRP > -90dBm; reporting frequency = 30 seconds.

· RSRP < -90 dBm; reporting frequency = 5 seconds.

· RSRP < -110 dBm; reporting frequency = 1 second.
The corresponding "measurement thresholds" in the UP-AT3SF are:

-
For the received power thresholds: the minimum E-UTRAN/NR signal strength thresholds (RSRP and RSRQ for 3GPP access) and the minimum WLAN signal strength (Beacon RSSI), as defined in TS 36.300 [x] and TS 38.215 [x]. 
-
For the WLAN load measurements thresholds: maximum WLAN channel utilization threshold and minimum WLAN backhaul data rate threshold.

The reporting thresholds in the UE, as well as the measurement thresholds in the UP-AT3SF, are intended to be configured by the operator to the same value for all UEs. They allow the UPF/UE to decide whether to add/remove data flow(s) to/from WLAN.




6.6.3.3
Control plane protocol stack between UE-AT3SF and UP-AT3SF
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Figure 6.6.3.3-1: UE-AT3SF UP-AT3SF control plane for 3GPP access
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Figure 6.6.3.3-2: UE-AT3SF UP-AT3SF control plane for non-3GPP access
6.6.4
Impacts on existing entities and interfaces

This solution will impact the following entities in 5GS:

-
SMF

-
PCF

-
UDM

-
UPF

-
UE
END OF CHANGES
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