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Abstract of the contribution: This PCR updates solution#5 to clarify the required policy for MPTCP Proxy Selection.  This PCR also proposes a few miscellaneous changes for solutuion#5. 
Discussions

1. MPTCP Proxy Selection Policy Consideration

Solution#5 proposes the support of MPTCP proxy as part the ATSSS solution.  However, there is a need to clarify how the UE could assist the serving PLMN to select the propoer MPTCP proxy on the user plane in the step-1 of the PDU session establishment procedures described in clause 6.5.4. of the TR. 
Not all TCP servers currently on Internet are MPTCP capable, and this situation will significantly prevent MPTCP-capable hosts to fully benefit from MPTCP.  As a result, MPTCP proxy was introduced to assist MPTCP capable UE to use MPTCP session in case of one of the TCP server not being MPTCP capable.  Also, MPTCP proxy can act as an aggregation point of the traffic in the 5GC prior to relaying the traffic to the target TCP hosts or servers. 
However, even when MPTCP is co-located with UPF, there are different deployment scenarios to be considered to select the proper UPF/MPTCP Proxy: 
·  The MPTCP proxy may be located in any access network, located upstream in the core network, or located in a data canter facility.
· Multiple favors of MPTCP proxy can be supported to service the same UE, e.g., an MPTCP proxy can be enabled for internal services (to optimize the delivery of some operator-specific services) while another MPTCP may be solicited for external services (e.g., access to the Internet). 

· UE’s service provider just wants to ensure that the specific MPTCP is reachable from the UE regardless where the UE all about (which is straightforward IP routing policy operation). MPTCP proxy reachability information is explicitly configured on the UE (e.g. via URSP support), means to guarantee successful inbound connections can be enabled in the UE to dynamically discover the external IP address that has been assigned for communicating with remote servers, instruct the MPTCP to maintain active bindings so that incoming packets can be successfully redirected towards the appropriate UE, etc.
· Simplify the engineering effort to change the location of an MPTCP for some reasons (e.g., to better accommodate dimensioning constraints, to move the MPTCP to a data canter, to enable additional MPTCP support closer to the customer premises, etc.).
· Allowing operator easily enforces strategies for differentiating the treatment of MPTCP connections that are directly initiated by an MPTCP-enabled UE connected to specific MPTCP proxy. Such policies can be configured to the UE or locally at the network.

Observation#1:

Based on the motivation above, the provisioning of an MPTCP selection policy should be allowed to support more flexible MPTCP proxy deployment.
Proposal#1:

This PCR proposes to include the FQDN or destination server’s IP prefix as “MPTCP Proxy selection policy” to support the UPF/MPTCP Proxy selection. 
2. Integrated vs. standalone MPTCP Proxy 
In last SA2#127Bis, it has decided to remove the support for standalone MPTCP Proxy scenario in the solution#5 until further clarification on how standalone MPTCP is coordinated with the serving UPF during the UE mobility.  However, step-8 of the PDU Session Establishment procedures in clause 6.5.4 still has the description for the standalone MPTCP Proxy.  Such text should be removed. 
8. The SMF selects an UPF that incorporates an MPTCP proxy functionality. As an alternative, the UPF can select a standalone MPTCP proxy. 
3. MPTCP PDU Session Indication in URSP
In Solution#5, Table 6.5.5-3, it was proposed to have “MPTCP PDU Session” field as mandatory.  It is not clear why it is mandatory because ATSSS is an optional feature and hence so does the support of MPTCP the UE. Furthermore, there are also two additional fields “Allowed MPTCP Service Type(s)” and “Preferred SSID(s) for MPTCP PDU Session”  already defined.  If these two fields are included in the UE context and they implies the support for MPTCP PDU session, the “MPTCP PDU Session” rule seems to be redundant.   Hence, it is proposed to remove the “MPTCP PDU Session” field from the Table 6.5.5-3. 
	MPTCP PDU Session 
	Indicates whether the type of the PDU session is MPTCP PDU session type or not.
	Mandatory

(NOTE 4)
	No
	UE context

	Allowed MPTCP Service Type(s)
	Either a single value or a list of values of Allowed MPTCP Service Type(s). Possible values: Handover, Interactive, Aggregation.
	Optional

(NOTE 5)
	Yes
	UE context

	Preferred SSID(s) for MPTCP PDU Session
	In case of WLAN access, if the UE has not yet selected a WLAN access network, it indicates a prioritized list of SSID(s) that are preferred for MPTCP PDU Session Type.
	Optional

(NOTE 5)
	Yes
	UE context

	NOTE 1:
Every Route Selection Descriptor in the list shall have a different precedence value.

NOTE 2:
At least one of the route selection component shall be present.

NOTE 3:
If this indication is present in a Route Selection Descriptor, no other components shall be included in the Route Selection Descriptor.

NOTE 4:
For the MPTCP PDU Session, the Non-seamless Offload indication and the Access Type preference components shall not be included in the Route Selection Descriptor.

NOTE 5:
This component shall only be present for the MPTCP PDU Session.


*** Start of changes ***
6.5.4

MPTCP PDU session establishment procedure
This solution supports the Multi-Access PDU session establishment defined in section 6.2. Each of the PDU sessions may have its own set of UPFs, but both child PDU sessions share a common PDU session anchor (PSA).

This procedure is based on the procedure defined in section 6.2.2.2 with the following exceptions:

1.
The UE requests the network to select an MPTCP proxy on the user plane according to MPTCP proxy selection policy;
2.
The MPTCP proxy address is transported back to the UE;

3.
The child PDU sessions do not share a common IP address but they are allocated separate IP addresses.
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Figure 6.5.4-1: UE-requested MPTCP PDU Session Establishment for non-roaming and roaming with local breakout

Editor's note:
It is FFS whether instead of the above PDU session setup procedure the UE could setup two independent PDU sessions for MPTCP procedures as defined in clause 6.2.2.1. In this case it is also FFS how the UE receives the address of the MPTCP proxy.
1.
The UE initiates the "UE Requested PDU Session Establishment" procedure as specified in TS 23.502 [6] clause 4.3.2.2.1 on 3GPP access with an additional preference to establish an MPTCP PDU Session by including policy of the MPTCP Proxy Selection rule. The UE can also first initiate the PDU Session Establishment procedure on untrusted non-3GPP access.
2.
If the network supports MPTCP procedures, the AMF selects an SMF that supports MPTCP procedures.
3.
The AMF sends an Nsmf_PDUSession_CreateSMContext Request to SMF.

4.
The SMF registers with the UDM.
5.
The SMF sends an Nsmf_PDUSession_CreateSMContext Response to AMF.
6.
Optional Secondary authorization/authentication.
7a.
If dynamic PCC is deployed, the SMF performs PCF selection.
7b.
The SMF may perform a Session Management Policy Establishment.
8.
The SMF selects an UPF that incorporates an MPTCP proxy functionality. As an alternative, the UPF can select a standalone MPTCP proxy.
9.
SMF may perform a Session Management Policy Modification procedure.
10-17.
The user plane of the PDU session over 3GPP access is established and the UE creates the first MPTCP subflow over the 3GPP access. The first MPTCP subflow can also be created over the non-3GPP access once the PDU Session is established over the untrusted non-3GPP access.

-
In step 11, the SMF indicates to AMF the MPTCP proxy address.

-
In step 13, the UE receives a PDU Session Establishment Accept message containing the MPTCP proxy address (if the network supports MPTCP procedures), thus, the UE determines that the MPTCP PDU session over 3GPP access is established.

19-27.
The user-plane of the PDU session over untrusted non-3GPP access is established and the UE creates an additional MPTCP subflow over the untrusted non-3GPP access.

NOTE:
The steps 10-17 and 19-27 can be executed in parallel.
6.5.5
ATSSS rules for MPTCP PDU Session

In Rel-15, the UE is responsible for establishing new PDU session(s) based on URSP rules provided by the network (PCF) and/or preconfigured in the UE as described in TS 23.503 [7] clause 6.6.2. As such, URSP rules provide SDF level steering capability for UE to establish new PDU session(s) over the preferred access network based on traffic descriptor and rule precedence.

The ATSSS rules defined by this solution are extension of the URSP rules described in TS 23.503 [7] section 6.6.2. The following new fields are created:

-
The Route Selection Descriptor specifies whether the type of the PDU session is an MPTCP PDU session to be established for the matching application;

-
In case of an MPTCP PDU session:

-
The Allowed MPTCP Service Type(s) field specifies the MPTCP Service Type(s) that are allowed for the MPTCP PDU session:

-
Handover MPTCP Service Type: An MPTCP service that provides seamless handover between non-3GPP and 3GPP access in order to preserve the connection. If the rule specifies Handover MPTCP Service Type, Interactive and Aggregate Service Types shall not be present;

-
Interactive MPTCP Service Type: A service whereby Multipath TCP attempts to use the lowest-latency interface. If the rule specifies Interactive MPTCP Service Type, Handover MPTCP Service Type may be present but Aggregate Service Type shall not be present; or

-
Aggregate MPTCP Service Type: An MPTCP service that aggregates the capacities of the access networks in an attempt to increase throughput and minimize latency. If the rule specifies Aggregate MPTCP Service Type, Handover and Interactive MPTCP Service Types may be present as well;

-
In case of WLAN access, if the UE has not yet selected a WLAN access network, the Preferred SSID(s) for MPTCP PDU Session field specifies a prioritized list of SSID(s) that are preferred on the WLAN access for the MPTCP PDU Session;
The PCF may select the ATSSS rules applicable for each UE based on local configuration and operator policies taking into consideration e.g. UE location or time of the day.

The PCF may provide the ATSSS rules at the initial Registration procedure, or when the operator policies indicate that the conditions for updating the UE are met, i.e. at change of UE location or at mobility with change the AMF, or at any time, as defined in TS 23.502 [6]. Operator defined policies in the PCF may depend on input data such as UE location, time of day, information provided by other NFs, etc.

Table 6.5.5-1: UE Route Selection Policy (from TS 23.503 [7] table 6.6.2.1-1)
	Information name
	Description
	Category
	PCF permitted to modify in a URSP
	Scope

	URSP rules
	1 or more URSP rules as specified in table 6.6.2.1-2
	Mandatory
	Yes
	UE context


Table 6.5.5-2: UE Route Selection Policy Rule (from TS 23.503 [7] table 6.6.2.1-2)
	Information name
	Description
	Category
	PCF permitted to modify in a UE context
	Scope

	Rule Precedence
	Determines the order the URSP rule is enforced in the UE.
	Mandatory
(NOTE 1)
	Yes
	UE context

	Traffic descriptor
	This part defines the traffic descriptors for the policy
	
	
	

	Application identifiers
	Application identifier(s) 
	Optional
	
	

	IP descriptors
	IP 3 tuple(s) (destination IP address or IPv6 network prefix, destination port number, protocol ID of the protocol above IP)
	Optional
	Yes
	UE context

	Non-IP descriptors
	Descriptor(s) for non-IP traffic
	Optional
	Yes
	UE context

	DNN
	This is the DNN information provided by the application
	Optional
	Yes
	UE context

	List of Route Selection Descriptors
	A list of Route Selection Descriptors. The components of a Route Selection Descriptor are described in table 6.6.2.1-3
	Mandatory
	
	

	NOTE 1:
Rules in a URSP shall have different precedence values.


Table 6.5.5-3: : Route Selection Descriptor (from TS 23.503 [7] table 6.6.2.1-3)

	Information name
	Description
	Category
	PCF permitted to modify in a UE context
	Scope

	Route Selection Descriptor Precedence 
	Determines the order in which the Route Selection Descriptors are to be applied. 
	Mandatory
(NOTE 1)
	Yes
	UE context

	Route selection components
	This part defines the route selection components
	Mandatory
(NOTE 2)
	
	

	SSC Mode Selection
	One single value of SSC mode.
	Optional
	Yes
	UE context

	Network Slice Selection
	Either a single value or a list of values of S-NSSAI(s).
	Optional
	Yes
	UE context

	DNN Selection
	Either a single value or a list of values of DNN(s).
	Optional
	Yes
	UE context

	PDU Session Type Selection
	One single value PDU Session Type
	Optional
	Yes
	UE context

	Non-seamless Offload indication
	Indicates if the traffic of the matching application is to be offloaded to non-3GPP access outside of a PDU Session.
	Optional

(NOTE 3)
	Yes
	UE context

	Access Type preference
	Indicates the preferred Access Type (3GPP or non-3GPP) when the UE establishes a PDU Session for the matching application.
	Optional
	Yes
	UE context

	
	
	

	
	

	Allowed MPTCP Service Type(s)
	Either a single value or a list of values of Allowed MPTCP Service Type(s). Possible values: Handover, Interactive, Aggregation.
	Optional

(NOTE 4) (NOTE 5)
	Yes
	UE context

	Preferred SSID(s) for MPTCP PDU Session
	In case of WLAN access, if the UE has not yet selected a WLAN access network, it indicates a prioritized list of SSID(s) that are preferred for MPTCP PDU Session Type.
	Optional

(NOTE 4) (NOTE 5)
	Yes
	UE context

	MPTCP Proxy Selection Info
	Either FQDN or destination server’s IP prefix
	Optional
	Yes
	UE context

	NOTE 1:
Every Route Selection Descriptor in the list shall have a different precedence value.

NOTE 2:
At least one of the route selection component shall be present.

NOTE 3:
If this indication is present in a Route Selection Descriptor, no other components shall be included in the Route Selection Descriptor.

NOTE 4:
For the MPTCP PDU Session, the Non-seamless Offload indication and the Access Type preference components shall not be included in the Route Selection Descriptor.

NOTE 5:
This component shall only be present for the MPTCP PDU Session.


Editor's note:
The usage of "Preferred SSID(s) for MPTCP PDU Session" is FFS.
*** End of changes ***
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