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Abstract of the contribution: This contribution proposes evaluation on solution 16.
1. Proposal
It is proposed to agree the following changes in TR 23.726
Change on Rev1: 

1) Add abbreviation

2) Split the architecture figure into two figures, one for the case when I-SMF/I-UPF exists, the other for the case when the I-SMF/I-UPF does not exist. Replace N16 between I-SMF and A-SMF as Nxx, Replace N16 beteen A/I-SMF and L-SMF as Nxy

3) Clarify how the AMF selects the L-SMF. I-SMF is selected during mobility. Add L-SMF selection clarification and update the call flow accordingly..

4) Update the impact and evaluation. Remove the reference to solution 1.

* * * Start of Changes * * * 

3.2
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1], TS 23.501 [2] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

A-SMF
Anchor SMF

KI
Key Issue
L-SMF
Local SMF
L-UPF
Local UPF
I-SMF
Intermediate SMF
I-UPF
Intermediate UPF
* * * Next Changes * * * 

6.16
Solution #16: I-UPF insertion and L-SMF/L-UPF selection

6.16.1
Overview

This solution addresses the following key issue 5:

-
On AF request to the PCF, how PCF policies are handled in the network? e.g.:

-
Whether the policy related to the AF Request is processed by anchor SMF and/or intermediate SMF and how the two SMFs coordinate insertion and configuration of UPF(s) (e.g. with UL CL rules)?

6.16.2
Description of the solution

6.16.2.1
Network Architecture
The solution is an extension of Solution 1 to address the key issue 5.

In this solution, L-UPF that terminates the N6 to Local Date network is controlled by another L-SMF(Local SMF). The architecture is as in Figure 6.16.2.1-1 for the case when the I-SMF/I-UPF is not inserted and Figure 6.16.2.1-2 for the case when I-SMF/I-UPF is inserted. Other un-related Network Functions are not shown for simplicity.
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Figure 6.16.2.1-1: L-SMF/L-UPF insertion when I-SMF/I-UPF doesn’t exist
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Figure 6.16.2.1-2: L-SMF/L-UPF insertion when I-SMF/I-UPF exists
The local SMF is a network function that controls the local UPF connecting to local data network. The L-SMF has the following functionalities:

-
Selection and control of L-UPF

-
Establish the tunnel between A/I-UPF and L-UPF.

-
Receives QoS policy for the offloading traffic from A/I-SMF.

-
Configure the QoS policy at L-UPF.

-
Configures traffic steering at L-UPF to route traffic to proper destination.

The L-SMF may have the following functionalities:

-
UE IP address allocation & management(only for IPv6 multi-homing PDU session)
-
Lawful intercept (for SM events and interface to LI System).

The L-SMF does not have the following functionalities:

-
Session Management e.g. Session Establishment, modify and release, including tunnel maintain between UPF and AN node.

-
Termination of SM parts of NAS messages.

-
Downlink Data Notification.

-
Initiator of AN specific SM information, sent via AMF over N2 to AN.

-
Determine SSC mode of a session.
-
Roaming functionality:

-
Termination of interfaces towards Policy control functions.

-
Charging data collection and support of charging interfaces.

-
Control and coordination of charging data collection at UPF.

The I-UPF acts as UL-CL or Branching point. An Intermediate SMF(I-SMF) may be used to control the I-UPF when the I-UPF is outside of the A-SMF Service Area. Nxx interface is used between I-SMF and A-SMF. 

If I-SMF/I-UPF is not inserted, based on PCF input and A-SMF service area, the A-SMF may decide that there is need to offload some traffics to local Data network and if the A-SMF can't select a local UPF, the A-SMF then sends message to AMF to trigger the L-SMF selection. Nxy interface is used between the A-SMF and L-SMF.
If I-SMF/I-UPF is inserted the I-SMF may be indicated directly by PCF or by A-SMF to offload some traffics to local Data network. If the I-SMF can’t select a local UPF, the I-SMF may sends message to AMF to trigger the L-SMF selection. Nxy interface is used between the I-SMF and L-SMF.
The AMF selects the L-SMF from the NRF based on the offloading target (e.g. DNAI).
6.16.2.2
Procedures

The procedure in figure 6.16.2.2-1 is to select  L-SMF for a PDU session to offload some traffic to local data network.
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Figure 6.16.2.2-1: Procedure to support L-SMF selection
1.
The UE establishes a PDU Session between UE and A-UPF.
Step 2-7 apply when no I-SMF is inserted.
2.
The A-SMF decides that the target DNAI can't be served by all UPFs controlled by itself, it sends a N11 message to AMF to select a Local SMF. This N11 message includes the target DNAI, and the PDU Session ID.

3.
The AMF selects L-SMF based on the target DNAI and UE location information.

4.
The AMF sends Nsmf_PDUSession_UpdateSMContext Request (address of L-SMF) to A-SMF.
5.
The A-SMF sends Nsmf_PDUSession_UpdateSMContext Response the AMF.

6.
The A-SMF and L-SMF establish the user plane tunnel between the A-UPF and L-UPF. The Nxy between A-SMF and L-SMF is assumed to base on N16.
7.
The A-SMF forwards to L-SMF any policy information where the policy would have to be enforced at the L-SMF/L-UPF.

Step 8-13 apply when I-SMF has been inserted.
8.
If the I-SMF is instructed to offload some traffic and it decides that the target DNAI can't be served by all UPFs controlled by itself, it sends a N11 message to AMF to select a Local SMF. This N11 message includes the target DNAI, and the PDU Session ID.
9.
The AMF selects L-SMF based on the target DNAI and UE location information.

10.
The AMF sends Nsmf_PDUSession_UpdateSMContext Request (address of L-SMF) to I-SMF.
11.
The I-SMF sends Nsmf_PDUSession_UpdateSMContext Response the AMF.

12.
The I-SMF and L-SMF establish the user plane tunnel between the I-UPF and L-UPF. The Nxy between I-SMF and L-SMF is assumed to base on N16.
13.
The I-SMF forwards to L-SMF any policy information where the policy would have to be enforced at the L-SMF/L-UPF













6.16.3
Impact of the solution to existing entities

A-SMF:

-
The A-SMF is enhanced to indicate the need of L-SMF selection.
-
The A-SMF is enhanced to establish the user plane, between the A-UPF and L-UPF.

-
The A-SMF is enhanced to transfer the QoS policy and traffic steering policy for offloading traffic to L-SMF via Nxy
I-SMF:
-
The I-SMF is enhanced to indicate the need of L-SMF selection.
-
The I-SMF is enhanced to establish the user plane, between the I-UPF and L-UPF.

-
The I-SMF is enhanced to transfer the QoS policy and traffic steering policy for offloading traffic to L-SMF via Nxy.
Editor note: Further enhancements of Nxy between I-SMF and L-SMF are FFS.
AMF:

-
The AMF is enhanced to select the L-SMF.

6.16.4
Evaluation of the solution

Editor's note:
This clause provides an evaluation of the solution.

This solution establishes the data path to offload the traffic to third party data network where the L-SMF/L-UPF are dedicated for a Third party (corporate) as described in use case #3. 
The Nxy interface between I-SMF and L-SMF is assumed to base on N16 therefore it is allowed that the I-SMF/I-UPF is operated by MNO while the L-SMF/L-UPF can be operated by Third party. 

* * * End of Changes * * * 
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