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Abstract of the contribution: This paper proposes a solution for resolving key issue#1 and Key issue#2 in TR 23.734.
Discussion

This paper proposes a new solution to tackle issue #1 and issue #2 for type-a/type-b network identification, discovery, selection and access control.
In this paper, for simplicity, type-a/type-b network is represented as X-Network.
Key Issue#1- Network Identification:

From the UE’s point of views, the major difference between the type-a and type-b networks is if a UE is authorized to use PLMN services provided by an MNO via the registered X-Network. That is, if the UE is not authorized to use services provided by any PLMNs, the UE is registered to a type-b network. 
On the other hand, an X-Network may support services provided by one or more service network providers which can include MNOs. That is, the X-Network can be both of type-a and type-b. For the UE, it actually selects a service network which can provide authorized services via a selected X-Network. 
For example, as shown in Figure 1, for UE#A, UE#B, and UE#C, each UE can register to the same X-Network identified as NID#X. However, logically, 
· the UE#A is registered to a type-a network if it is authorized to use the service provided by a PLMN#1 
· the UE#B is registered to a type-b network if it is not authorized to use any service provided by any PLMNs, e.g. SN#N.

· the UE#C, it registers to a self-contained type-b network which provides local services without any interaction to external service networks. 
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Figure 1: Example of type-a/type-b network (X-Network) for UE#A/UE#B/UE#C
For Key issue#1, this solution proposes the following principles for X-Network identification.

Proposal#1: the X-Network shall be able to support type-a and/or type-b and both shall have the same format of the network identification, defined as NID. 
Proposal#2: NID of the X-Network shall be able to indicate the support of external service network, e.g. SN#1,..,SN#N, or local service, e.g. as a self-contained private network.
Proposal#3: the X-Network shall provide information of the supported external service network, e.g. SN#1, SN#N, which can be identified by a service network identification, defined as SN-ID. 
Proposal#4: SN-ID of the service network shall be able to indicate the support of MNO which is with the format of PLMN-ID, and other Service Network Operators (SNO) which format is FFS.
Proposal#5: the RAN node in the X-Network shall broadcast the following information:

· NID 
· Supported SN-IDs list.
Proposal#6: the UE shall be configured with the following information in X-network profile:

· SN-IDs list in priority order

· Authentication parameters including credential, authentication method of the configured SN-ID
· DNN, S-NSSAI, SSC mode of the configured SN-ID

Key Issue#2- X-Network Discovery, Selection, and Access Control:

Further, for a UE configured with X-network profile, it is important that X-Network discovery and selection is able to be compatible with existing PLMN selection procedure as in 3GPP TS 23.122/TS 36.304: 
When a UE is switched on, a public land mobile network (PLMN) is selected by NAS. On request of the NAS, the AS shall perform a search for available PLMNs with CN type if available for each PLMN and report them to NAS. 

Observation1: the UE needs to be able to select a PLMN-ID that is used for the X-Network. 

Observation2: the X-Network selection procedure needs to be able to provide information for the UE to differentiate if external service via Service network or local service is supported. 
For Key issue#2, this solution proposes the following principles for network-X discovery and selection.

Proposal#7:  In the PLMN selection procedure, a reserved global unique PLMN-ID is used for any X-Network as an indication to differentiate access network between the 3GPP Network and X-Network. 

· The RAN nodes in X-Network needs to broadcast the reserved global unique PLMN-ID along with other supported PLMNs, if available, in the system information. 

· As a part of the configuration of the X-Network Profile, the UE shall be also configured with the following information: the Reserved PLMN-ID to be used in PLMN selection. For the UE configured with X-Network profile, when it detects and selects the reserved PLMN-ID, it continues with X-Network Discovery and Selection procedure. 

· For the X-Network selection procedure, 

· If external services is supported, X-Network selection can be based on the information with combination of SNID+NID

· If local service is supported, X-Network selection can only base on NID. 

Proposal#8: The following two options can be further considered for the UE to differentiate the type of X-Network:
· Option1: two different reserved PLMN-IDs are allocated to represent two types of X-Network selection procedure, for either extnal service or local service.

· Option2: NID contains an indication which is used to differentiate if associated service is provided by the external service network or local service network.

Proposal#9: with external service support
For the X-Network Discovery, the example procedure is as follows: 

· UE autonomously scans applicable frequency bands for cells of 3GPP Network and the X-Network
· UE detects that the cell supports X-Network based on the reserved PLMN-ID
· UE identifies the NID and the list of SN-IDs supported by the X-Network identified by NID
For the X-Network Selection, the example procedure is as follows: 

· UE detects a match between configured SN-IDs and available SN-IDs
· UE selects the SN-ID among the discovered SN-IDs based on the prioritized list of configured SN-IDs.
· UE connects to a NID serving the Service Network identified as SN-ID and then perform corresponding authentication procedures.
For the X-Network Access Control, the access class information may be stored in USIM or as a part of the configuration of the X-Network Profile, the UE shall be also configured with the access class information corresponding to the configured SN-ID.
For the access control of the X-Network, the solution is based on the following principles:

-
RAN node of the X-Network can broadcast information of the allow/non-allowed access class of the Service Network identified by the SN-ID.
Proposal

It is proposed to agree to include the following new solution into TR 23.734.
* * * First change * * * *

6.X
Solution #X: Type-a/Type-b Network Identification, selection and access control for type-a and type-b networks
6.X.1
Description

The solution addresses key issue #1 ("Network discovery, selection and access control for type-a and type-b networks") and key issue #2 ("Network Identification for type-a and type-b networks"). 
In this paper, we represented type-a/type-b network as X-Network.
6.X.1.1 Network Identification

From the UE’s point of views, the major difference between the type-a and type-b networks is if a UE is authorized to use services provided by the PLMN via the registered X-Network. That is, if the UE is not authorized to use services provided by any PLMNs, the UE is registered to a type-b network. 
On the other hand, an X-Network may support services provided by one or more service network providers which can include MNOs.. X network can be type-a or type-b on per UE basis depending on the services the UE is authorized to use. For the UE, it actually selects a service network which can provide authorized services via a selected X-Network. 
For example, as shown in Figure 1, for UE#A, UE#B, and UE#C, each can register to the same X-Network identified as NID#X. However, logically, 

· the UE#A is registered to a type-a network if it is authorized to use the service provided by a PLMN#1 

· the UE#B is registered to a type-b network if it is not authorized to use any service provided by any PLMNs, e.g. SN#N.

· the UE#C, it registers to a self-contained type-b network which provides local services without any interaction to external service networks. 
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Figure 1: Example of type-a/type-b network (X-Network) to UE#A/UE#B/UE#C
For type-a/type-b network identification, this solution proposes the following principles:
· The X-Network shall be able to support type-a and/or type-b and shall have the same format of the network identification, defined as NID. NID of the X-Network shall be able to indicate the support of external service network, e.g. SN#1,..,SN#N, or local service, e.g. as a self-contained private network.
· The X-Network shall provide information the supported external service network, e.g. SN#1, SN#N, which can be identified by a service network identification, defined as SN-ID. SN-ID of the service network shall be able to indicate the support of MNO with the format PLMN-ID
Editor’s Note: The SN-ID format for service network which is not a PLMN and the selection procedure is for FFS.
Editor’s Note: Whether there is multiple X –Networks for single SN is for FFS.
Editor’s Note: Whether the concept of NID is needed for local services or can be supported by SN-ID is FFS.
· The RAN node in the X-Network shall broadcast the following information:

· NID 
· Supported SN-IDs list.
· The UE shall be configured with the following information:
· SN-IDs list in priority order

· Authentication parameters including credential, authentication method of the configured SN-ID

· DNN, S-NSSAI, SSC mode of the configured SN-ID if network slicing is supported in Service network

6.X.1.2 Network Discovery and Selection

For a UE configured with X-network profile, it is important that X-Network discovery and selection is able to compatible with existing PLMN selection procedure as in 3GPP TS 23.122/TS 36.304: 

When a UE is switched on, a public land mobile network (PLMN) is selected by NAS. On request of the NAS, the AS shall perform a search for available PLMNs with CN type if available for each PLMN and report them to NAS. 

As such, the UE needs to be able to select a PLMN-ID that is only used for X-Network, and needs to be able to differentiate if external service or local service is supported. 

For Key issue#2, this solution proposes the following principles:

· In the PLMN selection procedure, a reserved global unique PLMN-ID is used for any X-Network as an indication to differentiate between the 3GPP Network and X-Network. 
· The RAN node in X-Network needs to broadcast the reserved PLMN-ID along with other supported PLMNs, if available, in the system information. 
· A part of the configuration of the X-Network Profile, the UE shall be also configured with the following information: Reserved global unique PLMN-ID to be used in PLMN selection. For the UE configured with X-Network profile, when it detects and selects the reserved PLMN-ID, it continues with X-Network Discovery and Selection procedure. 
Editor’s Note: Whether we can assume a globally unique reserved PLMN ID to be assigned is FFS.
· For the X-Network selection procedure, 

· If external services is supported, X-Network selection can base on the combination of SNID+NID

· If local service is supported, X-Network selection can only base on NID. 

· The following two options can be used to indicate if the X-Network support external services or local service:

· Option1: two different reserved PLMN-IDs are allocated to represent two types of X-Network selection procedure, for either external service or local service.

· Option2: NID contains an indication which is used to differentiate if associated service is provided by the external service network or local service network.

6.X.1.3 Access Control

For the access class information may be stored in USIM or a part of the configuration of the X-Network Profile, the UE shall be also configured with the access class information corresponding to the configured SN-ID.
For the access control of the X-Network, the solution is based on the following principles:

-
RAN node of the X-Network can broadcast information of the allow/non-allowed access class of the Service Network identified by the SN-ID.
6.X.2
Procedures

Editor's note:
This clause describes services and related procedures for the solution.

The X-Network uses UE Configuration Update procedure as in TS 23.501 to configure X-Network Profile for the UE with the following parameters:
· Reserved global unique PLMN-ID
· SN-IDs list in priority order

· For each SN-ID in the configured SN-IDs list, the following parameters is provided:

· Authentication parameters including credential, authentication method

· Access Class
· DNN, S-NSSAI, SSC mode if network slicing is supported in Service network
For the X-Network Discovery with external service support, the example procedure is as follows: 
· UE autonomously scans applicable frequency bands for cells of 3GPP Network and the X-Network
· UE detects that the cell supports X-Network based on the reserved PLMN-ID
· UE identifies the NID and the list of SN-IDs supported by the X-Network identified by NID
For the X-Network Selection, the example procedure is as follows: 

· UE detects a match between configured SN-IDs and available SN-IDs

· UE selects the SN-ID among the discovered SN-IDs based on the prioritized list of configured SN-IDs.

· UE connects to a NID serving the Service Network identified as SN-ID and then perform corresponding authentication procedures.
6.X.3
Impacts on Existing Nodes and Functionality
Editor's note:
This clause captures impacts on existing 3GPP nodes and functional elements.

6.X.4
Solution Evaluation

Editor's note:
This clause provides an evaluation of this solution.
* * * End of change * * * *
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