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Abstract of the contribution: This contribution introduces solutions on the key issue #1 access control for type-a and type-b networks.
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Discussion
For access control of non-public networks, we solve the following problems which are listed in the key issue #1:  

-
How to prevent UEs not authorized for a given type-a or type-b network from attempting to automatically select and register in that type-a or type-b network?
-
Which network entities perform access control for type-a and type-b networks?

-
Access barring aspects for type-a and type-b networks
-
Where access restrictions are configured (e.g. subscription or configuration)?

-
How to enable UEs to access type-b networks but prevent the same UEs from accessing public PLMNs?

-
How to prevent UEs not supporting type-a and type-b networks from attempting to access type-a and type-b networks?

-
How to prevent NG-RAN from handing over a UE to a type-a network if the UE is not permitted to access the type-a network?
We assume that the UE subscribed to a non-public network may select the non-public network so that it may access the NG-RAN of the non-public network.  E.g. in automatic network selection mode when a UE subscribed to a non-public network discovers available non-public networks or public networks, the UE would select the highest priority network out of the preferred network selection list, which indicates the preference on UE’s network selection among public networks and non-public networks.  How to define or use the preferred network selection list will be decided by CT1 WG.
Proposal 1. the UE subscribed to a non-public network may select the non-public network so that it may access the NG-RAN of the non-public network. How to select the non-public network in detail will be studied by CT1 WG.
So, based on the UE subscription for non-public network, UEs only authorized to a non-public network would select the non-public network so that access restriction for non-authorized UE can be performed. 

However, in case of legacy or normal UEs which are not subscribed to a non-public network access, they may access the NG-RAN which supports non-public network because if they have no capability of distinguishment between public network and non-public network.  For example, the NG-RAN supports type-a non-public network which is managed by a public network so that it broadcast its PLMN and the non-public network ID in SIB. Then, legacy or normal UEs, which can not understand the non-public network ID in SIB, may detect the PLMN only from SIB. So, they may access the NG-RAN for public network, which should be avoided. 

Hence, NG-RAN node supporting non-public networks should distinguish that a UE is accessing to non-public networks. 

Observation. NG-RAN node supporting non-public networks should distinguish that a UE is accessing to non-public networks.
Accordingly the UE accessing a non-public network shall indicate via the RRC connection that the UE intends to access the non-public network (i.e. such UE includes non-public network ID in the RRC message).  Moreover, if the NG-RAN node is connected to both public and non-public core networks, the NG-RAN need to know if the initial NAS message from the UE should be routed to non-public core network or public core network.
Proposal 2. UE accessing a non-public network includes non-public network ID in the RRC message to indicate that the UE intends to access the non-public network.
On receiving the registration request message from the UE, the AMF verifies that the UE intends to access the non-public network by the non-public network ID included in the registration request message. 
Proposal 3. UE accessing a non-public network includes non-public network ID in the Registration request message to indicate that the UE intends to access the non-public network.
Per the UE identity in the registration request and the type of the non-public network, the AMF may decide how to proceed the registration procedure (e.g. whether or how to authenticate the UE in the non-public network, whether to register the UE in the public network, how to get the non-public network-related UE subscription data for authorization on the non-public network, etc.), which are FFS. 
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Proposal
The following change is proposed to be applied to TR 23.734.

*** 1st Change(all new text) ***
6.xx
Solution #xx: access control for non-public network
6.xx.1
Description

The solution addresses key issue #1 ("access for type-a and type-b networks"). The solution is based on the following principles:
-
The UE subscribed to a non-public network may select the non-public network so that it may access the NG-RAN of the non-public network. How to select the non-public network in detail will be studied by CT1 WG.

-
UE accessing a non-public network includes non-public network ID in the RRC message to indicate that the UE intends to access the non-public network.
-
UE accessing a non-public network includes non-public network ID in the registration request message to indicate that the UE intends to access the non-public network.
- 
On receiving the registration request message, the AMF may decide how to proceed the registration procedure(e.g. whether or how to authenticate the UE in the non-public network, whether to register the UE in the public network,  how to get the non-public network-related UE subscription data for authorization on the non-public network, etc.), which are FFS.
6.xx.2
Procedures

Editor's note:
This clause describes services and related procedures for the solution.
6.xx.3
Impacts on Existing Nodes and Functionality
Editor's note:
This clause captures impacts on existing 3GPP nodes and functional elements.

6.xx.4
Solution Evaluation

Editor's note:
This clause provides an evaluation of this solution.
*** End of changes ***
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