SA WG2 Temporary Document

Page 11

SA WG2 Meeting #128bis
S2-188182
20th – 24th, August, 2018, Sophia Antipolis, France
(revision of S2-18xxxx)
Source:
Huawei, HiSilicon, Telecom Italia, China Mobile, CATT
Title:
Solution for Group Communication for IoT-V2X SIDs
Document for:
Approval
Agenda Item:
6.9/6.6
Work Item / Release:
FS_CIoT_5G / Rel-16 FS_eV2XArch / Rel-16
Abstract of the contribution: This document proposes the solution on KI#16 and KI#14 on how to support group communication and messaging for IoT and V2X KI, respectively.
1.
Discussion

Group communication and messaging feature allows the Application Server to efficiently deliver the same payload to a group of UEs. In this contribution we propose a solution for KI#16 and KI#14 to support group communication and messaging on IoT (see TR 23.724 [1]) and V2X (see TR 23.786 [2]), respectively.
1.1
Background and Assumptions

1.1.1
Functionalities and services of EPS MBMS 
As it is defined in TS 23.246 [3], TS 23.468 [4], and TS 26.346 [5], EPS MBMS architectures provide two different interfaces and services to applications. The following figures from TS 26.346 [5] are about what are the two interfaces and services are. One is xMB based architecture as Figure 1.1.1-1 shows, and the other one is MB2 based architecture as Figure 1.1.1-2 shows.
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Figure 1.1.1-1: MBMS network architecture model for EPS (xMB based).
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Figure 1.1.1-2: MBMS network architecture model for GCS delivery (MB2 based).
xMB based architecture provides full MBMS services set, which enables providing the full service mode. Full service mode includes service control, membership management, service announcement, and data transmission with associated MBMS session management etc. Accordingly, the BM-SC should implement all the functions with the details showed in figure 1.1.1-3. 
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Figure 1.1.1-3: BM-SC sub-functional structure.
As MB2 based architecture only provide data transport service, hence only subsets of those functions are required for MB2 services as it summarized in table 1.1.1-1.
Table 1.1.1-1 Necessary functions of CN for Full service mode and Transport only mode. 

	Functional components
	 Full service mode
	MB2 (Transport only mode)

	Security function
	required
	not needed (will be provided by AF)

	Membership function
	required
	not needed (will be provided by AF)

	Service Announcement function
	required
	not needed (will be provided by AF)

	Content synchronization function
	required
	Required only for SFN

	Proxy and Transport function
	required
	not needed 

	Session and Transmission function
	required
	Required


1.1.2
Usage of MBMS for 4G IoT and V2X

For the IoT case, there are typical scenario/usage for multicast/groupcast transmission in the air for a specific group in a particular area, e.g. AF distributes the same content (software update, street lamp control command) to the members of a group that are located in a particular geographical area, similar to the scenario mentioned in section 5.5 of TS 23.682 [6]. Consequently, only the MB2 (see 23.246 [3]) related functionalities are needed (i.e., only make use of the transport only mode). 

For the V2X case, both of the MB2 mode and xMB are supported in 23.285 [7] to meet different business mode. But for a certain V2X application, it will only select one of the two interfaces. 
So in EPS MBMS system, BM-SC is over designed for transport only required business i.e., IoT and MB2 based V2X. 

1.1.3
Consideration in 5G system
The one-to-multiple transmission mechanisms (e.g., Group communication or multicast) are regarded as the Key Issue for both of V2X (TR 23.786 [2]) and IoT (TR 23.724 [1]) study items. The 5G system should support basic multicast/groupcast transmission in the air to enable the vertical applications like IoT and V2X.
Proposal 1: In this release, it is proposed to define the architecture for groupcast transmission in the air to provide basic transport service for both IoT and V2X, and the forward compatibility should be considered.
Considering the progress in the RAN and largely there will be no NR support for groupcast/multicast transmission in the air, in this release, the focus of the proposal is groupcast over E-UTRAN. In order to minimize the impact on RAN side, it is proposed to reuse the TMGI for the group identification in both the RAN and CN side.
Proposal 2: The TMGI will be reused to minimize the impact on the RAN side. 
1.2
Architectural and Reference Model
To providing transport only capabilities, the relevant network entity is only required to provide establishing /releasing /modification of data transport channel for group communication and user plane data forwarding from application server to UEs, which are similar to what SMF and UPF do for unicast downlink data.

So it is proposed to enhance the SMF and UPF to support also group communication.

Based on the current 5G architecture in 23.501 [8], it is proposed to enhance the current NF(s) to provide the session management for groupcast in the air.
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Figure 1.2-1: Architectural proposal on the group session solution.

1.2.1
Functional Entities
1.2.1.1
AMF (Group supported AMF)

Partial of the control plane functionality is carried out by the AMF, and it supports the following additional functions:

· AMF is able to support transfer of messages between the SMF and the RAN related to session for groupcast. 

1.2.1.2
SMF (Group supported SMF)

Partial of the control plane functionality is carried out by the SMF, and it supports the following additional functions:
· Group relevant Session establishment/modification/release procedure;
· Group relevant Session identities Allocation (e.g., TMGI);
1.2.1.3
RAN
The RAN supports the following functions:
· RAN part Group relevant group session activation/modification upon request from core network; 
· Deliver the groupcast data to the designated service area;
· Receiving IP multicast from UPF. 

1.2.1.4
NEF
The NEF supports the following functions:
· Provides interfaces between both SMF and AF for group session management;
· Mapping the geographical area information to the RAN service area and ECGI.
1.2.1.5
AF (V2X and IoT)
The V2X AF may support the following functions:
· Membership management: In transport only mode, the membership management is implemented in the AF side;

· Security: The AF takes charge of encrypting the data of the group communication session;

· Service announcement: The AF announces the necessary parameters to the UE for receiving the data of group communication (e.g., service start time);
· Triggering of Group relevant group session to SMF directly for through NEF.
1.2.1.6
UPF
The UPF supports the following functions:

· Distribute the synchronization information with the group communication payload to the RAN nodes, when IP multicast is used for distribution of payload from UPF to RAN.
1.2.2
Reference points
N2:
It is the reference point between G-AMF and RAN for transmitting session attributes (e.g., TMGI, QoS, IP Multicast Address…).
N3:
It is the reference point between UPF and RAN for Groupcast data delivery. IP Multicast is used on this interface to forward data.
N11:
It is the reference point between G-SMF and G-AMF for transmitting session attributes (e.g., TMGI, QoS, groupcast area, IP Multicast Address…).
Nnef:
It is the service interface provided by NEF, and it shall support the 1) Interact with AF for the group session related actions, and 2) Create/modification/release group session. 
2.
Proposal

With the consideration above, it is proposed to adopt the below solution for Key Issue #16/Key Issue #14 in TR 23.724/23.786, respectively:
***** Start the 1st Change ***** (All text new)
6.X
Solution X: Support of group communication and messaging based on groupcast delivery over the air
6.X.1
Introduction

Editor's note:
This clause lists the key issue(s) addressed by this solution.

This solution addresses Key Issue #16: Support of Group communication and messaging. It is based on the 5GS (5GC + E-UTRA) providing a transport only service for groupcast delivery in the air by means of an enhanced SMF (the Group-SMF), an enhanced AMF (the Group-AMF) and UPF. In the CN, the G-SMF establishes an IP Multicast connection between the selected UPF and (R)AN nodes involved in the group communication (GC) session.
6.X.2
Architecture
Editor's note:
This clause outlines solution principles and documents any assumptions made.


[image: image5.emf](G-) AMF

UE RAN UPF

N2 N4

(G-) SMF

DN

N6

N3

NEF

Namf

Nnef

Nsmf

AF

Nnef


Figure 6.X.2-1: Architecture for group communication in 5G network.
The following applies to the solution:
-
5GC provides the session management and data forwarding for group communication, while AF provides the membership management and security management for group communication. 
-
It is considered that the RAT is E-UTRA. Consequently, the RAN node is ng-eNB. 
-
It is considered that the NEF selects the G-SMF at first when the AF requires the 5GC to send groupcast data to multiple UEs.
-
The G-SMF selects a group AMF (G-AMF) to support the GC session and message exchanges between the G-SMF and RAN.

-
The G-SMF selects UPF(s) and notifies the AF about UPF information and protocol. The control entity for establishing the group session is the G-SMF.
-
TMGI is reused for the group session identification in both the RAN and CN side.
6.X.3
Support of EPC interworking

Editor's note:
This clause describes if and how EPC-5GC interworking is supported by this solution.

6.X.4
Procedures
6.X.4.1
Service announcement

The service announcement mechanisms allow users to be informed about the necessary information for receiving the group communication service (e.g. IP multicast address (es), TMGI and service start time). The AF performs service announcement by itself via application layer message. 
6.X.4.2
TMGI Management

6.X.4.2.1
General

TMGIs are managed between the AF and the G-SMF using procedures for the allocation, update and deallocation procedures upon request from the AF. TMGIs may also be allocated automatically by the G-SMF at Group Session Establishment as described in the clause 6.X.4.3.2. Each TMGI is allocated by the G-SMF for a given period of time determined by the G-SMF. If the AF wants to retain access to a TMGI for an extended period of time the AF needs to request extension of the allocation period. The AF may request an extension of the allocation period at any time prior to expiry of the time period. 
6.X.4.2.2
TMGI Allocation
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Figure 6.X.4.2.2-1: TMGI allocation procedure.

1. When the AF wishes to have the G-SMF allocate one or more TMGIs, the AF sends an Allocate TMGI Request message to the G-SMF, including the number of requested TMGIs.
2. The NEF checks whether the AF is authorised by NEF to send the request to G-SMF. If the request is not authorised, then NEF continues in step 6 indicating the reason to failure in the response message. 

3. If the AF is authorised by NEF to send the request to G-SMF, the NEF selects the G-SMF to manage the session by using the information e.g. the information provided by the AF, load of the G-SMFs and the serving area of G-SMF(s), and sends the request to such G-SMF. 

4. G-SMF allocates a set of TMGIs if allowed. G-SMF also determines the associating expiration time for the newly-requested TMGIs. 
5. The G-SMF shall send an Allocate TMGI Response message to the AF indicating the list of allocated TMGIs, and an expiration time for those TMGIs via NEF. 
6.X.4.2.3
TMGI Refresh
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Figure 6.X.4.2.3-1: TMGI refresh procedure.

1. The AF includes a list of TMGIs that are already allocated to the AF, and for which the AF wishes to obtain a later expiration time. 

2. The NEF checks whether the AF is authorised by NEF to send the request to G-SMF. If the request is not authorised, then NEF continues in step 5 indicating the reason to failure in the response message. 

3. If the AF is authorised by NEF, NEF sends the request to the related G-SMF. 

4. G-SMF determines the associating expiration time for the TMGIs. 

5. The G-SMF shall send an Allocate TMGI Response message to the AF indicating the list of allocated TMGIs, and an expiration time for those TMGIs via NEF.
6.X.4.2.4
TMGI deallocation
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Figure 6.X.4.2.4-1: TMGI deallocation procedure.

1. When the AF decides that it no longer needs one or more TMGIs that are allocated to it, the AF shall send a Deallocate TMGI Request message to the G-SMF with the list of TMGIs to be deallocated. Absence of the list of TMGIs implies that all TMGIs currently allocated by the G-SMF to the AF are to be deallocated.

2. The NEF checks whether the AF is authorised by NEF to send the request to G-SMF. If the request is not authorised, then NEF continues in step 6 indicating the reason to failure in the response message. 

3. If the AF is authorised by NEF, NEF sends the request to the related G-SMF. 

4. G-SMF shall then deallocate the TMGIs. If the groupcast and group session resources are in use for any of the deallocated TMGIs, those resources are released using the step 4~9 of the procedure defined in clause 6.X.4.3.3, and the G-SMF shall release any corresponding resources. 

5. The G-SMF shall send a Deallocate TMGI Response message to the AF indicating the list of allocated TMGIs.
6.X.4.3
Create, Update and Release a Group Session
6.X.4.3.1
General

Creating and releasing group session involves the allocation/deallocation of groupcast resources, based on the configuration provided by the AF, using the following procedures upon request from the AF.

The G-SMF initiates the GC Session Start procedure before the start time of GC Session, which is requested by the AF. This is a request to establish the resources of the network for the transfer of group session data. Through this procedure, the session attributes such as QoS, groupcast area, are provided to the related G-AMF(s) and RAN nodes. In addition the procedure allocates the user plane information to all UPF(s) and E-UTRAN that respond to the GC session start request message. 

If IP multicast distribution of the user plane data to RAN is supported, the G-SMF allocates an IP Multicast address together with the corresponding IP address of the multicast source are provided to the RAN node via G-AMF. The group communication payload with the synchronization information shall be distributed by the UPF with IP Multicast to the RAN nodes, when IP multicast is used for distribution of payload from UPF to RAN. The synchronization information is used in the radio interface for the user data transmission synchronization across the RAN nodes similar as described in TS 25.446. 
6.X.4.3.2
Triggering of the Group Session Establishment
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Figure 6.X.4.3.2-1: Procedure of triggering group session establishment.

1. In order to activate the group session, AF sends an Group Communication (GC) Session Request message to the G-SMF, including AF Transaction ID, group session information (groupcast area, scheduled start time, QoS requirements), Application Server information (IP address, port number), and UE information. The UE information may include External Group ID. The groupcast area is the list of Geographic Zone ID(s). The group session information may also include the TMGI. 
2. The NEF checks whether the AF is authorised to send the request to G-SMF. If the request is not authorised, then NEF continues in step 6 indicating the reason to failure in the response message. 

3. If the AF is authorised by the NEF to send the request to G-SMF, the NEF selects an appropriate G-SMF and sends the GC Session request to the G-SMF, including the information received from the AF (AF Transaction ID, group session information (groupcast area, start time, QoS requirements), Application Server information (IP address, port number), and UE information). The NEF may map the groupcast area to RAN service area and a list of cell IDs.
4. If the TMGI is not included, the G-SMF allocates a TMGI and transport network IP multicast address using the groupcast area provided by the NEF. The G-SMF selects the corresponding UPFs and G-AMFs based on the information of the groupcast area. The G-SMF sends a GC Session Start Request message to the G-AMF nodes to indicate the impending start of the transmission and to provide the session attributes (TMGI, QoS, groupcast Area, UPF Information (IP address of the multicast source), GC Session Duration, Minimum Time to GC Data Transfer). 

5. The G-AMF sends an N2 message including the session attributes (TMGI, QoS, IP address of the multicast source, GC Session Duration, Minimum Time to GC Data Transfer) to the RAN nodes belonging to the groupcast area. 

6. If the RAN node accepts IP Multicast distribution, it joins the appropriate transport network IP multicast address allocated by the G-SMF, to enable reception of groupcast data.

The RAN creates N3 DL TEID. The RAN stores the session attributes, and responds the G-AMF (including N3 DL TEID) to confirm the reception of the N2 message. The RAN establishes the necessary radio resources for the transfer of groupcast data. The RAN may respond to the N2 message after the first successful groupcast resources have been reserved, which indicates to the G-SMF that there are resources already available for groupcast data delivery.
7. The G-AMF forwards the response from RAN to G-SMF.  

8. The G-SMF initiates IP Multicast distribution and/or point-to-point alternative depending on the response of the RAN via G-AMF. The G-SMF includes the information for GC session (RAN address(es) and DL TEID(s)) in N4 Request message to related UPFs. Other information e.g. packet detection, enforcement and reporting rules to be installed on the UPF will be included.

9. The UPF acknowledges by sending an N4 Response message.
10. The G-SMF sends a GC Session Response message to the AF including service description, UPF information (IP address and port number). The service description contains the necessary information for service announcement procedure triggered by AF (e.g., TMGI). 
11. The NEF sends the received response message to AF. 
6.X.4.3.3
Triggering of Session release
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Figure 6.X.4.3.3-1: Procedure of triggering group session release.
1. When the AF determines that the group session is no longer needed, it shall send a Release GC Session Request message to the G-SMF, including the AF Transaction ID representing the GC Session to be released.

2. The NEF checks whether the AF is authorised by NEF to send the request to the G-SMF. If the request is not authorised, then the NEF continues in step 6 indicating the reason to failure in the response message.

3. If the AF is authorised by NEF to send the request to the G-SMF, the NEF sends the Release GC Session Request to the G-SMF.

4. The G-SMF takes actions needed to stop groupcast of the group session to the agreed groupcast area, and to release groupcast resources. The G-SMF sends a GC Session Stop Request message to the related G-AMF(s) to indicate the end of GC Session and the resources can be released. The GC Session Context is uniquely identified by the TMGI. 

5. The G-AMF forwards N2 message to the RAN nodes. 

6. If the RAN is using IP multicast distribution it shall disable reception from the IP backbone of the particular groupcast service. Each RAN responds with Session Stop Response message to the G-AMF. The G-AMF releases the groupcast Context. The RAN releases the affected resources and removes the groupcast Context. 

7. The G-AMF responses with Session Stop Response and release its information regarding the session.

8. G-SMF sends N4 request to UPF to delete the groupcast context stored in UPF.

9. The UPF acknowledges by sending an N4 Response message.
10. The G-SMF shall send a Release GC Session Response message to the AF, the result is included.

11. The NEF transfer the message to the AF.
12. NEF transfer the message to the AF.
6.X.4.3.4
Triggering of Session Modification
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Figure 6.X.4.3.4-1: Procedure of triggering group session modification.
1. When the AF determines that a created groupcast resources need to be modified, it shall send a Modify GC Session Request message to the G-SMF, including the AF Transaction ID, any new priority and preemption characteristics to be used, and the groupcast area.
2. The NEF checks whether the AF is authorised by NEF to send the request to G-SMF. If the request is not authorised, then NEF continues in step 6 indicating the reason to failure in the response message. 
3. If the AF is authorised by NEF to send the request to G-SMF, the NEF sends the Modify GC Session request to the G-SMF. 
4. If the modification is authorized by G-SMF, The G-SMF sends a Session Update Request (TMGI, QoS, groupcast Area, GC Session Duration, Minimum Time to GC Data Transfer) to the G-AMF. The ARP parameter may be different if it is to be updated. The groupcast Area define the new service area. The G-SMF sends a Session Start Request message to any added G-AMF, Session Stop Request to any removed G-AMF, and Session Update to the remaining G-AMF in the new list. 

5. The G-AMF sends an N2 message including the GC Session attributes (TMGI, QoS, transport network IP Multicast Address, IP address of the multicast source, GC Session Duration, Minimum Time to GC Data Transfer) to each RAN node that is connected to the G-AMF. 

6. If the RAN has no GC Session context with the TMGI indicated in the N2 message, the RAN creates a GC Session context. Otherwise the RAN compares the new service area with the one it has stored in the GC context and make the corresponding update. Then the RAN responds the G-AMF to confirm the reception of the N2 Message. The RAN establishes/releases the radio resources for the transfer of groupcast data. 

7. The G-AMF updates the GC session attributes in its groupcast Context and responds to the G-SMF. The G-AMF reports to G-SMF that whether all the RANs have accepted IP multicast distribution.

8. The G-SMF initiates IP Multicast distribution and/or point-to-point alternative depending on the response of the RAN via G-AMF. The G-SMF includes the information for group session in N4 Request message to related UPFs.

9. The UPF acknowledges by sending an N4 Response message.
10. The G-SMF sends a Modify GC Session Response message to the NEF, including the result. 
11. The NEF shall send a Modify GC Session Response message to the AF. 
6.X.5
Impacts on existing entities and interfaces/Functional Entities
Editor's note:
This clause describes impacts to existing entities and interfaces.

6.X.5.1
Impacts on existing entities

The solution has impacts on the following network entities:

1.
The SMF supports the following additional functions:
-
Initiate group Session establishment/modification/release procedure;

-
Allocate and refresh the TMGI;

-
Notify the AF the information necessary for transmitting the groupcast data via NEF.
2.
G-AMF:

-
AMF is able to support transfer of messages between the SMF and the RAN related to session for group session. 

3.
RAN:
-
RAN part Group relevant group session activation/modification upon request from core network;
-
Deliver the group session data to the designated area;

-
Receiving multicast data from UPF.
4.
NEF:

-
Provides interfaces between both SMF and AF for group session management;

-
Mapping the geographical area information to the RAN service area and ECGI.
-
Select G-SMF, G-AMF and UPF for group session

5.
AF:

-
Membership management: In transport only mode, the membership management is implemented in the AF side;

-
Security: The AF takes charge of encrypting the data of the GC session;
-
Service announcement: The AF performs service announcement by itself to announce the necessary parameters to the UE for receiving the data of group communication;

-
Triggering of Group relevant group session to SMF directly for through NEF.
6.
UPF:

-
support multicast transmission to RAN for the group session data

-
Distribute the synchronization information with the group session data to the RAN nodes if needed

6.X.5.2
Impacts on existing interfaces
N2:
It is the reference point between G-AMF and RAN for transmitting session attributes (e.g., TMGI, QoS, IP Multicast Address, GC Session Duration, Minimum Time to GC Data Transfer).
N3:
It is the reference point between UPF and RAN for groupcast data delivery. IP Multicast is used on this interface to forward data.
N11:
It is the reference point between G-SMF and G-AMF for transmitting session attributes (e.g., TMGI, QoS, group session service area, IP Multicast Address, GC Session Duration, Minimum Time to GC Data Transfer).
Nnef:
It is the service interface provided by NEF, and it shall support the 1) Interact with AF for the group session related actions, and 2) Create/modification/release group session. 
6.X.6
Evaluation

Editor's note:
This clause provides an evaluation of the solution. 
***** End of Change *****
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