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1
Discussion
As agreed for Key issue #1, access control is needed to ensure that only authorized users are selecting and/or accessing type-a/type-b networks.
“This key issue aims at studying network discovery, selection and access control for type-a and type-b networks. Solutions to this key issue are expected to address the following aspects:

-
Type-a and type-b network subscriptions

-
How is information identifying a type-a or type-b network provided to the UE for network discovery and selection?

-
Which criteria are used by the UE for automatic selection of type-a or type-b networks

-
How to support manual selection of type-a and type-b networks

-
How to prevent UEs not authorized for a given type-a or type-b network from attempting to automatically select and register in that type-a or type-b network?

How to enable the network to verify whether a UE is authorized to access a type-a or type-b network?

-
Which network entities perform access control for type-a and type-b networks?

-
Access barring aspects for type-a and type-b networks
-
Where access restrictions are configured (e.g. subscription or configuration)?

-
How to enable UEs to access type-b networks but prevent the same UEs from accessing public PLMNs?

-
How to prevent UEs not supporting type-a and type-b networks from attempting to access type-a and type-b networks?

-
How to prevent NG-RAN from handing over a UE to a type-a network if the UE is not permitted to access the type-a network?”

We proposed to capture the following solution in TR 23.734.
*** Start Change***

6.X
Solution #X: Solution for Access Control
6.x.1
Description
This is a solution for Key Issue #1.

It proposes the following two solution options:
1) Type-a/Type-b assigns a special access identity (as part of UAC framework) to its UE(s). Thus UE(s) assigned with regular access class (allowed in regular PLMNs) are not capable of even initiating RACH access towards the type-a/type-b Network.

2) Type-a/Type-b bars access to UE(s) not configured with its network identifier by default. RAN should broadcast that access is barred for UE(s) not configured with a certain network identifier. Furthermore, RAN can broadcast cell-reserv-for-other-use to ensure that the UE(s) from public PLMN are not accessing the type-a/type-b network:

· If the type-a/type-b network is standalone with NPN-ID, then the network can broadcast cell-reserv-for-other-use and NPN-ID to prevent access from UE(s) not authorized to access type-a/type-b network.
· If the type-a/type-b network is non-standalone with PLMN ID and CAG ID, then the network can broadcast cell-reserv-for-other-use and CAG-ID to prevent access from UE(s) not authorized to access the CAG cell hosted by PLMN.
Thus it allows access only for UE(s) that are authorized to access the type-a/type-b network.
Option #1 has the benefit of leveraging existing access control framework specified as part of UAC but provides an additional method for controlling access to only UE(s) assigned the special access identity. However, option #1 has a drawback, that is the private network cannot define own access categories (in addition to the special access identity), e.g to allow/inhibit access of own devices in case of e.g congestion.
Option #2 would be a new framework, but it has the benefit of not having to assign a new access identity rather leveraging the assigned network identifier. This solution allows the type-a/type-b network to use the fullblown set of UAC features, e.g. assign own access control categories for own UE(s).
Either option can be supported based on configuration in the network thus it is optional for the network to leverage access control mechanism based on local policies.
6.X.2
High Level Description
6.X.3
Impacts on Existing Nodes and Functionality

Editor's note:
This clause describes impacts to existing services and interfaces.

6.X.4
Solution Evaluation

Editor's Note: This clause provides an evaluation of this solution.
*** End of changes ***
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