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Abstract of the contribution: This contribution is to provide the evaluation and conclusion of solutions for Key Issue 4: Reduce overhead for repetitive non-successful privacy verification. 
1 Discussion

The common part of Solution5, Solution6 and Solution7 are as follows:

· The UE indicates to the network the privacy setting according to the user's location privacy preference.
· The GMLC takes the privacy setting from the UE to decide whether disallow the LCS request from external LCS client.

The main differences for Solution5, Solution6 and Solution7 are 

· Where to store the UE privacy setting.

· Which kind of message to carry privacy setting from the UE.

· Whether the network changes the privacy setting from the UE.
	
	Solution5
	Solution6
	Solution7

	where to store the privacy setting from the UE
	UDM
	PPR
	PPR

	Which kind of message to carry privacy setting from the UE
	"UE-LMF" message and/or NAS Location Notification Return Result
	Registration message
	"UE-LMF" message.


	Whether the network changes the privacy setting from the UE
	--
	May change
	May change

	Whether the UE update the privacy setting
	Y
	Y
	Y


Whether adopt “UE-LMF” message depends on the conclusion on AMF based architecture or LMF based architecture. Whether inherit the PPR architecture is also depends on the service based architecture for LCS. So these parts can be left to normative stage.
The privacy setting from the UE is an objective fact. It should be updated by the UE rather than the network. If the network changes the UE Privacy Setting preference, the privacy verification procedure to the UE may still happen. This may lead to repetitive unsuccessful privacy verification procedure.
Proposal: It is proposed to conclude that the UE indicates to the network the privacy setting and the GMLC takes the privacy setting from the UE to decide whether disallows the LCS request from external LCS client. It is left to normative stage to decide which kind of message to carry privacy setting from the UE and where to store the privacy setting from the UE.
Text Proposal
*** Start of changes ***

6.5
Solution 5: Privacy Check with UE privacy setting
6.5.5
Evaluation

Solution5 is that the GMLC takes the privacy setting from the UE to decide whether immediately disallows the LCS request from external LCS client.
Solution5 can adapt to both the LMF based architecture and the AMF based architecture. It reuses the existing privacy verification procedure as much as possible without brings in extra NAS signalling overhead. 

7
Evaluation
7.X
Evaluation of Solutions for Key Issue #4
The common part of Solution5, Solution6 and Solution7 are as follows:

· The UE indicates to the network the privacy setting.
· The GMLC takes the privacy setting to decide whether disallows the LCS request from external LCS client. 

The main differences for Solution5, Solution6 and Solution7 are:
· Where to store the UE privacy setting.

· Which kind of message to carry privacy setting from the UE.

· Whether the network changes the privacy setting from the UE.
Solution5:
· Store the privacy setting in UDM.
· The UE provides the privacy setting in "UE-LMF" message and/or NAS Location Notification Return Result. 
Solution6:

· Store the privacy setting in PPR. 

· The UE provides the privacy setting in Registration Request message.
· The PPR may change the privacy setting from the UE. If the PPR changes the UE Privacy Setting preference, the privacy verification procedure to the UE may still happen. This may lead to repetitive unsuccessful privacy verification procedure.
Solution7:
· Store the privacy setting in PPR. 

· The UE provides the privacy setting in "UE-LMF" message.

· The PPR may change the privacy setting from the UE. If the PPR changes the UE Privacy Setting preference, the privacy verification procedure to the UE may still happen. This may lead to repetitive unsuccessful privacy verification procedure.
8
Conclusions

8.X
 Conclusion for Key Issue #4
It is concluded that the UE indicates to the network the privacy setting and the GMLC takes the privacy setting from the UE to decide whether disallows the LCS request from external LCS client. It is left to normative stage to decide which kind of message to carry privacy setting from the UE and where to store the privacy setting from the UE.
*** End of changes ***
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