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[bookmark: OLE_LINK6]Abstract of the contribution: This contribution proposes an evaluation of solutions #13 and #15. There are some analysis of solution#13 and #15 with some proposed clarifications as well.
1 Discussion
1.1 Background
KI#5 addresses the handling of AF request to influence on traffic routing in a scenario where an intermediate SMF is inserted, in particular the following questions:
1. How AF related policy handling takes place in the current/target region?
2. On AF request to the PCF, how PCF policies are handled in the network? e.g.: Whether the policy related to the AF Request is processed by anchor SMF and/or intermediate SMF and how the two SMFs coordinate insertion and configuration of UPF(s) (e.g., with UL CL rules).
Solution #13 proposes to resolve question 1 that the AF related policy to influence on traffic routing to a certain DNAI is provided by the PCF to the SMF that serves that DNAI, i.e. either I-SMF or A-SMF. To resolve question 2 that the SMF that serves the DNAI, i.e. the I-SMF in the information flow performs insertion and configuration of UPF(s) (e.g for UL CL rules).  
Solution#15 proposes to resolve question 1 that PCF forwards PCC rules for the AF request to the A-SMF and then the A-SMF decides if it serves the DNAI or if it should forward to the I-SMF the information required to perform routing of the AF request to the DNAI served by the I-SMF. To resolve question 2 the same steps are performed as in solution#13, i.e. the SMF that serves the DNAI, i.e. the I-SMF in the information flow performs insertion and configuration of UPFs (e.g. UL CL rules).
1.2 Open issues in solution#13 
Roaming scenarios are not currently covered in solution#13, proposal is as follows: 
· In local break out case (I-SMF<->V-PCF), the V-PCF provides policies to influence traffic routing to a certain DNAI to the SMF that serves the DNAI. The V-PCF may have an interface to the A-SMF and to the I-SMF.
AF influence on traffic routing is not supported in home routed, as described in 23.501.
Other aspects of solution#13.
There are two alternatives listed in solution#13 to send traffic usage information to the CHF (and to the PCF), either directly from I-SMF to CHF (and PCF) or the I-SMF sends it to the A-SMF that aggregates total usage. The proposal is that solution#13 only describes alternative where I-SMF supports interfaces to CHF and PCF and solution#15 only describes alternatives where the A-SMF supports interfaces to CHF and PCF. The reason is that from SMF point of view either an interface to both PCF and CHF is supported or none of them, to make it simple.
1.3 Open issues in both solution#13 and solution#15
Configuration of the ULCL/BP
According to 23.501, session AMBR shall be enforced in the UPF that supports the Branching Point functionality and the DL Session-AMBR shall be enforced separately in every UPF that terminates the N6 interface. In 23.501, SMF knows if an ULCL/BP is inserted, and then the proposal is to maintain this knowledge in the SMF(s), therefore the I-SMF informs the A-SMF that a UL CL/BP is inserted and then A-SMF provides session AMBR to the I-SMF.
According to 23.501, the UL CL/BP may be configured to support traffic measurements for charging, as well as session AMBR per PDU session enforcement, this avoid the risk to discard packets a UPF that have been included in the traffic measurements for charging, in the DL direction, packets may be counted in a UPF and later discarded by the policing function in the ULCL/BP.. In order to support traffic measurement for charging in the UL CL/BP, the proposal is that the A-SMF may provide rules for charging and QoS (bit rate) enforcement in the UL CL/BP to the I-SMF. QFI marking is still done in each UPF (PSA).
In both solutions #13 and#15, the I-SMF informs the A-SMF that an ULCL/BP is inserted and the A-SMF provides SM context to I-SMF with policy information, both Session AMBR and rules for traffic measurement per packet data flow.
Evaluation criteria
· Standardization effort: this includes impacts PCC architecture defined in 23.503, potential impacts on the existing PCF and SMF services defined in 23.502, or the need to define new services, Session Management defined in 23.501 and Session Management Policy Control Functionality defined in 23.503.
· Extra signalling caused by each solution compared with the information flows.
2	Proposal
Resolve roaming in solution#13 to describe that in home routed scenario the I-SMF reports the service area to the V-PCF and then to H-PCF, the PCC Rules for traffic steering to a service area in the VPLMN are sent to V-PCF. In local breakout, the V-PCF behaves as the PCF in non-roaming case. 
Define solution#13 to support interfaces to CHF and PCF from both I-SMF and A-SMF and solution #15 to support interfaces to CHF and PCF from A-SMF.
Define configuration of the ULCL/BP for enforcement of session AMBR and traffic measurements for charging as described in 23.501, in both solution #13 and #15 the I-SMF requests rules to configure the ULCL/BP to the A-SMF, this is aligned with Rel-15 where the SMF knows about the number of UPFs and ULCL/BP and this is not known by PCF.
Add an evaluation to solutions 13,15 based on the criteria defined above. 

[bookmark: _Toc520195227]*** Start of Changes ***
6.13	Solution #13: Handling AF influence on traffic routing – PCF aware of I-SMF insertion
[bookmark: _Toc520195228]6.13.1	Overview
This solution is to address the Key Issue 5 and based on the architecture proposed in solution#1 and solution#7.
[bookmark: _Toc520195229]6.13.2	Description of the solution
As described in solution#1 and solution#7, there are deployments where the SMF (A-SMF) that controls the PDU Session Anchor cannot control all UPFs serving the PDU Session. When a I-UPF is inserted and the A-SMF cannot control it, a new I-SMF is inserted to control the I-UPF.
[bookmark: _Hlk514400084]As described in the solution#1, #2 or solution#7, when a I-SMF is inserted for the PDU session in the UE's new location, the A-SMF provides the details of the PCF associated to the PDU session to the I-SMF. Upon receiving the PCF details, the I-SMF creates for the PDU Session an association for SM policies with the PCF. providing the PDU session ID, an indication it is an I-SMF, its capabilities e.g. its service area, and supported DNAI(s). The PCF maintains the I-SMF and A-SMF details of the PDU session i.e. when an I-SMF is used the PCF manages 2 associations for SM policies for that PDU Session. When a PCF received AF request for traffic routing, the PCF will determine whether the PCC rules are to be handled by the A-SMF or I-SMF, depending on the service area reported by the A-SMF or the I-SMF. Upon PCF determination, the PCF forwards the respective PCC rules to the respective SMF (e.g. directly to the I-SMF for those PCC Rules that request traffic steering to a DNAI in the service area of the I-SMF) instead of routing all rules via A-SMF as in solution#15. Note that those PCC Rules that contains no traffic steering information or contain traffic steering information to a DNAI in the service area of the A-SMF are provided to the A-SMF for enforcement.
NOTE:	DNAIs served by an I-SMF is not overlapped with an A-SMF and each DNAI is identified by a unique value in the PLMN.
For usage reporting to the CHF, 
-	Alt#1 (no CHF interface for I-SMF): the I-SMF forwards the network resource usage of a CK  UE to the A-SMF, where A-SMF aggregates with the reporting for the same CK from the UPF it directly controls, and send the aggregated usage reporting information to the charging function CHF. This is solution #15, where there is no interface from SMF to PCF or CHF.
-	Alt#2 (I-SMF has a CHF interface): I-SMF gets the quota information from the charging system CHF and the I-SMF sends resource usage directly for a CK to the CHF, and the co-ordination will take place in the charging system. This alternative assumes that when an I-SMF is used, the CHF manages 2 associations for charging of that PDU Session; The association between the CHF and the I-SMF may be deleted without the PDU Session to be deleted.
For usage reporting to the PCF the PCF provisions the usage threshold for a MK included in a PCC rule at the time the PCC Rule is provisioned to the SMF. If the PCC Rule is provisioned to the I-SMF, for traffic steering, then the PCF provides a usage threshold as well to the I-SMF. In addition, for the MK for the PDU session the PCF provisions the MK for the PDU session to the A-SMF and then in order to determine the accumulate usage for the PDU session the PCF aggregates the usage reported for the MK for the PDU session and the MK for the PCC Rules that are steered to a DNAI in the I-SMF.


Figure 6.13.1: I-SMF having interface with the PCF for handling directly AF PCC rules.

Note that Figure 6.13.1, shows two SM Policy Associations from PCF, the SM Policy association with the I-SMF is updated with PCC Rules for those services that require traffic steering to a DNAI under the service area of the I-SMF, otherwise, the PCF only updates the SM Policy Association to the A-SMF as described in 23.503, 
[bookmark: _Toc520195230]6.13.3	Procedures
[bookmark: _Toc520195231]6.13.3.1	AF policy processing - PCF aware of I-SMF insertion 
Below changes are required for both:
-	Up on I-SMF selection and insert, I-SMF creates an association for SM policies with the PCF (V-PCF in local breakout) and provides the PDU session ID, an indication it is an I-SMF, its capabilities e.g. service area, and supported DNAI(s). 
[bookmark: _Hlk519167861]-	PCF forwards AF polices to the I-SMF after receiving a request from the AF for traffic routing e.g. to specific DNAI which is served by the I-SMF. In local breakout the V-PCF forwards the AF policies in the service area of the I-SMF to the I-SMF. The (V-)PCF maintains two SM Policy associations for a PDU session. 






Figure 6.13.3.1: AF policy processing at the I-SMF 
Steps 1: Insertion of I-SMF and establishing a Nxx interface between the I-SMF and A-SMF will the same as solution #1. Only difference in the Nxx establishment, the A-SMF provides PCF address of the PDU session. 
NOTE 2: This PCF address cannot be provided by AMF as the AMF is unaware of the PCF selected for the PDU Session.
Steps 2: I-SMF issues a Npcf_SMPolicyControl_Create to create an association with the PCF for the PDU Session. It provides the PDU session ID, an indication it is an I-SMF, its capability (e.g. service area, supported DNAI(s)) to the PCF. The PCF acknowledges the creation of the association and may provide policies that need to be fulfilled by the I-SMF. 
Steps 3-5: same as in step1-3 of Figure 4.3.6.2-1, TS 23.502 [3].
Step 6-7: same as in step 4-5 of Figure 4.3.6.2-1, TS 23.502 [3]. Only changes to the step#4 of Figure 4.3.6.2-1, TS 23.502 [3], the PCF also determines whether the policy will be processed at the I-SMF or A-SMF, in this solution, PCF forwards AF policies to directly to the I-SMF. For other case, PCF performs as described in solution#15.
Step 8:  I-SMF reports to A-SMF that a UL CL/BP is inserted, the A-SMF reports SM context information that includes the session AMBR for enforcement and the rules to performs traffic measurements in the ULCL/BP. The same service operation as proposed in solution#1 to retrieve SM context from A-SMF can be reused, 
Step 9.  I-SMF performs action such ase.g. insertion of UL-CL or I-UPF, user plane reconfiguration, based on received policies in the above steps. 
[bookmark: _Toc520195232]6.13.3.2	Notification of User Plane Management Events 
The SMF may send a notification to the AF if the AF had subscribed to user plane management event notifications as described in TS 23.502 [3] clause 4.3.6.2 and in TS 23.501 [2] clause 5.6.7. 
Following flow depicts the sequence of events, applicable to scenarios where PCF forwards received AF request for subscription of user plane management event notifications, to A-SMF and/or to I-SMF: 
NOTE 1:	Depending on policies, either A-SMF or I-SMF sends notification to NEF/AF. The notifications are sent directly from the A-SMF to the NEF or from the I-SMF to the NEF.
NOTE 2:	Network topology e.g. A-SMF and I-SMF details are not exposed to AF.


Figure 6.13.3.2-1: Notification of user plane management events
Steps 1-2.	Same as in TS 23.502 [3] figure 4.3.6.3-1.
Step 3.	In case of early notification requested by the AF, I-SMF notifies to the AF of the target DNAI of the PDU Session by invoking Nsmf_EventExposure_Notify.
Step 4.	Addition, relocation or removal of I-UPF.
Step 5	Same as in TS 23.502 [3] figure 4.3.6.3-1.
Step 6.	In case of late notification requested by the AF, I-SMF notifies to the AF of the target DNAI of the PDU Session by invoking Nsmf_EventExposure_Notify.
[bookmark: _Toc520195233]6.13.4	Impacts on existing nodes and functions
PCF need to support multiple SMFs to the PDU session and determine where the policy need to be processed. In local breakout the V-PCF need to support multiple SMFs for the PDU session.
-	when an I-SMF is used the (V-)PCF manages 2 associations for SM policies for that PDU Session. The association with the I-SMF is deleted when the UE moves to new service area that may be under the A-SMF or under a new I-SMF. may be deleted without the PDU Session to be deleted.
- 	needs to collect usage information from each SMF.
The SMF (Nxx interface) need to be enhanced for:
-i.e. providing (V-)PCF address for the SM Policy Association from the A-SMF to the I-SMF.
· The SMF needs to inform the (V-)PCF on the service area that covers.
· The I-SMF needs to request updated SM context from the A-SMF when an ULCL/BP is inserted. The A-SMF reports the session AMBR and the rules for traffic measurements and bit rate enforcement to the I-SMF. 
On charging, the CHF: 
-	In Alt#1, A-SMF need to collect and aggregate the network usage. Nxx needs also to support all charging related requests from CHF and all usage reporting from the I-SMF. A-SMF has to map Nchf with Nxx.
-	In Alt#2, charging system need to collect resource usage information from all SMFs i.e. A-SMF and I-SMF(s), which leads the charging system having multiple interfaces for the same PDU Session.
[bookmark: _Toc520195234]6.13.5	Solution Evaluation
Editor's note:	This clause provides an evaluation of the solution.
This solution maintains the functional split of PCF and SMF and CHF and SMF as in Rel-15. PCF provisions PCC Rules and CHF provisions quota for CK and receive reported usage. SMF decides where to enforce them depending on the topology in its service area as in Rel-15. If an UL CL/BP enforces charging and bitrate then SMF may need retrieve all rules for charging and bit rate enforcement. There is a need for PCF to maintain a SM Policy Association (similar for CHF) to more than one SMF in a PDU session.
A more detailed evaluation follows:
PCC Architecture: 
· Adding I-SMF as new consumer of Npcf SM Policy service. 
· Adding a new reference point between PCF and I-SMF.
It follows the PCC architecture where the PCF controls the SM Policy associations in each SMF that needs to enforce policy information.
PCF Services: 
· Existing Npcf_SMPolicyControl is reused, adding new input parameters to report SMF service area. I-SMF is a new consumer.
Minor impacts on existing service.
SMF services: 
· the service operation defined in solution#1 is extended to include the PCF address for the SM Policy Association.
· The service operation defined in solution#1 is extended to allow I-SMF to retrieve the SM Context including session AMBR and rules for traffic measurements for charging and bit rate enforcement in the ULCL/BP.
Minor impacts on existing service.
CHF services (to be defined by SA5): 
· Similar to PCF services, the existing Nchf services to request quota and report usage per CK needs to be supported to both the A-SMF and the I-SMF. When an ULCL/BP is inserted, and traffic measurements for charging are performed in the ULCL/BP, the I-SMF reports usage to A-SMF for CKs provided by I-SMF and directly to CHF for local CKs.
CHF needs to support credit management and reporting for multiple SMFs, both I-SMF and A-SMF within the same PDU session. 
PCC functionality: 
· Existing PCC functionality described in 23.503 for PCF discovery remains as is, since the A-SMF selects the PCF to handle the SM Policy Association and then the I-SMF retrieves it.
· Session Management Policy Control remains in the existing SM Policy Association with the A-SMF, except for the traffic steering to a DNAI in the service area of a I-SMF, in that case the PCF provisions PCC to the I-SMF. Reporting and Credit Management needs to be extended to allow both I-SMF and A-SMF to report usage and request quota for a CK to the CHF within the same PDU session. 
Session Management functionality:
· Existing SM functionality needs extensions to allow I-SMF to inform A-SMF that an ULCL/BP is inserted to retrieve session AMBR and traffic measurements for charging in ULCL/BP as in Rel-15, 
From signalling point of view, this solution requires one additional interaction for I-SMF to provide its service area to the A-SMF. It requires one additional interaction to report insertion of an ULCL/BP from I-SMF to A-SMF to request SM Context for traffic measurements and session AMBR enforcement. One additional interaction to report traffic measurements from I-SMF to A-SMF. 

[bookmark: _Toc520195240]*** Next Change ***
6.15	Solution #15: Handling AF influence on traffic routing
6.15.1	Overview
This solution applies to key issue 5: Handling AF influence on traffic routing.
6.15.2	Network Architecture
The proposed solution is based on the network architecture in solution 6.1 of TR 23.726. The proposed solution aims to avoid changes to PCF and so the proposal does not require the PCF to be aware of any insertion or removal of an I-SMF(s) i.e. PCF forwards PCC rules corresponding to the AF request to the anchor SMF irrespective of any I-SMF insertion.


Figure 6.1.2-1: Non-Roaming system architecture in reference point representation
6.15.3	Procedures
6.15.3.1	AF policy processing at the A-SMF without PCF impact
Below changes are required at the A-SMF and to the interface between A-SMF and I-SMF i.e. on Nxx:
-	PCF forwards PCC rules corresponding to the AF request to the anchor SMF, irrespective of insertion and/or removal of intermediate SMF(s).
-	I-SMF is inserted e.g. as explained in other solutions in this TR. A-SMF learns insertion of I-SMF(s).
-	A-SMF forwards to I-SMF any required information, based on the received PCC rules, over its Nxx interface.


Figure 6.15.3.1-1: AF policy processing at the A-SMF without PCF impact
1-5.	Same as in TS 23.502 [3], Figure 4.3.6.2-1: Processing AF requests to influence traffic routing.
6.	Later, an I-SMF is inserted.
7.	A-SMF forwards to I-SMF any policy information where the policy would have to be enforced at the ISMF, considering any PCC rules received previously from the PCF. This includes rues for traffic measurement and session AMBR enforcement in the ULCL/BP and rules to route the UL traffic to the local DNAI based on the PCC Rules received from the PCF.
8.	I-SMF acknowledges.
9.	Possible I-UPF selection or insertion of UL-CL, user plane reconfiguration, etc., based on received policies in the above step.
6.15.3.2	Notification of User Plane Management Events
The AF may also provide in its request subscriptions to SMF events. The SMF may send a notification to the AF if the AF had subscribed to user plane management event notifications as described in TS 23.502 [3] clause 4.3.6.2 and in TS 23.501 [2] clause 5.6.7
The following flow depicts the sequence of events:
NOTE:	A-SMF on receipt of AF request for subscriptions to SMF events forwards the request to I-SMF.


Figure 6.15.3-1: Notification of user plane management events
1-2:	Same as in TS 23.502 [3] figure 4.3.6.3-1.
3.	Addition, relocation, removal of I-UPF.
4.	I-SMF sends user plane management event information to A-SMF.
5.	A-SMF acknowledges in response to step 4.
6.	Same as in TS 23.502 [3] figure 4.3.6.3-1.

6.15.4	Impact of the solution to existing entities
Editor's note:	This clause describes impacts to existing entities and interfaces.
Impacts on the A-SMF and I-SMF as follows_
· Nxx interface between A-SMF and I-SMF needs to be enhanced to provide rules for steering traffic to the local DNAI and to configure the ULCL/BP for session AMBR enforcement and traffic measurements. The I-SMF proxies traffic measurements from ULCL/BP to the A-SMF.
· A-SMF may needs to know I-SMF service area. The A-SMF needs to provide rules for routing AF traffic to the local DNAI under the I-SMF service area based on PCC Rules.
· I-SMF needs to report events that indicate routing to a DNAI and UP reconfiguration to the A-SMF, instead of to the AF directly.
No/low impact to PCF or in CHF.
6.15.5	Evaluation of the solution
Editor's note:	This clause provides an evaluation of the solution.
This solution extends the role of the A-SMF to be able to provision policy and charging information to the I-SMF for PCC Rules require enforcement outside its service area and for the I-SMF to report policy and charging information, relate to traffic measurements.to A-SMF for A-SMF to aggregate. It maintains one SM Policy association from PCF to the A-SMF and similar for CHF. It is unclear how it would work if there is a PCF in the service areas as well, and aspect that needs to be taken into account, although not covered in this TR.
A more detailed evaluation follows:
PCC Architecture: 
· In order to provide a full picture of the PCC functionality, a new interface from A-SMF to I-SMF is added (similar to N4 interface). 
· A new SMF service or service operation (or the SMF service defined to transfer SM context to allow enforcement of PCC Rules in the area of the I-SMF) needs to be added for completeness.
PCF Services: 
· No identified impacts.
SMF services: 
· the service that the I-SMF will use to retrieve SM context from A-SMF needs to include some kind of rules to provision the I-SMF for service da flow detection and enforcement of the service that is steered to the local UPF.
· The service that the I-SMF uses to retrieve SM context from A-SMF needs to include session AMBR and rules for traffic measurement in the ULCL/BP.
CHF services: 
No impacts on those CHF services defined in 23.502.
PCC functionality: 
· Session Management Policy Control remains in the existing SM Policy Association with the A-SMF, except for the traffic steering to a DNAI in the service area of a I-SMF, in that case the A-SMF provisions some kind of rules to the I-SMF for enforcement in the service area of the I-SMF.
· Reporting needs to be extended to allow the I-SMF to report usage to the A-SMF and report a quota to the I-SMF.
Session Management functionality:
· Existing SM functionality needs extensions to allow I-SMF to inform A-SMF that an ULCL/BP is inserted to retrieve session AMBR and traffic measurements for charging in ULCL/BP as in Rel-15, 
· In addition, the I-SMF needs to report usage and request quota to the A-SMF for those CKs for services in the I-SMF service area.
From signalling point of view, this solution requires one additional interaction for I-SMF to provide its service area to the A-SMF. It requires one additional interaction to report insertion of an ULCL/BP from I-SMF to A-SMF to request SM Context for traffic measurements and session AMBR enforcement. One additional interaction to report traffic measurements from I-SMF to A-SMF. 

*** End of Changes ***
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