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First Change

5.3.1
Interactions between PCF and AF

Npcf and Naf enable transport of application level session information from AF to PCF. Such information includes, but is not limited to:
-
IP filter information to identify the IP PDU traffic or the Ethernet packet filter information to identify the Ethernet PDU traffic for policy control and/or differentiated charging;
-
Media/application bandwidth requirements for QoS control.

-
In addition, for sponsored data connectivity:

-
the sponsor's identification,

-
optionally, a usage threshold and whether the PCF reports these events to the AF,

-
information identifying the application service provider and application (e.g. SDFs, application identifier, etc.),

-
information required to enable Application Function influence on traffic routing as defined in Clause 5.6.7 of TS 23.501 [2].

Npcf and Naf enable the AF subscription to notifications on PDU Session events, i.e. the events requested by the AF as described in clause 6.2.1.0 of TS 23.203 [4] and change of DNAI as defined in Clause 5.6.7 of TS 23.501 [2].

NOTE:
The interactions between PCF and AF need to provide the Rx functionalities for services e.g. IMS based services and Mission Critical Push To Talk services. In addition, Npcf and Naf also provide additional services.

The N5 reference point is defined for the interactions between PCF and AF in the reference point representation.
Next Change

6.1.1.2
Binding an AF request targeting an UE address to the relevant PCF

6.1.1.2.1
General

When multiple and separately addressable PCFs have been deployed, a network functionality is required in order to ensure that an AF needing to send policies about UE traffic identified by an UE address can reach over N5/Rx the PCF holding the corresponding PDU Session information. This network functionality has the following characteristics:

-
It has information about the user identity, the DNN, the UE (e.g. IP) address(es) and the selected PCF address for a certain PDU Session.
-
For IP PDU Session type, it shall receive information when an IP address is allocated or released for a PDU Session.

-
For Ethernet PDU Sessions supporting binding of AF request based on MAC address, it shall receive information when a MAC address is detected as being used by the UE over the PDU Session; this detection takes place at the UPF under control of SMF; This is defined in TS 23.501 [2] clause 5.8.2.

-
The functionality determines the PCF address, selected by the PCF discovery and selection function described in TS 23.501 [2], according to the information carried by the incoming requests from the AF.

-
This functionality is able to proxy or redirect N5/Rx requests targeting a UE IP address.

Editor's note:
Additional information needed by the network functionality, e.g. for network slicing, is FFS.
End of Changes
