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Abstract of the contribution: In LS SP-180242 it was asked by SA2 (and RAN2) to do the conceptual work for optimising the UE radio capabilities. 
1. Introduction

In SA and RAN#79 discussion took place on defining mechanisms for optimizing the UE radio capability signalling. RAN sent an LS to SA (cc' SA2) indicating: " …conceptual work should be performed in SA2 and RAN2 (with potential involvement of other relevant WGs such as RAN3 and CT1) since the network should store and manage such UE capability IDs" (see [5]). 

For RAN point of view TR 38.804 summarizes the current agreements regarding NR’s UE capabilities reporting:

	The UE reports its UE radio access capabilities which are static at least when the network requests. The gNB can request what capabilities for the UE to report (e.g. similar band and band combination requests in LTE). The change of UE capabilities is just to, temporarily (e.g. under network control), limit the availability of some capabilities, e.g. due to hardware sharing, interference or overheating. The temporary capability restrict should be transparent to the NextGen Core. Namely, only static capability is stored in the NextGen Core. The UE signals the temporary capability restriction request to the gNB.


Additionally, during the SI phase in RAN2 the following contributions also discussed the additional problem of further reducing the size of the UE radio access capabilities [1], [2], [3], and [4].

This contribution proposes further details for reducing the size of UE radio access capabilities based on the existing agreements considering the following issues:

-
How are the UE capabilities identified?

-
Where are the UE capabilities stored?

-
How are the UE capabilities managed?

2. How are the UE capabilities identified?
The consensus in [1], [2], [3], and [4] is to use a UE capability ID to identify the UE capabilities which the network can store along with the capabilities.

Observation 1: NG-RAN can reduce UE capabilities reporting by supporting the ability to reduce the UE capabilities reported by indexing known as a capability-profile-ID

Before determining the choice of the identifier, it is good to establish some requirements

Types of capability-profile-IDs to consider

1. Standardized – e.g., there is an administrative body such as GSMA that OEMs will register their capabilities and be assigned a corresponding capability-profile-ID. OEMs specify the capabilities with an associated capability-profile-ID and operators can retrieve it out of band into their local OAM

2. Operator specific – this could be preconfigured by operators as part of device certification, or assigned by the operator the first time any UE reports these capabilities on the network

It seems that both types of IDs would be good to allow, with operator specific being mandatory while standardized optional.

Additionally, the capability-profile-ID may be permanent or semi-statically associated with a device. Since a device may have certain features upgraded, e.g., due to a new SW release, a more flexible approach would be to allow the capability-profile-ID to be semi-statically defined and not associated with a permanent device ID such as IMEI. The network may also choose to remap a standardized identifier to an operator specific identifier or vice versa as part of OAM procedures

capability-profile-ID requirements: 
1.
It shall be possible to identify the UE capabilities with an operator specific identifier

2.
It shall be possible optionally to identify the UE capabilities with a standardized globally unique identifier

3.
It shall be possible for the network or the device to change the capability-profile-ID associated with a device, e.g., due to a SW upgrade enabling new capabilities on the device side or for remapping or OAM procedures in the network side.

The analysis in [2] considered three options for the capability-profile-ID:
1.
Using a hash function over the UE capability

2.
Using components of IMEI-SV, i.e., TAC + SVN

3.
Using a newly defined identifier

The analysis in [2] indicated that a hash function is not viable due to the extra complexity introduced in case of collision. Additionally, the IMEI-SV is a permanent device ID and is not suitable based on requirement 3

Proposal 2.1 UE capabilities are identified by a newly defined capability-profile-ID (i.e., not tied to any existing ID such as IMEI-SV)
3. Where are the UE capabilities stored?
Any new procedure for UE capability retrieval must co-exist with the regular UE capability enquiry procedure since a UE may arrive at 5GC via EPC.
In LTE/EPS the following principles apply and are described in more detail in TS 23.401 cl. 5.11.2:

· The MME stores the UE Radio Capabilities that are forwarded by the eNB in the S1-AP: UE CAPABILITY INFO INDICATION message. 

-
When a UE establishes a connection, the MME includes the last received UE capabilities as part of the S1-AP: INITIAL CONTEXT SETUP REQUEST message sent to the eNB.

-
Usually during handover preparation, the source RAN node transfers both the UE source RAT capabilities and the target RAT capabilities to the target RAN node, in order to minimize interruptions.
- 
UE Radio Capabilities are not transferred during inter-MME idle mode mobility and/or mobility to/from GPRS.

To enable compatibility (and inter RAT mobility) with EPC, the NR capability retrieval should be consistent with the LTE EPC design.  
Proposal 3.1 UE capabilities along with the corresponding capability-profile-IDs are stored in the CN. 
Proposal 3.2 In roaming, each serving PLMN supports its own retrieval and management of UE capabilities and capability-profile-IDs. Further transfer of UE capabilities from HPLMN to VPLMN are FFS and should be left out of rel.16.
4. How are the UE capabilities managed? 
UE capability reporting will initially consist of possible pre-configured capability-profile-ID as part of initial Registration procedure. If the UE is not configured with capability-profile-ID, it will not report any capability profile at initial Registration and wait for one to be allocated by the AMF when the UE radio capabilities are successfully retrieved.
There does not seem to be a requirement to support multiple capability-profile-IDs simultaneously, but it may be possible to allow the UE to support multiple profiles and select the profile with each connection establishment. For example, a voice centric and a data centric profile; the UE capabilities may change after an OTA upgrade; or the UE may need to switch between two capability profiles optimized for two different regions or areas frequently visited by the UE. Both profiles may be common across many UEs, that are using one or the other. Thus, there may not be an increase in memory/resource usage in the network when both capability profiles are already saved in the network.

Alternatively, when the capabilities change the UE can re-Register indicating to AMF that radio capabilities have changed (this is the same principle as "first TAU following GERAN/UTRAN Attach" to trigger the AMF to delete any previously stored capabilities).
Proposal 4.1 UE capabilities reporting:

-
If the UE has pre-configured one or more capability-profile-ID(s) it will report one of the capability-profile-ID(s) as part of the Registration procedure. (It is FFS which NAS message in Registration procedure will include the capability-profile-ID i.e. between Registration and Identity Response)
-
The UE may update its capability-profile-ID e.g. when changing from voice to data centric (and vice versa) and report its updated capability-profile-ID in a new Registration procedure
-     The AMF tries to retrieve the UE capabilities corresponding to the capability-profile-ID UE has reported and (if successful) provides the UE capabilities to the RAN in the initial UE context setup.

-
If the UE has no pre-configured capability-profile-ID, the UE reports nothing during the registration procedure. 
-
The AMF will not include UE capabilities in the initial UE context setup, and the RAN will query the capabilities as in LTE/EPS. Then the AMF may assign a corresponding capability-profile-ID for subsequent reporting (once it receives the UE capabilities from the RAN in the UE Capability Info Indication message)
-
The AMF may modify the capability-profile-ID associated with an existing set of UE capabilities

-
When the UE modifies the radio capabilities, the UE may optionally provide a new capability-profile-ID (if available) via NAS signaling, e.g., based on device upgrade
5. Conclusions

Based on the summary of NG-RAN scenarios and principles provided above, SA2 should discuss and agree the following proposals:

Summary

UE capabilities identification

-
UE capabilities are identified by a newly defined capability-profile-ID (i.e., not tied to any existing ID such as IMEI-SV)
UE capabilities storage

-
UE capabilities along with the corresponding capability-profile-IDs are stored in the AMF
UE capabilities management

-
If the UE has pre-configured one or more capability-profile-ID(s) it will report one of the capability-profile-ID(s) as part of the Registration procedure. (It is FFS which NAS message in Registration procedure will include the capability-profile-ID i.e. between Registration and Identity Response)

-
The UE may update its capability-profile-ID e.g. when changing from voice to data centric (and vice versa) and report its updated capability-profile-ID in a new Registration procedure

-     The AMF tries to retrieve the UE capabilities corresponding to the capability-profile-ID UE has reported and (if successful) provides the UE capabilities to the RAN in the initial UE context setup.

-
If the UE has no pre-configured capability-profile-ID, the UE reports nothing during the registration procedure. 

-
The AMF will not include UE capabilities in the initial UE context setup, and the RAN will query the capabilities as in LTE/EPS. Then the AMF may assign a corresponding capability-profile-ID for subsequent reporting (once it receives the UE capabilities from the RAN in the UE Capability Info Indication message)

-
The AMF may modify the capability-profile-ID associated with an existing set of UE capabilities

-
When the UE modifies the radio capabilities, the UE may optionally provide a new capability-profile-ID (if available) via NAS signaling, e.g., based on device upgrade
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7. Annex - FAQ

1. Is the intention to standardise the dictionary between the capability-profile-IDs and actual radio capabilities?

· 
Non-standardized capability-profile-IDs are mandatory in rel.16. Standardized capability-profile-IDs are optional. 

· 
Both types are compatible with the proposed framework, e.g., by partitioning the capability-profile-IDs similar to what has been defined for Slicing (NSSAI/SST) and QoS (5QIs)

· 
To manage standardized UE capabilities ID, for example there is a “Device settings database” WG in GSMA where operators currently specify their device configuration requirements (e.g., APNs to use, SMS info); this would be the reverse where OEMs specify the capabilities with an associated index and operators can retrieve it out of band into their local OAM

2. Where are the UE capabilities and capability-profile-IDs stored?
· 
To maintain backwards compatibility to LTE/EPS (and potentially NR Rel-15 in case of roaming), the UE capabilities and capability-profile-IDs are stored in the AMF and provided to the RAN when the UE moves to connected mode as part of the UE context 
3. Is the capability-profile-ID unique per PLMN?

· Non-standardized capability-profile-IDs are unique per PLMN. 
· Standardized capability-profile-IDs are not unique per PLMN but are globally unique.

4. How is the UE provisioned with the capability-profile-ID?
· Provisioning may be part of UE configuration by the OEM, or the capability-profile-ID may be provided by the operator in response to the capabilities reporting procedure
5. What is the procedure when the UE capability changes (e.g. by firmware upgrade)?
· The UE may modify the capability-profile-ID in NAS as part of the registration procedure
2. Annex – Detailed procedure
The following figures show the detailed UE Radio capabilities procedures based on the description above

-
Figure 1 shows the call flow where the UE provides a capability-profile-ID as part of the registration procedure for the case where the network has the corresponding UE capabilities

-
Figure 2 shows the call flow where either (a) the UE does not provides a capability-profile-ID as part of the registration procedure; or (b) the network does not have the corresponding UE capabilities

-
Figure 3 shows the call flow where the network modifies the capability-profile-ID 

-
Figure 4 shows the call flow where the UE modifies the set of UE capabilities and the corresponding capability-profile-ID (assuming detach/reattach is not used)
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Figure 1 UE provides a capability-profile-ID as part of the registration procedure where the network has the corresponding UE capabilities
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Figure 2 Either (a) UE does not provides a capability-profile-ID as part of the registration procedure; or (b) the network does not have the corresponding UE capabilities
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Figure 3 Network modifies the capability-profile-ID with UE Configuration Update
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Figure 4 UE modifies the set of UE capabilities and the corresponding capability-profile-ID
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Follow procedures in Figure 1 or Figure 2 depending on whether radio capabilities for this capability-profile-ID are stored or not
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