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Abstract of the contribution: This paper proposes a solution for KI#9 common north-bound APIs for EPC-5GC interworking.
1
Discussion

In EPC-5GC interworking scenario, a UE may change from EPC to 5GC and vice versa. The north-bound functionalities supported by SCEF and NEF may be differ, for example, Application Function influence on traffic routing, Expected UE Behavior Parameter Provisioning and remote provisioning of IoT UEs may only be provided when the UE is served by the 5GC. Furthermore, the services defined for the same functional support on SCEF and NEF may be differ, for example, the Device Triggering Function supported by SCEF and the Nnef_Trigger service provided by NEF. This issue is stated in the LS OUT to CT3, S2-179491: 
CT3 is considering defining common northbound stage 3 APIs that are applicable both to T8 and Nnef and would like to ask SA2 whether they see any related issues from stage 2 perspective?
Answer: 

SA2 agrees that the T8 APIs can also be applicable to 5GC for the north-bound functionalities for NEF. However, SA2 would like to point out that not all north-bound functionalities provided by SCEF will be available in the NEF, and that some NEF functionalities are not supported by the SCEF.

SA2 would also like to point out that in EPC-5GC interworking scenarios a UE may change from EPC to 5GC and vice versa. Given that north-bound functionalities supported by SCEF and NEF differ, this implies that the functional support for the APIs that can be used by the north-bound applications will change when the UE changes between EPC and 5GC. 

Given that the north-bound functionalities/services supported by SCEF and NEF may be differ, the functional support for the APIs that can be used by the north-bound applications will change when the UE changes between EPC and 5GC. The external applications shall be aware of the availability or expected level of support of a service in order to get the appropriate service when required and avoid the attempts to access unavailable service.

2
Proposal

It is proposed to approve the changes to TR23.724 listed below.
*** Start of changes ***
5.9
Key Issue 9: Support of common north-bound APIs for EPC-5GC Interworking
5.9.1
Description

An IoT UE can possibly switch between EPC and 5GC. An authorized third party service provider should be able to get access to authorized and available services when the UE is either on EPC or on 5GC. This key issue will address architectural issues that may arise when a UE switches between being served between EPC and 5GC.
NOTE:
Evaluation of solutions to this key issue should consider whether there are any CAPIF impacts.
5.9.2
Architectural requirements

-
An authorized third party service provider should be able to get access to authorized and available services when the UE is either on EPC or on 5GC.
5.9.3
Architectural baseline

5.9.4
Open issues

-
With respect to the UE's movement between EPC and 5GC:

-
Whether this will cause the API termination point(s) associated with the UE to change.
-
How does the AF become aware of the availability or of the expected level of support of a given service?
-
Whether it is possible for the exposure function (e.g. SCEF or NEF) serving a UE to change.

-
If so, then how the AF determines what node to direct API requests towards.

-
If so, then how the new node gets the UE's context (i.e. NIDD Configuration, Monitoring Event Configurations, etc.). 
*** Next change ***
6.X
Solution #X: APISupportCapability service
6.X.1
Introduction
This section presents a solution for Key Issue 9 - Support of common north-bound APIs for EPC-5GC Interworking, in particular it addresses the issue of how the AF becomes aware of the availability/the expected level of a given service when the UE changes between EPC and 5GC.

This solution assumes that the combined SCEF+NEF node provides a newly defined service called APISupportCapability. This service relies on a new Event Id and a new Query service provided by HSS+UDM. The SCEF+NEF node subscribes to this Event Id or consumes this Query service in order to achieve the CN Type (e.g., 5GC or EPC or 5GC/EPC) serving the UE. With this CN Type information, the APISupportCapability service determines the availability or expected level of support of common north-bound APIs, this can be further informed to the north-bound applications via a response to the request of the applications or via a notification to the subscription of the applications.

Editor's note: In terms of the CAPIF, the architecture and solutions are FFS.
6.X.2
Functional Description

When the IoT UE is capable of moving between 5GC and EPC, the UE shall be associated with a combined HSS+UDM node and a combined SCEF+NEF node for Service Capability Exposure. The SCEF+NEF hides the underlying network topology from the AF (i.e. SCS/AS) and whether the UE is served by 5GC or EPC. The HSS+UDM supports a new CN Type Change Event Id or CN Type Query. Figure 6.x.2-1 shows the proposed architecture for the solution.
If the Service Capability Exposure that is associated with a given service for a UE is configured in the UE’s subscription information, then an SCEF+NEF identity shall be used to identify the exposure function. For example, if a UE is capable of roaming between EPC and 5GC, then the SCEF ID that is associated with any of the UE’s APN configurations should point to an SCEF+NEF node.
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Figure 6.x.2‑1: Proposed Architecture

Interactions between the SCEF and NEF within the combined SCEF+NEF node is not required to be standardized. If a service provided by SCEF+NEF becomes unavailable or its level of support changes because of the change of CN Type serving the UE, the SCEF+NEF node will inform the related AF. A service may become unavailable because the UE is now being served by a node (e.g. MME) or NF (e.g. AMF) that does not support the service provided by SCEF+NEF.

HSS+UDM supports CN Type Change Event Id. When the HSS+UDM detects that the UE switches between being served by a MME and an AMF, the CN Type Change Event is triggered. HSS+UDM supports CN Type Query. When the UE or all members of a UE Group are being served or going to be served by a MME, EPC is determined as CN type. When the UE or all members of a UE Group are being served or going to be served by an AMF, 5GC is determined as CN type. When the UE is operating in dual registration mode, i.e., the UE is registering both in EPC and 5GC, or some members of a UE Group are registering in EPC while some members are registering in 5GC, 5GC/EPC is determined as CN type.

SCEF+NEF supports APISupportCapability service, this service consists of Subscribe/Unsubscribe/Notification/Get service operations. SCEF+NEF gets the CN Type serving the UE from HSS+UDM and determines the availability or expected level of support of a given service. The third party applications will be informed of such information via consuming this service for UEs or a group of UEs.

6.X.3
Support of EPC interworking
Consistent with existing EPS-5GS interworking scenarios in TS23.501 [5] and TS23.502 [7].
6.X.4
Procedures

6.X.4.1
Subscribe and Notify service operations information flow
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Figure 6.x.4.1‑1: APISupportCapability_Subscribe and Notify operations
1.
The AF subscribes to APISupportCapability service for a UE or a group of UEs by sending APISupportCapability_Subscribe (UE ID or External Group ID, callback URI) message to the SCEF+NEF node. 

The callback URI parameter is optional and is used in step 8a if provided.

2.
The SCEF+NEF subscribes the CN Type Change event to HSS+UDM by sending Event Subscribe or Monitoring Request (CN Type Change, UE ID or External Group ID) message.

If Monitoring Request is used, it shall include Reference ID as a parameter.
3.
HSS+UDM stores the CN Type Change Event subscription for the UE or a group of UEs indicated in step 2.

4.
UE changes between being served between EPC and 5GC. If UE changes to EPC from 5GC, the AMF will invoke Nudm_UECM_Deregistration service operation to HSS+UDM, the MME will send Update Location Request message to HSS+UDM. If UE changes to 5GC, the AMF will invoke Nudm_UECM_Registration service operation to HSS+UDM.

5.
Upon reception of the messages at step 4, the HSS+UDM will detect that the UE is switching between EPC and 5GC. If the UE or the group the UE belongs to is indicated in the CN Type Change Event subscription at step 3, then the HSS+UDM determines the CN Type that is serving or going to serve the UE or the group. If the UE is operating in dual registration mode, the HSS+UDM determines the 5GC/ECP as CN Type. If some members of the group are registering in EPC while some members are registering in 5GC, the HSS+UDM determines the 5GC/ECP as CN Type.
6.
The HSS+UDM informs SCEF+NEF of the CN Type information by sending Event Notify or Monitoring Response or Indication (CN Type, UE ID or External Group ID).

The CN Type denotes the 5GC or EPC or 5GC/EPC serving the UE or the group. 

If Monitoring Response or Indication is used, it shall include Reference ID indicated in step 2.
7.
According to the CN Type received and local configuration, the SCEF+NEF node determines the availability or expected level of support of common north-bound APIs for the UE or the group.

8.
SCEF+NEF inform AF of the availability or expected level of support of common north-bound APIs for the UE or the group by sending APISupportCapability_Notify (API Indication, UE ID or External Group ID) message.


API Indication can either be the list of available north-bound API or the list of pair (north-bound API, status). The status indicate whether the north-bound API is available or unavailable.
8a.
[Conditional] If callback URI is provided at step 1, then SCEF+NEF will send the APISupportCapability_Notify (API Indication, UE ID or External Group ID) message to the node addressed by callback URI.

9.
Upon reception of the messages at step 8, the AF obtains and stores the availability or expected level of support of a given service for the UE or the group. If required later, the AF can select the valid north-bound API based on availability or expected level of support of a given service for the UE or the group.
6.X.4.2
Unsubscribe service operation information flow


[image: image3.emf]+ SCEF NEF

AF

1. APISupportCapability_Unsubscribe 

Request(UE ID or External Group ID)

HSS+UDM

3. Delete CN Type Change 

Event subscription

2. Event Unsubscribe Request or Monitoring 

Request(CN Type Change, UE ID or External Group ID)

4. Event Unsubscribe Response or Monitoring Response or 

Indication (result indication)

5. Delete APISupportCapability 

subscription

6. APISupportCapability_Unsubscribe 

Response (Result Indication)


Figure 6.x.4.2‑1: APISupportCapability_Unsubscribe operations
1.
The AF unsubscribes to APISupportCapability service for a UE or a group of UEs by sending APISupportCapability_Unsubscribe Request(UE ID or External Group ID) message to the SCEF+NEF node. 
2.
The SCEF+NEF unsubscribes the CN Type Change event from HSS+UDM by sending Event Unsubscribe or Monitoring Request (CN Type Change, UE ID or External Group ID) message.


If Monitoring Request is used, it shall include the Reference ID for Deletion.
3.
HSS+UDM deletes the CN Type Change Event subscription for the UE or a group of UEs indicated in step 2.

4.
HSS+UDM responses to the SCEF+NEF by sending Event Unsubscribe Response or Monitoring Response or Indication (result indication) message to SCEF+NEF.
5.
If result indication indicates the operation is successful, the SCEF+NEF deletes the APISupportCapability subscription.
6.
.SCEF+NEF acknowledges the operation result by sending APISupportCapability_Unsubscribe Response (Result Indication) to AF.
6.X.4.3
Query service operation information flow
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Figure 6.x.4.3‑1: APISupportCapability_Query operation

1.
The AF requests the availability or expected level of support of a service for a UE or a group of UEs from SCEF+NEF by sending APISupportCapability_Query Request (UE ID or External Group ID) message to the SCEF+NEF node.
2.
The SCEF+NEF gets the CN Type serving the UE or the group from UDM+HSS by sending Nudm_UE ContextManagement_Get Request (CN Type, UE ID or External Group ID) message.

CN Type indicates that this request is for the CN Type serving the UE or the group.

3.
Upon reception of the request at step 3, the HSS+UDM determines the CN Type that is serving the UE or the group based on the registered MME or AMF.

4.
The HSS+UDM informs SCEF+NEF of the CN Type by sending Nudm_UE ContextManagement_Get Response (CN Type) message.
5.
According to the CN Type received and local configuration, the SCEF+NEF node determines the availability or expected level of support of common north-bound APIs for the UE or the group.

6.
SCEF+NEF inform AF of the availability or expected level of support of common north-bound APIs for the UE or the group by sending APISupportCapability_Query Response (API Indication) message.


API Indication can either be the list of available north-bound API or the list of pair (north-bound API, status). The status indicate whether the north-bound API is available or unavailable.
7.
Upon reception of the messages at step 7, the AF obtains the availability or expected level of support of a given service for the UE or the group. If required, the AF can select the valid north-bound API based on availability or expected level of support of a given service for the UE or the group.
6.X.5
Impacts on existing entities and interfaces

Enhancements on HSS+UDM include the following:

·  CN Type Change Event, it should provide the subscription and notification for CN Type Change Event Id to SCEF+NEF;
·  CN Type Information Retrieval, it should support the query request for CN Type from SCEF+NEF;
Enhancements on SCEF+NEF include the following:

·  APISupportCapability service, it supports informing AF of the availability or expected level of support of a given service via a response to the request of the applications or via a notification to the subscription of the applications.
·  CN Type Change Event Subscribe/Notify, it should support the subscription to CN Type Change Event to HSS+UDM and receive the notification for CN Type Change Event from HSS+UDM.

·  CN Type Information Retrieval, it should support the request for CN Type from HSS+UDM.

Enhancements on AF include the following:

·  APISupportCapability service, it supports obtainment of the availability or expected level of support of a given service by requesting or subscribing to the SCEF+NEF via APISupportCapability service.
The API interface that is exposed by the SCEF+NEF interface is an N33 / Nnef interface that supports the T8 APIs.

6.X.6
Evaluation

Editor's note: This clause provides an evaluation of the solution.

*** End of changes ***
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