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Abstract of the contribution: This contribution proposes a solution to the key issues “Key Issue#b: Policy for slice isolation and coexistence” and “Key Issue#c: System impacts for supporting slice isolation and coexistence”.
1. Discussion

The operator, due to deployment choices and/or to requirements of the customers, might decide to separate Network Slices accessible by a given UE into multiple groups of Network Slice instances, with each group isolated from each other. Two groups of Network Slice instances are considered to be isolated to each other, and thus not coexisting, if a UE is not allowed to access a Network Slice instance from one group simultaneously with any Network Slice instance of the other group.
Two class of solutions have been discussed in last SA2 meetings to handle the Network Slice coexistence, one class based on providing the UE with slice coexistence rules during the UE Registration procedure (accepting or rejecting the UE Registration itself), the other class based on (pre-)configuring the UE with URSP rules or PLMN specific Configured NSSAIs in which the S-NSSAIs are grouped according their coexistence in the HPLMN or the (V)PLMN respectively.
Both class of solutions have problems because e.g. they put on the UE the burden to handle complex coexistence rules to decide how to build the Requested NSSAI or may lead to a proliferation of Configured NSSAIs per PLMN that needs to be configured in the UE or they prevent the VPLMNs to enforce their own isolation requirements; in addition configuration in the UE may not be up-to-date and coexistence rules could change in time.

Therefore it is proposed that the Subscription Information is organized in such a way as to contain different groups of Subscribed S-NSSAIs: each group of Subscribed S-NSSAIs contains only coexisting S-NSSAIs. At the completion of the UE Registration procedure the serving AMF sends a Registration Accept with an Allowed NSSAI organized in groups of coexisting S-NSSAIs the AMF is able to serve in the Registration Area. The grouping of the S-NSSAIs in the Allowed NSSAI is consistent with the grouping of the Subscribed S-NSSAIs in the Subscription Information and influenced by the local policy. 
NOTE:
In order to clarify the role of the Subscription Information and the local policy, at a first and coarse approximation we could say that in defining the grouping of S-NSSAIs in the Allowed NSSAI the grouping of the Subscribed S-NSSAIs in the Subscription Information reflects the isolation requirements demanded by customers, while the local policy allows to take into account the characteristics of the network deployment.
If the serving AMF is not able to serve all the S-NSSAIs in the Requested NSSAI, then the NSSF may also provide the UE with an Allowable NSSAI containing the other S-NSSAIs from the Requested NSSAI allowed for the UE in the PLMN but that cannot be served by the serving AMF. The S-NSSAIs in the Allowable NSSAI are grouped according the same criteria of coexistence used for the Allowed NSSAI.
2 Proposal

This document proposes a solution to the key issues “Key Issue#b: Policy for slice isolation and coexistence” and “Key Issue#c: System impacts for supporting slice isolation and coexistence” for TR 23.740.

*** First change ***
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3
Definitions and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
Allowable NSSAI: NSSAI provided by the serving PLMN during a Registration procedure, indicating the S-NSSAIs values from the Requested NSSAI the UE could use in the serving PLMN but that cannot be served by the current serving AMF.
*** Second change ***
6. X
Solution #X: Network based solution for slice coexistence

6. X.1
Introduction

This solution solves the key issue “Network Slice coexistence”.

6. X.2
Functional description

The operator, due to deployment choices and/or to requirements of the customers, might decide to separate Network Slices accessible by a given UE into multiple groups of Network Slice instances, with each group isolated from each other. Two groups of Network Slice instances are considered to be isolated to each other, and thus not coexisting, if a UE is not allowed to access a Network Slice instance from one group simultaneously with any Network Slice instance of the other group. In this case, the Subscription Information is organized in such a way as to contain different groups of Subscribed S-NSSAIs: each group of Subscribed S-NSSAIs contains only coexisting S-NSSAIs.

When a UE registers with a PLMN, the UE provides to the network in AS layer and NAS layer a Requested NSSAI. The UE builds the Requested NSSAI without worrying about aspects of coexistence, but just including the S-NSSAI(s) corresponding to the Network Slice(s) to which the UE wishes to register.
Upon receiving the Requested NSSAI from the UE, the serving AMF verifies the Subscription Information. If the Network Slices in the UE request cannot coexist, i.e. the S-NSSAIs in the Requested NSSAI belong to different groups of Subscribed S-NSSAIs, at the completion of the UE Registration procedure the serving AMF sends a Registration Accept with an Allowed NSSAI organized in one or more groups of coexisting S-NSSAIs the AMF is able to serve in the Registration Area. The grouping of the S-NSSAIs in the Allowed NSSAI is consistent with the grouping of the Subscribed S-NSSAIs in the Subscription Information and influenced by the local policy. 
NOTE 1:
In order to clarify the role of the Subscription Information and the local policy, at a first and coarse approximation we could say that in defining the grouping of S-NSSAIs in the Allowed NSSAI the grouping of the Subscribed S-NSSAIs in the Subscription Information reflects the isolation requirements demanded by customers, while the local policy allows to take into account the characteristics of the network deployment.
If the serving AMF is not able to serve all the S-NSSAIs in the Requested NSSAI, then the NSSF may also provide the UE with an Allowable NSSAI containing the other S-NSSAIs from the Requested NSSAI allowed for the UE in the PLMN but that cannot be served by the current serving AMF. The S-NSSAIs in the Allowable NSSAI are grouped according the same criteria of coexistence used for the Allowed NSSAI.
NOTE 2:
The decision on how to organize the Allowed NSSAI in groups of coexisting S-NSSAIs is taken by the AMF or by the NSSF depending on which NFs are involved in the UE Registration procedure, as described in clause 5.15.5.2.1 of  TS 23.501 [1]. The Allowable NSSAI is always built by the NSSF.
NOTE 3:
If  the local policy allows to group S-NSSAIs that does not coexist according the Subscription Information, then the Subscription Information prevails.

The UE shall store the Allowed NSSAI and Allowable NSSAI until they are replaced by the network with new Allowed NSSAI and Allowable NSSAI. 

At the time of registration the UE may indicate in the Requested NSSAI the priority of each specific S-NSSAI with respect to the other S-NSSAIs. The S-NSSAI priority can be determined by the UE, or may be configured in the UE.
If the overall priority (if available) of the S-NSSAI(s) in the Allowed NSSAI is higher than the overall priority of the S-NSSAI(s) in the Allowable NSSAI, and there is not in the PLMN an AMF that can serve all the S-NSSAI(s) in both the Allowed NSSAI and the Allowable NSSAI, then the NSSF may decide to not re-allocate the AMF, not providing a target AMF Set to be used to serve the UE, or, based on configuration, a list of candidate AMF(s). 
The UE can simultaneously use Network Slice instances (e.g. establishing PDU sessions) identified by S-NSSAIs belonging to the same group of S-NSSAIs within the Allowed NSSAI. 

If a UE, already using Network Slice(s) corresponding to S-NSSAI(s) belonging to the same group of S-NSSAIs within the Allowed NSSAI for a one or multiple PDU Sessions, requests to use a Network Slice corresponding to an S-NSSAI belonging to a different group of S-NSSAIs within the Allowed NSSAI, then the serving AMF before fulfilling the request
- OPTION 1: indicates to the SMF(s) all the PDU Session ID(s) corresponding to the relevant S-NSSAI(s) already in use so they are released. SMF releases the PDU Session according to clause 4.3.4.2 in TS 23.502 [2].

- OPTION 2:
triggers a UE de-registration with a re-Registration request and with a specific cause instructing the UE to provide the current 5G-S-TMSI or 5G-GUTI in the Access Stratum signaling and a Requested NSSAI based on the Allowed NSSAI.
NOTE 4:
OPTION 2 takes more time but it allows the serving AMF to discover and select a new SMSF to serve the UE for the case the SMSFs are located within the Network Slices.

If the UE requests to use a Network Slice corresponding to a specific S-NSSAI included in the Allowable NSSAI, then the serving AMF triggers a UE de-registration with a re-Registration request and with a specific cause instructing the UE to not provide the current 5G-S-TMSI or 5G-GUTI in the Access Stratum signaling and to include in the Initial NAS message a Requested NSSAI built only with S-NSSAIs belonging to the same group of that specific S-NSSAI within the Allowable NSSAI: this allows the (R)AN to re-route the re-Registration request to the appropriate different target AMF. The UE may include in the Initial NAS message an additional Information Element containing all the S-NSSAIs the UE wants to request. When this additional Information Element is present in the NAS message the target AMF discards the Requested NSSAI and uses the additional Information Element for the remainder of the Registration procedure instead of the Requested NSSAI.
6. X.3
Evaluation

The solution does not relay on the UE configuration (Configured NSSAIs, URSP rules) and therefore it does not suffer of the related issues, as the configuration in the UE may not be up-to-date and coexistence rules could change in time. The solution does not lead to a proliferation of Configured NSSAIs per PLMN that needs to be configured in the UE, because the configurations per PLMN shall cover all the possible combinations of coexisting S-NSSAIs that the UE can use in the PLMN. 

The solution allows the VPLMN to enforce its own isolation requirements, especially in the local break-out roaming, in a way that cannot be done relying on the URSP rules, because the URSP rules are based on the Configured NSSAI of the HPLMN and the serving AMF in VPLMN transfers transparently the UE Policy container received from the PCF to the UE.  

The solution does not put on the UE the burden to handle complex coexistence rules to decide how to build the Requested NSSAI, because all the work is done by the network (AMF or NSSF). In addition the grouping of the Allowed NSSAI into coexisting groups of S-NSSAIs is limited to the S-NSSAIs in the Requested NSSAI, thus reducing the number of combinations of S-NSSAIs that are provided to the UE.

*** End of changes ***
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