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*************** Start of changes ***************
5.2.8.3
Nsmf_EventExposure Service

5.2.8.3.1
General

Service description: This service provides events related to PDU Sessions towards consumer NF. The service operations exposed by this service allow other NFs to subscribe and get notified of events happening on the PDU Session. The following are the key functionalities of this NF service.

-
Allow consumer NFs to Subscribe and unsubscribe for events on a PDU Session; and

-
Notifying events on the PDU Session to the subscribed NFs.
The following are the events which can be subscribed by a NF consumer:
-
DNAI change as described in TS 23.501 [2], clause 5.6.7;

-
UPF change. When UPF change event is subscribed, the UPF change event report exposed through the Nsmf_EventExposure_Notify service operation can contain the following reports:

-
Addition of PDU Session Anchor to the PDU Session; and

-
Removal of PDU Session Anchor from the PDU Session.

-
PDU Session Release.
-
Change in type of Access Type 

-
UE IP address change as explained in TS 23.503 [20] Table 6.1.3.5-1: Access independent Policy Control Request event triggers
A unique Event co-relation ID is used to identify the event subscription at the SMF. The Event co-relation ID associates the subscription to an event, identified with an Event ID (contained within the Event Filter), with a particular PDU Session and the consumer NF. The Event co-relation Id is unique in the scope of the SMF.
*************** End of changes ***************

