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[bookmark: OLE_LINK6]Abstract of the contribution: This contribution proposes a solution to resolve the key issue: IP address allocation for one UPF can be controlled by multiple SMFs. 
1 Introduction
In last meeting, key issues were proposed and agreed as following:
· Allocation of IP addresses / Prefixes to UE PDU Session (of type IPv4 and IPv6) for topologies where multiple SMF control the same UPF or UPFs.
· Co-ordination of IP addresses / Prefixes such that the same IP address / Prefix is not mistakenly allocated to 2 different PDU sessions of different UEs
· Impacts to the solution when SMF and UPF resources grow, and/or contract, due to load or other dynamic events (e.g. Scale In/Scale Out, Scale Up/Scale Down.
· Evaluation of these solutions should include comparison to the existing SMF allocation methods (i.e. IP Address pools, DHCP, or RADIUS).
· UE’s should not be aware or impacted by the allocation method.
· If possible how are network deployments able to mix the allocation methods for different DNN or 5GC slices including following cases. 
· Support for deployments where the IP address / Prefix allocation is to be done by the DN
· The same UPF acting as PSA may serve different DNN / DNAI with different (possibly overlapping) IPv4 address spaces.
· Suitability for supporting massive scale deployments of UPF’s located near (R)AN resources (e.g. MEC)
· How to effectively summarize routes in the network.
· How to support Policies received by the SMF from the PCF that relate with IP address / Prefix allocation
This contribution proposes a solution to solve these issues.
2 Proposal
It is proposed to include the following text into the TR:

/*************************** Start of the first change ************************/
6.X	Solution # IP address allocation:
[bookmark: _Toc503538644]6.X.1	Overview
This solution addresses key issue #2.  
[bookmark: _Toc503538645]6.X.2	Description of the solution
[bookmark: OLE_LINK1]6.X.2.1	Alternative 1: IP address assignment by the SMF via IP section allocation
The UPF may provide an initial IP section, i.e. IP address space, which contains small amounts of the UE IP addresses, to the SMF during the node level N4 association information exchange when UPF is selected by the SMF as PSA. If the UPF selected by the SMF is the PSA of a PDU session, the SMF allocates IP address from the initial IP section provided by UPF to the UE.
[image: ]
Figure 6.x.2.1-1 Initial IP section allocated to SMF
1. When the UPF is deployed, the SMF may send N4 association setup request to UPF. 
2. The UPF send a N4 association setup response to SMF, in which, an initial IP section together with its associated DNN are provided to the SMF in the N4 association setup response message. The SMF stores the initial IP section and the associated DNN. 
The alternative means for the SMF obtains the initial UE IP section for one DNN of one UPF via the NRF, which is defined in the clause 4.17.x "SMF Provisioning of available UPFs using the NRF" of TS 23.502. When the UPF is registered to the NRF, the UPF provides the UE IP Pool and DNN to the NRF. The SMF invokes the Nnrf_NFDiscovery _NFStatusSubscribe service of the NRF, the NRF provide the initial IP section and DNN to the SMF via Nnrf_NFManagement_NFStatusNotify.
After the initial IP section got from UPF, the SMF can allocate the IP address to the UE from that allocated IP section. When the (initial) IP section of the UPF for one DNN is close to be exhausted, the SMF request a new section of IP addresses of the UPF from the NRF.


Figure 6.x.2.1-2 New IP section allocated to SMF
1. The UE sends a PDU session establishment request to SMF. SMF selects the UPF, and allocate UE IP address from the corresponding IP section of the selected UPF.
2. (optional)If the IP section of the selected UPF is close to be exhausted, the SMF may request a new IP section from the NRF. This step can be executed in parallel with the PDU Session Establishment procedure.  
2a: (optional) The SMF provide the UPF ID and the DNN to the NRF.
2b: (optional) The NRF sends a new allocated IP section corresponding to the indicated DNN and the UPF to the SMF.
NOTE: the new IP section is used by the SMF for the IP address assignment to the subsequent UE.
3~4. The SMF sends N4 session establishment request to the UPF with the allocated UE IP address.
5. After the PDU session has been established, the SMF sends the PDU session establishment response to UE.
When a PDU session is released, if the UE is the last one of the IP section, the SMF may initiate IP section release. When the IP section is released successfully, the NRF could reallocate this IP section to other SMF when receiving the IP section request message.


Figure 6.x.2.1-3 IP section release from SMF
1. The UE sends PDU Session release request to SMF.
2~ 4. The PDU Session is released.
5. If the UE is the last one which occupy the IP address of the IP section, the SMF may initiate IP section release. The SMF sends IP section release request to NRF which contains UPF ID, DNN and IP section to be released.
6.	The NRF responds to the SMF.
6.X.2.2	The impaction of alternative 1
SMF:
· The SMF got the initial IP section from UPF or NRF.
· The SMF request a new IP section to the NRF when the IP resource is insufficient
· When the last UE which occupy the IP address of the IP section initiates PDU session delete procedure, the SMF request to NRF to recycle this IP section. 
NRF: 
· The NRF manages the whole UE’s IP address pool for one DNN of the UPF, and divides the UE’s IP address pool into small IP section. 
· When receiving the IP section request from SMF, the NRF assign one IP section to the SMF.
· When receiving the IP section release request from SMF, the NRF recycle this IP section.
· The NRF provides the initial IP section for one DNN to the SMF during the SMF Provisioning of available UPFs when using the NRF procedure if NRF based mechanism is adopted.
UPF:
· The UPF provides the initial IP section for one DNN to the SMF during the N4 association setup procedure when SMF select UPF directly if UPF based mechanism is adopted.
6.X.2.3	Alternative 2: IP address assignment by the SMF via external Node coordination
The IP address of the UE is either configured in NRF or DHCP server. The SMF request the NRF or DHCP server to allocate the IP address for a PDU session.


Figure 6.x.2.3-1 IP address allocation via the coordination external NF
1. When the UPF is selected, the UPF or the NRF notifies SMF with IP pool ID of the UPF and its corresponding DNN, etc. The IP pool ID is used to uniquely identify the IP pool of the UPF within one PLMN, e.g. first IP address in the IP pool or unique Identifier. One UPF may be linked with one or more IP Pool(s), each of which is associated with a DNN.
2. The NRF or DHCP Server is configured with the IP pool and its corresponding Pool ID. In case of NRF, the configuration could be done via OAM or the UPF registers its IP pool(s) to the NRF. In case of DHCP, the configuration is done via OAM.
3. The SMF receives PDU Session Establishment Request (DNN).
4. SMF selects the UPF based on DNN, UE location info, etc. The SMF determines the IP Pool ID based on the UPF ID, the DNN of the PDU Session, and the association information received in step 1.
5. SMF sends request to NRF or DHCP server for IP allocation, including the IP Pool ID. 
In case of NRF, the SMF can invoke a service provided by NRF. 
In case of DHCP, SMF sends DHCP message including the IP Pool ID to DHCP Server. The IP address which can help the DHCP server identify the IP pool is carried in GIADDR of DHCP message. No change to DHCP protocol is needed.
6. NRF or DHCP Server returns IP address to SMF.
6.X.2.4	The impaction of alternative 2
NRF/DHCP Server: 
· The NRF/DHCP server manages the whole UE’s IP address pool for one DNN of the UPF. 
SMF:
· SMF provides the IP Pool ID to the NRF/DHCP server when request an IP address to the UE.
/*************************** End of the first change ************************/
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