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1
Discussion
The current assumptions in TS 23.501 regarding LADN are the following:
A1: AMF is configured with LADN information (i.e. LADN DNNs and the corresponding LADN service area).

A2: Upon (re)registration the AMF provides the UE with LADN information about LADNs available to the UE in the UE’s registration area.

A3: The LADN information that is provided to the UE is determined based on local configuration or based on UE subscription information about DNNs that are subscribed as LADNs (“based on local configuration information (e.g. via OAM) about LADN Information, UE location, UE subscription information received from the UDM about DNNs that is subscribed as LADN”).

If the UE has DNNs in the subscription that are configured as LADN DNNs, the AMF can provide the UE with LADN DNN information for only those LADN DNNs.

However, if the UE is configured with a “wildcard” DNN then the question is whether the AMF should provide LADN information for all the LADNs available in the UE’s registration area, or should somehow restrict this information. If the latter, the question is how the AMF can smartly restrict the LADN information provided to the UE. Another question is whether the UE should be allowed to request a PDU Session to an LADN DNN that has not been advertised by the AMF.

In our view, one should take a step back and have a look at how access to “local area network” works with Wi-Fi today. In Wi-Fi there is a notion of “broadcast SSIDs” and “non-broadcast SSIDs”:
-
The broadcast SSIDs are advertised in an 802.11 Beacon message.

-
The non-broadcast SSIDs are not advertised. For such SSIDs the device uses the 802.11 Probe Request/Response procedure to check whether a specific SSID is available.
In our view the same approach can be used in the 5G System:

-
“Broadcast LADN DNNs”: The AMF may provide LADN information for a subset of the LADNs in UE’s registration area as part of the (re)registration procedure. These can be referred to as “broadcast LADN DNNs” and are the equivalent of “broadcast SSIDs” in Wi-Fi. The “broadcast LADN DNNs” could be presented to the user as a list of available LADNs and the user can select a specific LADN DNN to which to initiate a PDU Session, in the same way as the user selects an SSID to which to connect. The secondary (i.e. PDU Session-level) authentication procedure could be used to authenticate the UE for access to the LADN, if needed, in the same way as the user enters a Wi-Fi passcode.
-
“Non-broadcast LADN DNNs”: On top of the previous possibility, the UE should also be allowed to probe for a “non-broadcast LADN DNN” by attempting a PDU Session establishment to a specific DNN. For instance, this could be the case where the LADN DNN (e.g. that was advertised on a venue billboard) has been manually input by the user.
Proposal 1: It is proposed to support both “broadcast LADN DNNs” and “non-broadcast LADN DNNs” in the 5G System.
In case of non-broadcast LADN DNN the LADN service area can only be provided upon the PDU Session establishment event (either successful or unsuccessful). This LADN service area for non-broadcast LADN DNN can only be provided from the SMF, as part of the PDU Session Establishment Accept or Reject message. This then raises the question whether the LADN service area needs to be configured in both the AMF and the SMF?
It is noted that the SMF needs to be configured with LADN DNN specific information, such as the UPF that needs to be selected. The LADN service area is then just one additional parameter on top of the overall LADN configuration in the SMF.
In contrast, the addition of LADN service area information in the LADN information list provided from the AMF may lead to a huge increase of the LADN information provided as part of (re)registration.
In our view the LADN information provided by the AMF upon (re)registration should be limited to the LADN DNNs only (i.e. without the LADN service area). The UE will learn the LADN area when it effectively attempts to connect to a specific LADN DNN.

Proposal 2: It is proposed that upon (re)registration the AMF should provide only a list of LADN DNNs in the UE’s registration area. UE learns the LADN service area upon PDU Session establishment (both successful or unsuccessful).

The following sentence in the existing text (“UE subscription information received from the UDM about DNNs that is subscribed as LADN”) implies that the LADN DNNs are provisioned in UE’s subscription information. While this is a valid option, it will unnecessarily restrict other use cases e.g. where the UE would be allowed to access any LADN without having to configure the corresponding LADN DNN in the UE’s subscription record. To continue with the Wi-Fi analogy, this would correspond to the case where the device access to a local Wi-Fi network only requires knowledge of the SSID and the corresponding passcode.
Using a “wildcard DNN” could be one approach to allow access to any LADN DNNs. Another approach is to have a per-subscriber authorization for access to (any) LADNs. In our view the latter approach may be a cleaner approach as the per-subscriber authorization for access to LADNs may be selectively delivered to the AMF on per-PLMN basis, which would allow the UE to have access to the LADN service only in certain VPLMNs and not in others.

Proposal 3: It is proposed to define a per-subscriber authorization for access to (any) LADN. This authorization is delivered by the HPLMN to the AMF on per-VPLMN basis.

2
Proposal

It is proposed the following:

Proposal 1: It is proposed to support both “broadcast LADN DNNs” and “non-broadcast LADN DNNs” in the 5G System.

Proposal 2: It is proposed that upon (re)registration the AMF should provide only a list of LADN DNNs in the UE’s registration area. UE learns the LADN service area upon PDU Session establishment (both successful or unsuccessful).

Proposal 3: It is proposed to define a per-subscriber authorization for access to (any) LADN. This authorization is delivered by the HPLMN to the AMF on per-VPLMN basis.
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