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1. Overall Description:

SA2 thanks SA1 for their LS on UE WLAN MAC address inclusion in E911 location information (S1-180298).

SA2 understands that the request from SA1 is that the 3GPP system should provide sufficient methods to convey timely information for the calculation of positioning information in support of emergency calls.

As a result, because the location solution for emergency calls defined by ATIS relies on knowing the UE's Wi-Fi MAC address, this information should be provided to potential a 3rd party server.
However, SA2 does not understand the SA1 rationale for selecting RAN2 for designing such an end-to-end solution: 

"As a result, the provision of UE WLAN MAC address in the transactions between the Target UE and the External location Server is important to support the varied positioning systems used to support E911 positioning." 
As part of its responsibilities for designing architectural solutions, SA2 has already specified a solution during the SEW2 Work Item, using the BSSID (MAC address) of the AP. Because emergency calls over WLAN are always IMS based, the SA2’s specified solution consists in the UE sending the BSSID of the AP in the SIP Invite to the P-CSCF when requesting the emergency session, followed by a call from LRF to a regional database such as the National Emergency Address Database (NEAD). The solution is described in TS 23.167 clauses 4.3.1, 6.2.3 and 7.1.3 step 2 since version 14.1.0, and references to ATIS-0700028. 
Therefore, SA2 believes that, if there is need to provide UE’s Wi-Fi MAC address to the operator core network in the context of emergency calling, this shall be done at the time of emergency calling setup through IMS based signalling by reusing the above solution described in TS 23.167. When the WLAN AP BSSID is not available, the UE may provide the UE’s Wi-Fi MAC Address.  This solution addresses potential privacy related issues due to the use of the UE’s Wi-Fi MAC Address as a RAN level solution does not guarantee that the UE's WiFi MAC address is only passed during emergency calls.
Additionally, SA2 would like to have SA3 guidance on whether there is a privacy issue with passing the UE MAC address to the NEAD, which has access to an External Location Server at any time, and hence can get the UE position in the Enterprise WLAN even outside emergency calls.       

2. Actions:

To SA1, RAN2 groups.

ACTION: 
SA2 kindly asks SA1 and RAN2 groups to take the above into account, and provide any feedback if necessary. SA2 kindly asks RAN2 group to not specify anything until SA2 and SA3 have decided the way forward.
To SA3 group.

ACTION: 
SA2 kindly asks SA3 to provide guidance on the potential UE privacy issues related to the provision by the UE to the mobile network and to the NEAD of its own Wi-Fi MAC address.
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