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1
Discussion

EPS CIoT Optimization supports Exception Report, for public safety cases such as fire alarm, smoke detector, Earthquake Alarm, etc., which has following characteristics:
· Only EPS Control Plane CIoT Optimization supports Exception Report

· There is RRC establishment cause for exception report

· Service gap does not apply to Exception Report
· It is allowed to send exception report while overload control is applied
· Serving PLMN Rate Control doesn’t apply to Exception Report

· APN Rate Control may or may not be applied to Exception Report
According to scope of this study item, this study item is supposed to support WB-EUTRA (eMTC) and/or NB-IoT which support Exception Reporting in RRC layer, so that support of Exception Reporting should be studied in this study. In EPS, exception reporting is only supported for CP CIoT Optmization, which has been developed for infrequent small data transmission, so that the exception reporting should be handled under the key issue for infrequent small data transmission.
Exception reporting could be infrequent or frequent, and the data could be large burst or short burst depending on service scenario. Fox example, event dectection for public safety case can be frequent in certain period. In this case, it could be merited to use frequent data transmission mechanism for exception reporting. Therefore, it is proposed to study exception reporting under the frequent small data transmission key issue. 
In addition, as there is special handling for exception reporting in EPS for overload control and rate control, 5G system for CIoT also should consider the exception reporting.
Proposal: Open issue for Exception reporting support should be captured in the key issues for Frequent small data transfer, Infrequent small data transfer, and overload control.
2
Proposal

* * * Start of 1st Change * * *

5.1
Key Issue 1: Support for infrequent small data transmission
5.1.1
Description

This key issue aims to provide solutions to support efficient infrequent small data transmissions for at least low complexity, power constrained, and low data-rate CIoT UEs. In some of the usage scenarios the devices (e.g. utility meters) may not be mobile throughout their lifetime. It is expected that the number of CIoT devices will increase exponentially but the data size per device will remain small.

5.1.2
Architectural requirements

This key issue addresses infrequently sending and receiving small data with the following architectural requirements:
-
Resource efficient system signalling load (especially over the Radio interface).

-
An at least equivalent level of security mechanisms for CIoT in 5G system as in EPS.
-
Equivalent or reduced level of power consumption for UEs used for CIoT in 5GS system as in EPS.
-
Minimal Access Stratum changes required for NB-IoT/eMTC UEs to connect to 5GS.
-
Support for the following small data transmissions:

-
single packet transmission (UL or DL).
-
dual packet transmission (UL with subsequent DL, or DL with subsequent UL).
-
multiple packet transmission (one or a few UL and/or one or a few DL (in any combination or order)).
-
Support for delivery of IP data and Unstructured (Non-IP) data.

-
Support for charging, roaming and policy control.

-
Support API(s) for infrequent small data transmission and capability exposure to AF.
-
Support of exception report for CIoT in 5G system as in EPS.
5.1.3
Architectural baseline

The following architectural baseline assumptions should be considered:

-
Small data can be exchanged using either the northbound API interface between 5GC and AF or the N6 interface between UPF and AF.

-
The 5GS network function terminating the northbound API is assumed to support message based charging.
5.1.4
Open issues
The following open issues remains to be studied:

-
Efficient handling of nomadic/static and mobile usage scenarios.

-
Whether and how small infrequent User Data delivery via Control Plane and/or User Plane in the 5GS is supported:
-
Assumptions on UE indication of preferred and supported network behaviour (see TS 23.401 [4], clause 4.3.5.10) may be required: A UE includes in a Preferred Network Behaviour indication the Network Behaviour the UE can support and what it would prefer to use.

-
Whether PDU sessions need to be established to exchange infrequent small data.
-
Identify whether specific AMF/SMF selection for CIoT devices is needed.
-  How to support exception reporting in the manner of infrequent small data transmission.
NOTE:
This key issue may have some dependencies to the key issues for High Latency Communications.

* * * Start of 2nd Change * * *

5.2
Key Issue 2: Frequent small data communication
5.2.1
Description

This key issue aims at providing a solution to support efficient frequent small data transmissions for CIoT, e.g. tracking devices for both Mobile Originated (MO) and Mobile Terminated (MT) use cases. It is expected that the number of such devices can increase exponentially, but the data size per device will remain small. Traffic characteristics for UEs used for CIoT using frequent small data transmissions may lead to inefficient use of resources in the 3GPP system and high UE power consumption without use of appropriate optimization.

Frequent small data communication targets optimizations that can meet both architecture requirements on UE power consumption and resource efficient system signalling in a balanced way. A traffic pattern is assumed where small data transmissions may occur from a few small data transmissions per hour to multiple small data transmissions per minute.

The objective of this key issue is to ensure optimized transmission with IP based and non-IP based protocols. Failure to do so may lead to sub-optimal transmission characteristics with increased signalling and UE power consumption.
5.2.2
Architectural requirements

In addition to the common requirements in clause 4, the following architecture requirements shall be supported in 5GS:

-
It shall be possible to transmit frequent small data with consideration of resource-efficiency and UE power efficiency.
-
Minimal Access Stratum changes required for NB-IoT UEs to connect to 5GS.
-
Support for delivery of IP data and Unstructured (Non-IP) data.
-
Support for the following small data transmissions:

-
single packet transmission (UL or DL).
-
dual packet transmission (UL with subsequent DL, or DL with subsequent UL).
-
multiple packet transmission (one or a few UL and/or one or a few DL (in any combination or order)).
-
An at least equivalent level of security mechanisms for CIoT in 5G system as in EPS.
-
Equivalent or reduced level of power consumption for UEs used for CIoT in 5GS system as in EPS.
-
Support for charging, roaming, policy control.
-
Support of exception report for CIoT in 5G system as in EPS.
5.2.3
Architectural baseline

The following are considered architecture baselines for this key issue:

-
The 5GS network function terminating the T8 NIDD API is assumed to support message based charging.

-
The AF (i.e. SCS/AS) shall be able to access frequent small data service via an API equivalent to T8 NIDD API.
-
The AF (i.e. SCS/AS) shall be able to access frequent small data communication over N6.

5.2.4
Open issues

The following open issues for supporting key issue Small data frequent communication:

-
How to enable frequent small data transmissions (see clause 5.2.1) in a resource-efficient and UE power efficient way in 5GS.
-
Whether and how to support exception reporting in the manner of frequent small data transmission.
* * * Start of 3rd Change * * *

5.7
Key Issue 7: Overload Control for small data
5.7.1
Description

In EPC two solutions are provided for small data communication a.k.a. CIoT optimizations: User Plan CIoT EPS optimization and Control Plane CIoT EPS optimization. For the Control Plane CIoT EPS optimization overload control mechanism is defined in EPC to protect the MME and the Signalling Radio Bearers (SRBs) in the E-UTRAN from the load generated by NAS Data PDUs. This key issue aims to study whether and how equivalent overload control mechanism can apply for NB-IoT and WB-E-UTRA connected to 5GC.

NOTE:
The Overload control for 5G IoT depends on the selected solution for small data communication.
5.7.2
Architectural requirements

The following architecture requirement shall be supported:

-
The system should support procedures to handle the overload from data transmission via the control plane (if data transmission via control plane is agreed as a feature in 5GS).
-
The system should allow exception report during overload control.
5.7.3
Architectural baseline

Depending on the selected solution for small data communication in 5GS, similar functionality e.g. control plane data back-off timer, control plane overload start indication and service gap as applied in the EPC can be applied to protect the 5GS control plane from overload when used to transport user data packets.

5.7.4
Open issues

The following open issues remains to be studied.

-
In what network function(s) can the overload conditions occur, and where should the overload control be executed?

-
What are the function and procedures required to handle overload?
-
How to allow exception report when network function is in overload condition?
* * * End of Change * * *
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