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Abstract of the contribution: This paper an introduces a solution for Key Issue #9 on Support of common north-bound APIs for EPC-5GC Interworking.
1
Discussion

Key Issue 9 is for Support of common north-bound APIs for EPC-5GC Interworking. An IoT UE can possibly switch between EPC and 5GC. An authorized third party service provider should be able to get access to authorized and available services when the UE is either on EPC or on 5GC. This key issue will address architectural issues that may arise on the API interface towards the AF (i.e. SCS/AS) when a UE switches between EPC and 5GC.
This solution proposes the use of a combined SCEF+NEF node for scenarios where interworking is permitted. The combined node is used a single termination point for AF (i.e. SCS/AS) APIs.

Note that this solution references the N33 reference point which was introduced in endorsed draftCR S2-181354 - Non-roaming Architecture for Network Exposure Function in reference point representation.

2
Proposal

This contribution proposes to implement the following updates to TR 23.724 v 0.1.0.
* * * Start of Change * * *

6.X
Solution #X: SCEF+NEF Node

6.X.1
Introduction
This section presents a solution for Key Issue 9 - Support of common north-bound APIs for EPC-5GC Interworking.

The following principles apply to this solution:

· As a general architecture principle, the underlying network topology should be hidden from the AF (i.e. SCS/AS); thus, we should avoid a situation where the AF needs to be aware of whether the UE is served by EPC or 5GC. The AF should not have to change the network node that it contacts when a UE moves between 5G and EPC.

· Configuration of services should not be dependent on whether the UE is attached to 5GC or EPC, thus the APIs that are used by the AF (i.e. SCS/AS) to access a given service should not depend on whether the UE is attached to EPC or 5GC. Using 3rd party APIs an AF however maybe able to find the access technology the UE is currently connected. Consequently an AF can access the available 3rd party services with the expected level of support available under that technology.

· If the availability or expected level of support of a service associated with a UE changes, for example due do to a movement between 5GC and EPC, the AF (i.e. SCS/AS) should be made aware of the change. Note that the same principle already applies in EPC where the SCEF is notified if the UE switches to being served by an MME that does not support a configured monitoring event.

· For a given UE, the node that the AF (i.e. SCS/AS) contacts for some services is configured in the network. The same is already true in EPC. For example, with respect to NIDD, the SCEF ID associated with the UE for a NIDD PDN Connection is provided to the MME by the HSS during T6a connection establishment. For other features (e.g. Device Triggering, Group Message Delivery MBMS, and NIDD) TS 23.682 [6] recommends that the SCS/AS may determine the IP address(es)/port(s) of the SCEF associated with a UE by performing a DNS query using the External Identifier or using a locally configured SCEF identifier.

· A UE can be associated with different exposure nodes for each service. The same is already true in EPC. For example, one SCEF might be used for monitoring, another SCEF instance might be used for NIDD to one APN, and yet another SCEF instance might be used for NIDD to another APN. 

6.X.2
Functional Description

When a UE is capable of switching between EPC and 5GC, it shall only be associated with combined SCEF+NEF node(s) for Service Capability Exposure. The SCEF+NEF hides the the underlying network topology from the AF (i.e. SCS/AS) and hides whether the UE is served by 5GC or EPC. Figure 6.x.2-1 shows the SCEF+NEF architecture.
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Figure 6.x.2‑1: Architecture view of the SCEF+NEF node

Interaction between the SCEF and NEF within the combined SCEF+NEF may be required. For example, when the SCEF+NEF supports monitoring APIs, the SCEF may need to share context/state information about a UE’s configured monitoring events with the NEF when the UE moves from EPC to 5G. This interaction between the SCEF and NEF shall not be standardized.

If a configured service becomes unavailable or its level of support changes because of change of access network for a UE, the SCEF+NEF will notify the SCS/AS. A configured service may become unavailable because the UE is now being served by a node (e.g. MME) or NF (e.g. AMF) that does not support the configured service.

If the service exposure function that is associated with a given service for a UE is configured in the UE’s subscription information, then an SCEF+NEF identity shall be used to identify the exposure function. For example, if a UE is capable of roaming between EPC and 5GC, then the SCEF ID that is associated with any of the UE’s APN configurations should point to an SCEF+NEF node.

Editor’s note: Whether SCEF is collocated with NEF or other network functions that may terminate T8 APIs is FFS. For example, solutions to other Key Issues may allow other network functions to expose APIs to the SCS/AS.
In EPC, the SCEF is part of the HPLMN. This solution assumes that an NEF or SCEF+NEF that exposes API’s to 3rd party AFs (i.e. SCS/AS) is part of the HPLMN.

6.X.3
Support of EPC interworking
As noted above, interaction between the SCEF and NEF in the SCEF+NEF need not be standardized. 

Consistent with existing EPS-5GS interworking scenarios in TS 23.501 [5], the subscriber data base is a combined HSS+UDM node. Thus, SCEF+NEF implementations should not perform procedures with the HSS+UDM twice. For example, monitoring events only need to be configured by the SCEF+NEF one time; using EPC or 5GC procedures. Monitoring events configuration should not occur once with the HSS procedure and then again with the NEF procedure. Whether the SCEF+NEF uses SCEF or NEF procedures for monitoring event configuration is an implementation decision.  

6.X.4
Procedures

Editor's note: This clause describes high-level procedures and information flows for the solution.
6.X.5
Impacts on existing entities and interfaces

In terms of the CAPIF, the SCEF+NEF should be viewed as a single node.

The API interface that is exposed by the SCEF+NEF interface is an N33 / Nnef interface that supports the T8 APIs.

6.X.6
Evaluation

Editor's note: This clause provides an evaluation of the solution.

* * * End of Change * * *
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