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Abstract of the contribution: Analysing the size and structure of 5G System Temporary Identifier(s) and proposing the requirements.
Background
According to TS 23.501 clause 5.9.4:

The 5G-GUTI shall be structured as:


<5G-GUTI> := <GUAMI> <5G-TMSI>


where GUAMI identifies the assigned AMF and 5G-TMSI identifies the UE uniquely within the AMF.

The Globally Unique AMF ID (GUAMI) shall be structured as:


<GUAMI> := <MCC> <MNC> <AMF Region ID> <AMF Set ID> <AMF Pointer>


where AMF Region ID identifies the region, AMF Set ID uniquely identifies the AMF Set within the AMF Region and AMF Pointer uniquely identifies the AMF within the AMF Set.

NOTE 1:
The AMF Region ID addresses the case that there are more AMFs in the network than the number of AMFs that can be supported by AMF Set ID and AMF Pointer by enabling operators to re-use the same AMF Set IDs and AMF Pointers in different regions.

NOTE 2: See TS 23.003 [19] for details on the structure of the fields of GUAMI.

The 5G-S-TMSI is the shortened form of the GUTI to enable more efficient radio signalling procedures (e.g. during Paging and Service Request) and is defined as:


<5G-S-TMSI> := <AMF Set ID> <AMF Pointer> <5G-TMSI>
TS 23.003 clause 2.10.1 gives the length of the 5G identifiers:

MCC and MNC shall have the same field size as in earlier 3GPP systems.

5G-TMSI shall be of 32 bits length.

AMF Region ID shall be of 16 bits length.

AMF Set ID shall be of 4 bits length.

AMF Pointer shall be of 4 bits length.
Analysis

In last SA WG2 meeting #125 the question of encoding space for fields within the 5G-GUTI/5G-S-TMSI and the mapping rules for EPS interworking, was raised through contribution S2-180523 (and through S2-180750 which was revised into S2-181187 finally withdrawn). There were some discussions but no conclusions and although the paper was noted the underlaying issues remains e.g. the limited number of bits allocated for the AMF Set ID. As stated in the S2-180523 contribution “If an operator wishes to deploy multiple network slice and mix/match vendors for network slices, then the current agreement is too limiting.” With the current agreement 4 bits are allocated to the AMF Set ID i.e. only a maximum of 16 AMF sets may be used in one region. Considering the above and the structure and length of the network slice identifier S-NSSAI as defined in TS 23.003 with 8 bits for the SST and 24 bits for the SD part, a considerable amount of network slices and thereby AMF Set IDs may be needed. In view of that, it seems reasonable to request that at least 2000 AMF Set IDs shall be supported in 5GS (per Region).
A further reflection is that the currently allocated length (16 bits) for the AMF Region ID seems to be far too extensive in relation to its stated usage: 

NOTE 1:
The AMF Region ID addresses the case that there are more AMFs in the network than the number of AMFs that can be supported by AMF Set ID and AMF Pointer by enabling operators to re-use the same AMF Set IDs and AMF Pointers in different regions.
So, to be able to re-use tuples of AMF Set ID and AMF Pointer, a separation by using different AMF Region IDs is needed, but only between adjacent regions in the same PLMN. Thereby, requiring support for at least 16 AMF Region ID should be sufficient.

Regarding the number of AMFs within an AMF set, the possibility of dynamically sizing up and down the capacity of an individual AMF, has decreased the need for large pools (capacity scale-up does not any longer necessarily require adding AMFs). For that reason, the current requirement on 16 AMFs within an AMF set seems fair. With use of multiple AMF Set IDs it is also possible to have more than 16 AMFs serving the same set of network slices, if needed.
In case of an AMF restart with loss of UE context data a mechanism is needed to avoid collisions in the AMF between a 5G-GUTI allocated before and a 5G-GUTI allocated after the restart. Otherwise there is a risk that UE initiated signalling from a UE with an old 5G-GUTI (allocated before restart) destroys the services for an already registered UE (with 5G-GUTI allocated after restart) or that additional signalling is needed in order to resolve the identifies of the colliding parties.
With the possibility of supporting many different types of network slices in a network comes also the need of handling network slices hosting different magnitudes of subscribers. Network slices for an enterprise may, for example only host subscribers in the magnitude of 100k while a network slices for massive IoT may host millions of subscribers. Requirements on as much as 100 million devices per km2 have been mentioned (e.g. by ITU). Using the current size of the 5G-TMSI with 32 bits (approx. 4 billion values) seems to be a waste of encoding space for many network slices that do not require to host large number of subscribers. Using a shorter bit length for the 5G-TMSI combined with the possibility of using multiple AMF Set IDs (and/or AMF Pointers) in an AMF gives a larger degree of flexibility and less waste of encoding space. Within the same service area, a mixture of network slices with multiple and single AMF Set allocation is possible, i.e. it is possible, at the same time and in the same service area, to deploy network slices hosting different magnitudes of subscribers without waste of encoding space.
 
At mobility from 5GS to EPS the MME is using the information provided by the UE, within the combined fields of MMEGI and MMEC, to get the address of the old serving AMF (to fetch context data). This means that the necessary information to identify the old AMF must be contained within the same space as is currently used by the MMEGI and MMEC i.e. within 24 bits (16+8 bits). In a similar way at mobility from EPS to 5GS the AMF is using information provided by the UE, to get the address of the old serving MME. In this direction there are however less constrains on a solution since there is no backward compatibility requirement (it is e.g. not necessarily so that the information must be contained within 24 bits).
Currently the RRC paging message is limited to 40 bits. This means that the identities used to identify a UE within the paged area must be contained within 40 bits i.e. the combined length of the AMF Set ID, AMF Pointer and the 5G-TMSI must not exceed 40 bits.
Based on the above analysis the following requirements are proposed:
1. It shall be possible to support at least 16 AMF regions.
2. It shall be possible to support at least 2000 AMF sets.
3. It shall be possible to support at least 16 AMFs within an AMF set.
4. It shall be possible to address different magnitudes of subscribers in different network slices without wasting address space for slices that do not require hosting large number of subscribers.
5. It shall be possible to have a connection density of at least 1 million devices per km2.
6. It shall be possible for an AMF to avoid collisions between a 5G-GUTI allocated before and a 5G-GUTI allocated after a restart of the AMF with loss of UE context data.
7. It shall be possible for a legacy MME (e.g. via a DNS query) to get the address of an old AMF (to fetch context data) based on information provided by the UE at registration.
8. It shall be possible for an AMF (e.g. via an NRF query) to get the address of an old MME (to fetch context data) based on information provided by the UE at registration.
9. Paging a UE within the service area of an AMF shall not require more than 40 bits.
Proposal
It is proposed that SA2 endorse the following requirements:
R1:
It shall be possible to support at least 16 AMF regions.
R2:
It shall be possible to support at least 2000 AMF sets.
R3:
It shall be possible to support at least 16 AMFs within an AMF set.
R4:
It shall be possible to address different magnitudes of subscribers in different network slices without wasting address space for slices that do not require hosting large number of subscribers.

R5:
It shall be possible to have a connection density of at least 1 million devices per km2.
R6:
It shall be possible for an AMF to avoid collisions between a 5G-GUTI allocated before and a 5G-GUTI allocated after a restart of the AMF with loss of UE context data.
R7:
It shall be possible for a legacy MME (e.g. via a DNS query) to get the address of an old AMF (to fetch context data) based on information provided by the UE at registration.
R8:
It shall be possible for an AMF (e.g. via an NRF query) to get the address of an old MME (to fetch context data) based on information provided by the UE at registration.
R9:
Paging a UE within the service area of an AMF shall not require more than 40 bits.
�With use of multiple AMF Set IDs and multiple AMF pointers in an AMF the theoretical maximum number of subscribers is limited by the 40 bits used for paging (see below) i.e. approx. 1000 billion subscribers.
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